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About this guide

This manual discusses the Riverbed Cascade Pilot software (Pilot), as it is used in conjunction with
local sources of network data and with the Riverbed Cascade Shark appliance (Shark), the Riverbed
Cascade Shark Virtual Edition appliance (Shark-VE), and the Cascade Express 460 appliance.

The purpose of this reference manual is to document and explain each Cascade Pilot feature. It is
assumed that the reader is familiar with networking protocols and the principles of a networking
stack. Care has been taken to avoid technical explanations except when necessary for conceptual
understanding or functional explanation.

This manual is not intended to be a tutorial on the use of Cascade Pilot. Video tutorials on how to
perform common actions are available in the product. Upon startup, the Cascade Pilot displays links
to video tutorials. These can also be accessed at any time by clicking the Getting Started icon. This is
located in the “General” section of the “Home” tab.
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Overview

Cascade Pilot works with the Cascade Shark, Cascade Shark Virtual Edition and Cascade Express
460 appliances to provide a complete enterprise-wide solution for increased network visibility
through live traffic monitoring, line-rate packet capture, real-time and historical traffic analysis,
monitoring, and reporting from multiple locations.

Cascade Shark appliances and Cascade Pilot provide a seamless distributed network analysis,
visualization, monitoring, recording, and reporting solution.

Cascade Shark appliance architecture

Cascade Shark appliances

The Cascade Shark appliance, which houses the traffic analysis engine along with a custom packet
recording facility, extends the reach of the Cascade Pilot analyzer to geographically-dispersed
network locations. Cascade Shark appliances are designed for placement at strategic points
throughout your network, thereby providing the visibility necessary for global monitoring and
troubleshooting. The Cascade Shark appliance comes as a fully configured rack mountable
appliance including one or more network interfaces for network traffic capture.

The Cascade Shark appliance also includes the Shark Packet Recorder, a customized packet capture
application for high fidelity, multi-gigabit per second network traffic recording.

The Cascade Shark Virtual Edition (Shark-VE) appliance performs similar functions running as a
virtual machine in a virtual environment.

The Cascade Express 460 appliance provides packet capture and export functions, in addition to
flow data collection and reporting.

In this manual, references to Cascade Shark appliances generally include Cascade Shark Virtual
Edition and Cascade Express 460 appliances.
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Cascade Pilot

—

Cascade Pilot®
A
Q})),q

Cascade Pilot seamlessly and securely interfaces with one or more Cascade Shark appliances to
display, drill down into, rewind, alert on, and report on, network traffic captured and/or analyzed
by Cascade Shark appliances. Cascade Pilot is an analysis tool tailored to distributed environments
with the ability to efficiently access and manipulate large packet trace files. It contains an extensive
collection of network traffic analysis metrics (Views), drag and drop drill-downs, visualization and
analysis of long-duration capture statistics, flexible trigger-alert mechanisms, and report
generation.

After connecting to a Cascade Shark appliance, Cascade Pilot can access remote network data
seamlessly. Users can apply Views to remote traffic sources (live or off-line), which are computed
by the Cascade Shark appliance and the results are transmitted to Cascade Pilot for rendering.

Together, Cascade Pilot and the Cascade Shark appliance provide a powerful distributed network
analysis, visualization, monitoring, recording, and reporting solution.
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Cascade Pilot — Feature Summary

Cascade Pilot includes the following features:

e Graphical user interface for displaying data collected by remote Cascade Shark appliances
and local network traffic sources

Wireshark Integration

AppResponse Xpert with Shark Module Integration

AppTransaction Xpert Integration

Views and Charts, including a View Editor for editing existing views or creating new ones
Drill-down

Time Control

Watches

Report Generation

Access to the Cascade Shark appliance web interface

Interface to the Cascade Shark Packet Recorder’s Jobs Repository

Graphical User Interface

Cascade Pilot can view and analyze network traffic on local interfaces or trace files, and also
connect to and manage one or more remote Cascade Shark appliances. When connected to remote
Cascade Shark appliances, Cascade Pilot can analyze and view traffic from network interfaces of the
Cascade Shark appliances as if these remote interfaces were local.

A single Cascade Pilot can simultaneously connect to multiple Cascade Shark appliances, while
multiple instances of Cascade Pilot can simultaneously connect to the same Cascade Shark
appliance. Access to a single appliance from multiple locations provides excellent visibility into the
network as well as an intuitive mechanism for sharing network Views, Watches, and Reports with
co-workers and management.

Wireshark Integration

Cascade Pilot and the Cascade Shark appliance are fully integrated with Wireshark, allowing you to
leverage your team'’s existing expertise with the world’s most popular and widely deployed
network and protocol analysis tool. During any stage of the analysis, Cascade Pilot can select a local
or remote traffic source and send it to Wireshark for packet filtering or deep packet inspection.

AppResponse Xpert with Shark Module Integration

Starting with version 10.0.7, Cascade Pilot can connect to an ARX 6000, 5000, or 4200 appliance
with Shark Module(SM) providing a patch and a license are installed on the AppResponse Xpert
appliance. See the AppResponse Xpert Shark Module Getting Started Guide for information on specific
software requirements needed by an AppResponse Xpert appliance.

AppResponse Xpert with Shark Module provides one interface (arx) that aggregates all capture
ports on a system and up to two or four Monitoring Interface Groups (MIFGs), depending on the
physical ports on the ARX appliance. ARX 5000 has two MIFGs (arx1 and arx2); the ARX 4200 has
four MIFGs (arx1 - arx4); the ARX 6000 can have two or four MIFGs, depending on its
configuration.
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Monitoring Interface Groups are user-configurable aggregations of one or more physical ports.
MIFG configuration is done through the ARX Web UI. Note that MIFGs are always displayed, even if
they are disabled. When MIFGs are enabled, each enabled MIFG must contain at least one physical
port and each physical port must belong to only one MIFG. Note, however, that multiple physical
ports can belong to the same MIFG. When “inactive” is displayed in an interface’s description by a
Cascade Pilot, no traffic is received on that interface.

The arx port and MIFG ports are mutually exclusive - when MIFGs are enabled, the arx port
receives no traffic. For more information, see the “Monitoring Interface Groups (MIFGs) and Packet
Captures” section in the “Packet Captures” chapter of the AppResponse Xpert User Guide.

Sending trace files to Cascade Pilot for analysis requires the use of AppResponse Xpert Java Console,
version 8.6.6 (or higher), installed on the same platform as Cascade Pilot. For more details and an
example, see the AppResponse Xpert Shark Module Getting Started Guide.

Live sources and trace files can be analyzed with any Cascade Pilot “Views” except “802.11” views,
“Multi-Segment Analysis (MSA)” views, the “Sequence Diagram” view or interactive views. Using
AppResponse Xpert Java Console, trace files can be sent to AppTransaction Xpert for analysis. See
“Send to AppTransaction Xpert Integration” for details on sending trace files to AppTransaction
Xpert.

All AppResponse Xpert with Shark Module configuration is done through AppResponse Xpert,
through the ARX CLI. There is no “Web Interface” access to an AppResponse Xpert with Shark
Module from Cascade Pilot.

AppTransaction Xpert Integration

Starting with version 10.0.7, Cascade Pilot can be used to quickly scan local and remote capture files
and send selected packets to AppTransaction Xpert (ATX) for analysis. Version 16.5.T PL1 (or
higher) of AppTransaction Xpert must be running on the same local system as Cascade Pilot.

Sources include local and remote trace files; trace clips; and merged files. Pcap-ng and pcap
(nanosecond) files are converted to Pcap (microsecond) files when sent to AppTransaction Xpert.

The following sources cannot be sent to AppTransaction Xpert: capture jobs, multi-segment files,
live interfaces, and 802.11 link type files.

Packets can be sent to AppTransaction Xpert by right clicking on a file and using the “Send to” item
on the displayed context menu or by clicking on a chart or making a selection on a chart in the main
workspace and selecting “Send to ATX” from the “Selection” section of the “Home Ribbon.” Also,
right clicking on a chart or a selection on a chart opens a context menu where you can select
“AppTransaction Xpert” (see an example below).
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Filters can be applied to sources before sending them to AppTransaction Xpert. When using the

“Send to” item on a context menu, select “AppTransaction Xpert with Filter” to apply a filter before

sending files to AppTransaction Xpert, reducing the size of a trace file and sending only those

packets of interest.

—| Devices | Files ——
< NoOon.cap -
< noon_filtered_for_ARP pcap
<#* noon_filtered_for_|P pcap
<% single_short_call_pietro_marc
% test_http_mysql_2_filtered.pca

@4THZMako2, !

g Files Shared with
23 Files Shared with |
123 Files Shared with
g Files Shared with
1> 3 My Files
L4 ﬁOak—MakﬁZaﬁ admir

Start Search

> 5y Custom
[> ©21 Recently Used
|__§ Bandwidth Over Time

0% Land

=T

@ TH2Mako2altpe [ | Create View
< wl.cap i
<> w2.cap | Sendto 4
< wireshark_down e )
- EADDHESDDFISB Xpert o3| Create Multi-Segment Source

Create Merged Source

Remove Microflow Index
Calculate Checksum

Browse Centaining Folder

Edit 3
Remove from List

Delete from Disk

Rename

i Wireshark

Wireshark with Filter

AppTransaction Xpert

AppTransaction Xpert with Filter

R i

File with Filter
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Selections on charts as well as Views and Filters applied to a source also filter the source before
sending packets to AppTransaction Xpert.

When a large file (more than 100,000 frames) is sent to AppTransaction Xpert, a message appears
recommending you reduce the file size by filtering the file using Trace Explorer. If you choose to
continue, it may take a long time to import the file into AppTransaction Xpert.

Sending a Source to AppTransaction Xpert

If you are new to Cascade Pilot, view the Quick-Start Video Tutorials, opened by clicking the
“Getting Started” icon in the “General” section of the “Home” tab for help in using Cascade Pilot to
analyze trace files.

1. Choose a packet source in Cascade Pilot.
2. To send a trace file, right click the file, and then choose “AppTransaction Xpert” or
“AppTransaction Xpert with Filter” on the “Send to” sub-menu of the context menu.

Alternatively, you can apply Cascade Pilot Views and Filters to identify traffic you wish
to analyze in AppTransaction Xpert. Use Drill Down to apply additional views to
selected chart elements and narrow down the traffic further.

3. Selecta chart or select data of interest on a chart, then right-click it, and choose “Send to
AppTransaction Xpert” from the pop-up Context Menu. You can also click on the Send to
ATX button in the Selection section of the Home tab.

If the source is remote, the packets are first downloaded to the Local System before being
sent to AppTransaction Xpert.

If processing is needed, for example, converting a Pcap-ng file to Pcap (microsecond), a
temporary file is prepared for use by ATX, otherwise the original source is used. When the
transfer is completed, ATX is opened and begins processing the packets.

When you complete your investigation in AppTransaction Xpert., AppTransaction Xpert
allows you to save the packets as an ATX file (*.atc).

Views and Charts

Views are the core analysis and visualization paradigm in Cascade Pilot. The system offers over 200
views providing a broad range of protocol support for both wireless! and wired network analysis.
When views are applied to a traffic source, the results are displayed via a collection of interactive
components called Charts. The collection of Charts includes bar, pie, and strip charts, sequence
diagrams, scatter plots, conversation rings, and grids. All charts are interactive - they can be
resized, moved, and, most importantly, users can make visual selections on graphical elements
within a Chart (such as individual bars in a bar chart or time intervals in a strip chart) and drill
down from there. Charts can be customized, saved, imported/exported in a variety of formats, and
shared with colleagues. Chart data can also be exported included as part of Cascade Pilot automated
report generator.

Drill-down

Drill-down is one of the most powerful and unique features of Cascade Pilot. When you apply a
View to a packet data source, a Chart is displayed, revealing the network traffic results specified by
the chosen View. Drill-down occurs when you then apply additional View selections to a Chart

! Live wireless analysis only applies to locally attached AirPcap traffic sources.

Cascade Pilot Reference Manual 6



display. This simple yet powerful exercise increases your analysis capabilities many-fold. By
employing this visually based Drill-down feature, Cascade Pilot can analyze very large trace files
quickly, guiding you to the handful of packets responsible for anomalous network behavior.

Time Control

Viewing metrics computed over days, weeks, and months can be overwhelming. With the Cascade
Pilot “back-in-time” technology, however, you can move through View metrics computed over
extended periods of time with just a few mouse clicks. Based on your selected time interval, sub-
sampling and aggregation techniques are used to optimize the granularity of the visual
presentation, allowing you to easily zoom in and out of the View metrics. The Time Control
technology applies to live and off-line traffic.

Filtering

In addition to Drill-down, filtering is a powerful resource to analyze data and focus down on packet
data sources. Filters can be chosen from the Filter panel and easily applied to the current view by
dragging them over existing charts. In addition, the currently applied filters can be edited and/or
combined by using the Filter Bar on the top of the view, which enables fast and responsive data
analysis. Users can create filters from existing charts by selecting elements such as time ranges, or
choose among Cascade Pilot, BPF, Wireshark and time filters. Users can also organize custom filters
in folders in the Filter panel.

Watches

The Cascade Pilot includes a sophisticated triggering and alerting technology called Watches. With
Watches, you are able to create a trigger on many View metrics and be alerted when a specified
condition computed on a metric is met. For instance, you can be alerted when unusually high
bandwidth utilization, slow server response times, high TCP round-trip times, and other conditions
occur. When a Watch detects that a trigger condition is met, a specified action is taken, such as
logging the event, sending email, starting a packet trace capture, and more.

Report Generation

Customized reports can be automatically generated to show elements such as:

Conversations (at any or all network layers)
[P Fragmentation Analysis

DHCP Address Assignments

TCP Top Talkers

Unicast vs. Multicast vs. Broadcast Traffic
And others

Cascade Shark appliance web interface

Cascade Pilot provides access to the Cascade Shark appliance configuration manager. The web
interface supports the following configuration tabs:

e Status - Shows the status and enables restart of the Cascade Shark appliance.
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e Capture Jobs - Shows the status of all of the current Capture Jobs, and enables adding,
editing, deleting, starting, or stopping capture jobs.

o Profiler Export - Allows exporting network flow data to Cascade Profiler.

o Interfaces - Views and configures the packet capture board(s) on the Cascade Shark
appliance.
Settings - Configures various settings of the appliance.

e System - Performs licensing, update, and maintenance tasks.

Note that Cascade Pilot does not support access to the web interface of the Cascade Express 460
appliance. Cascade Pilot can view capture jobs on a Cascade Express 460 appliance, but it cannot
add or edit them.

Interface to the Cascade Shark Packet Recorder Jobs Repository

The packet storage associated with a Capture Job is called a Job Trace. Each Job Trace is shown in
the Jobs Repository folder of the Files panel. Depending upon how the Capture Job is configured and
the speed of the network, the corresponding Job Trace may be a very large, multi-terabyte file.
Using the “Trace Clip” creation feature of Cascade Pilot, you can have ready access to arbitrary time
intervals within a Job Trace. Trace Clip time intervals, their location in time, and their size can be
controlled easily. All Cascade Pilot operations that apply to trace files can be applied to Trace Clips
as well.

In fact, hundreds of easy-to-use Charts can be scoped and limited to any requested format
condition. Charts can be combined in a single report or recreated in separate reports in one or more
formats.

All relevant trace files and their MD5 digests can be automatically packaged in a ZIP file along with
the generated reports for easy distribution.
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Hardware and Software Requirements for Cascade Pilot

Beginning with release 10.5, Cascade Pilot no longer requires administrator privileges to install the
product for use by a single user on a PC. To enable all users on a PC to run Pilot, the installer must
be run by a user with administrative privileges, and “Install for All users” must be selected on the
first screen of the installer.

Once installed, Cascade Pilot requires activation by a license to operate. Two types of user licenses
are available: single-seat licenses, activated by an administrator using a product key or concurrent
licenses, requiring a concurrent license server on your network and a temporary license activated
by an administrator. Each user must have a license to operate Cascade Pilot. For installation
instructions, see the Cascade® Pilot and Cascade® Pilot PE Installation Guide.

Although the system requirements for a Cascade Pilot scale with usage, the following minimum
configuration is recommended in order to use Cascade Pilot effectively:

Operating System
Windows XP (SP3), Windows Vista, Windows 7, Windows 8

System Software
Microsoft NET Framework 4.0 (or later)

Host Hardware
A dual-core 2.0 GHz CPU or better

Available Disk Space
A base installation requires approximately 300MB of disk space. Additional space is
required to store generated reports or trace files created with Cascade Pilot.

Memory
2 GB or more of system memory

Video Hardware and Settings
A graphics card with a minimum resolution of 1024 x 768
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Graphical User Interface

Graphical User Interface Components

Cascade Pilot

Home: Time Control ~ Watches/Events

ﬁg &3 Add Folder @ﬁ
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Figure 1: User Interface Breakdown (Major)

The graphical user interface of Cascade Pilot, divided into the six main sections, is shown in Figure
1. Each section represents a major topic in this manual. The descriptions below are conceptual.
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Ribbon Panel

;\(:);”Q,l @ p % < @l B 0 Cascade Pilot = = x

Home Time Contrel  Watches/Events  Reporting Remote

@ £33 Add Folder @ﬁ () ot Sunven 3 & {}?m ﬁ ‘. Ea @ m

& Clear List @ Close All Tabs ) Restore S
Add Trace Probes Search X Channels Decryption | Create Sendto  Send Send  DrillDown Copy
File . (3 Getting Started - . % Detach | Wireshak to ATX 1o File . i
TraceFiles Remate General \fireless Miew Selection

The Ribbon Panel provides access to global settings, management, and general actions. There are
five ribbon panels (Home, Time Control, Watches/Events, Reporting, and Remote) that can be
tabbed through using the mouse wheel.

Sources Panel

—— [Devies | Fies | | The Sources Panel contains representations of Cascade Shark
B Lol S o i euticiet ivigen appliances, interfaces, and trace files and is one of the most
; e important parts of Cascade Pilot. It has two tabs, “Devices” and
“Files” that can be cycled through by clicking on them.

vﬂdo;o-t;!;ﬂ?-as;dmm-. o
% Job WP Job Virtual Device on tc
@ tc0 (TurboCap 1Gb device no.0)
=# tc1 (TurboCap 1Gb device no.1) .
<@ tc_bap_00eled1%7cec (TurboCap Board Aggregating Port) DEVICES

Shows both local interfaces under the Local System icon

and interfaces on connected Cascade Shark appliances

that offer live sources of network traffic.

Files
Shows folders and trace files on the local system and
connected Cascade Shark appliances.
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Views Panel
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The Views Panel contains a set of network traffic analyses
called “Views”. Each View computes specific metrics,
such as bandwidth over time, IP conversations or
protocol distributions from either a live or off-line source
of network traffic and displays the results in the form of
Charts (strip charts, bar charts, grids, etc.).

To find Views and Folders quickly, enter one or more
keywords in the Search box at the top of the Views Panel.
The scope of the search includes titles and descriptions
by default; you can expand the scope using the drop-
down menu (down arrow) on the right side of the search
box.

"/ The Main Workspace has tabbed windows that can be

one of the following:

e (etting Started Tab
o Applied Views
e Report Preview

The windows can be moved by dragging them and can be
closed either by clicking on the icon on the left-hand side
of the tab name or by middle-clicking the tab itself.

In addition, you can “undock” the main workspace to
create a separate window that you can enlarge and place
wherever you want, even on a second monitor.
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Events Panel

> Events The Events Panel contains entries corresponding to both
Start Search 1Jl| internal and external events. Internal events are
@ - Viach Tat TIZWR0Y 12280171972 generated by “Watches” and external events are
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@ 5 - Watch 1at 11/20/2007 12:28:01.719742

| »

= Filters

¢ Ewents

Filters panel

The Filters Panel contains all the user filters organized in
folders. All existing filters can be copied or moved
through folders, edited and removed. New filters can be
created from scratch or dragged into the panel from a
chart selection.

» Filters

Start Search El

> G 802,11

b G MAC

> e 1P

[ G TCRIUDP

I e Web

b G SQL

I & VolP

b G FIX

1> & Other Applications
a, Mew Filter

= Filters

e, New Filter (1)

¢ Ewvents

[ | r

[+] Details

CECER TG
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Menu Button, Quick Access Toolbar, and Status Bar

The user interface also includes a Menu button and Quick Access toolbar at the top and a Status bar
at the bottom.

Quick Access Toolbar

f eV aB B Cascade Pilot - = ox
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enu File . (3 Getting Started - . . M Detach to File . .
Trace Files Remate General fireless View Selection
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Devices Files ‘Q Metwork Usage by Port Group
- Juniper Network Connect Virtual Adapter - | Filters {None)
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User Interface Breakdown (Minor)
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Menu Button

The Menu Button has the following components:

S R %« E BN Import Custom Views and. Settings '

The Import Custom Views and Settings menu

option opens a file created by one of the two

E. Import Custom Views and Settings... export menu options described below and applies

it to Cascade Pilot. This applies to all settings in

the global configuration file, which are

enumerated throughout this manual. Briefly, it

entails items such as

E ERe i e Remote Cascade Shark appliances and probe
groups

Custom views

Custom filters

Report settings

Channel scan sequence

Decryption keys

E, Import Probes Configuration. ..

Er', Export Custom Views and Settings...

E Export Probes Configuration. ..
ﬁ Print View...
@ Settings

| 8 ExitFilot Additionally, the custom views from the exported
configuration are imported and loaded in the custom
views section of the Views panel.

Import Probes Configuration...
Imports a probes configuration from a saved
probes configuration file (.ppf format). The new
settings are applied after a restart.

Export Custom Views and Settings...
Prepares a file that can be imported into another
instance of Cascade Pilot. This file contains the
global configuration file, whose settings are
enumerated throughout this manual.

Export Custom Views...
Prepares a file that can be imported into another
instance of Cascade Pilot that contains only the
custom views.

Export Probes Configuration...
Exports the current probes configuration to a
probes configuration file (.ppf extension).

Print View...
Creates a default report from the current view
and sends it to the printer. The report is not
saved to disk.

Settings
Opens the Settings menu, described below.
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Quick Access Toolbar

The Quick Access Toolbar has the following buttons:

@

L @

|

Settings
Opens the Settings menu, described below.

Add a Trace File
Adds a trace to the Files panel.

Add Probe
Connects to a probe.

Add Watch

Opens the Watch Editor and creates a new watch on the current selection in the
currently selected chart in the view.

Send to Wireshark
Sends traffic from the current selection to Wireshark. This button is enabled only if a
selection is made in the currently selected chart in the view.

Send to File
Extracts traffic from the current selection and sends it to disk as a PCAP trace file. This
button is enabled only if a selection is made in the currently selected chart in the view.

Create Report from Current View
Creates a report from the currently selected view.

Settings Menu

The Settings menu lets you configure parameters for some of the operations available in Cascade

Pilot.

Open the Settings menu by clicking the Menu button and selecting Settings from the drop-down list
or by clicking the Settings icon in the Quick Access Toolbar.

E' Import Custom Views and Settings...

% Import Probes Configuration. ..

:El’ Export Custom Views and Settings...
E Export Custom Views. .

QH Export Probes Configuration...

/ Click to open the Settings menu.
‘ﬁ Erint‘-.ﬁe%r
@ Settings

o B R« H RN

Time Contral \niatohe:

|9 ExitPFilot |
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The Settings menu appears. The image below shows the default values.

o S
Export File Format
Packet format and timestamp precision used for Send to File and Send to Wireshark

Send to File Send to Wireshark
® pcap (microsecond) ® pcap (micrasecond)
2 peap (nancsecond) 2 peap (nanosecond)
2 pcap-ng (micresecond)
2 peap-ng (nancsecond)

Name Resolution

Configure automatic resolution of MAC Addresses, P Addresses, and TCP/UDP port names

| MAC Addresses
1] IP Addresses
A TCP and UDP Ports

Subnet Mask
Configure the address ranges that are considered local for views such as "Local vs Remote™

1 Dizabled
® Lutomatic
20 Manual IP Address Netmask

Mizcellaneous

Show all warnings and informative dialogs

1| Show advanced packet processing statistics
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Export file format
These settings determine the format and timing precision for “Send to...” operations.

Export File Format

Packet format and timestamp precision used for Send to File and Send to Wireshark

Send to File Send to Wireshark
® pcap (microsecond) ® pcap (microsecond)
pcap (nanosecond) pcap (nanosecond)

pcap-ng (microsecond)

pcap-ng (nanosecond)

The “Send to File” option lets you configure the format that Cascade Pilot uses to create a trace file
from another trace file or from a subset of one. In addition, this option is used when Cascade Pilot
exports packets from a trace clip. This option is especially useful if you need to use a trace file with
a tool that does not support the pcap-ng format or nanosecond timestamps.

The “Send to Wireshark” option lets you configure the format that Cascade Pilot uses to export a
trace file or a subset of a trace file to Wireshark. Due to a limitation of Wireshark versions before
1.8.2, it is not possible to export packets with pcap-ng format to Wireshark.

Name resolution
These settings let you determine whether MAC or IP addresses or TCP/UDP port numbers are
presented as numbers or names (when possible).

Mame Re=solulion

Configure automatic resolution of MAC Addresses, IP Addresses, and TCP/LUDP port names

S| MAC Addresses
|F Addresses

| TCP and UDP Ports

When a box is checked, Cascade Pilot searches its configuration files for names that are equivalent
to MAC addresses, IP addresses, or TCP/UDP port numbers.
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For instance, here is a view with MAC and IP addresses not resolved:

Mac Conversations 4 I |IP Conversations q [
00:13:28:2e:09:1f 63.147.82.80
212.179.236.99., @ /T4.58.13.211
63.88.212.184. 182 168.77.250
5 » L s
207.46.18.254—_ ,—T76.226.172.208
Y o
DD:CD:Bf:BS:fﬁ:sﬁ—{i—\] ‘\ —|-00:60:08:8d:d6:c7 192 16877104 | (3—63.147.82.74
= — — T—192.168.77.39
207.68.178.61— ~~74.125.19.104
o - Y =
204.160.122.124~ ~128.121.48.81
72.14.255.104" @ 209.85.141.97
00:12:3f:ed: 1d:43 207.46.193.254
Motes . MNotes #
And here is the same view with both MAC and IP addresses resolved:
Mac Converzations 4 I |IP Conversations q [
IntelCorpo_2e:09:1f §3-147-32-80 dia.static.gwest.net
1-21‘3-236-‘39.static.hezeqint.ne{-__ ° ’,-rrodernc-ahle211.13-53-74.rnc.v
63.88.212.184. 182 168.77.250
~ - i
207.46.18.254—_ . —PPp-T6-225-172-203 .58
. P .
QuantaCnmp_BS:fﬁ:s&—ii—\] L — (3com_g8d:d6:cT 152.158.??.15-{— ] C%—53-1 47-82-T4.dia.static.d
= — — T—192.168.77.39 '
207.68.178.61— ~74.125.19.104
- Y =
204.160.122.124~ ~128.121.48.81
L\\T 72.14.255.104" @ 209.85.141.97
Dell_ad:1d:43 207.46.193.254
Motes . MNotes #

Note that names have replaced some of the numbers in the addresses.

The name resolution is performed in Cascade Pilot, not in Cascade Shark appliances. MAC addresses
and TCP/UDP port names are stored in these files:

e MAC addresses: [Cascade Pilot installation folder]\data\Manufacturers.xml
e TCP/UDP port names: [Cascade Pilot installation folder]\data\PortNumbers.xml

When you modify an option, all views currently applied reflect the new options. There may be a
brief delay while names are resolved.
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Subnet mask
This option allows you to configure which addresses are considered to be “local” for some views.

Subnet Mask

Configure the address ranges that are considered local for views such as "Local vs Remote”

Disabled
® Atomatic

Manual [P Address Metmask

e Disabled: All IP addresses are considered local.

e Automatic: Local System or Cascade Shark determines which is the best local address range
(for instance, 192.168.0.0/16).

e Manual: You specify the local address range by entering an IP address and a subnet mask.

Changes are applied to the source type currently selected in the Devices/Files panel. This allows
you to maintain separate configurations for both Local System and remote Cascade Sharks.

Miscellaneous
Miscellaneous
Show all warnings and informative diglogs Show Al

Show advanced packet processing statistics

The “Show all warnings and informative dialogs” button lets you turn on the display of all warnings
and dialogs. This can be useful if you have previously turned off the display of some messages (by
checking a “Do not show this again” box), but want to start seeing those messages again.
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The “Show advanced packet processing statistics” option defines whether Cascade Pilot exports
processing statistics in tooltips or not.
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Status Bar

Metwork Usage by Traffic Type on rioon.capat 12:27 PM ~  Selected Chart: Bits Ower Time

The Status Bar lists the last operation that was done, such as applying a view to a device. During
certain operations, the status bar also includes a graphical horizontal bar on its right hand side that
displays the percentage completion of an operation.
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Home Ribbon

Home

@ g Add Folder @ ¢ (G} Update Sources F (;? ¥ Save

& Clear List € Close All Tabs

DR @ O

Add Trace Probes Search ) “hannelz Decryption | Create o Sendto  Send Send  Drill Down  Copy
File b (3 Getting Started . i . & Detach | Wireshark to ATX to File z 2
Trace Files Remote General Wireless View Selection

The Home Ribbon serves as the primary interface to Cascade Pilot. Most operations can be executed
via this ribbon. Certain parts of the ribbon are disabled by default. This is to be expected, as will be
explained below. The sections of the ribbon are broken down going left-to-right, top-to-bottom. The
sections of the ribbon going left-to-right are:

Trace Files -Operations such as adding a link to a trace file in the Sources panel.

Remote - Connection to a Cascade Shark appliance.

General - Miscellaneous actions.

Wireless - Wireless channel and decryption settings.

View - Buttons for creating Interactive Views, saving custom views, and detaching from a
view.

e Selection - Operations apply to active selection in a chart in the “Main Workspace.” Drill-
down steps including Send to Wireshark/ATX/File.

Note: To close any submenu of the ribbon, such as the Decryption Keys or
Channel Selector, click the button again or somewhere outside of the
submenu. All changes take place immediately hence there is no need for
confirmation buttons.

Trace Files

This section describes the functionality of the Trace Files section of the Home Ribbon.

Note: The source and destination of “Add Trace File” and “Add Folder” are local
to Cascade Pilot.

Add Trace File

The Add Trace File button adds a trace file to the Files panel for analysis. This
operation adds only a reference to the file, and does not copy the whole file. Thus if
the file moves on disk, the reference will be no longer valid.
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Add Folder

The Add Folder button adds a directory of trace files to the Files panel for analysis.
The selected folder is scanned for all supported trace files. Similar to the add trace
file operation, this operation adds a reference to the folder and relevant files and
does not copy anything on disk.

This operation is not recursive and does not add subfolders.

Clear List

The Clear List button clears the list of trace files and folders in the Files panel.

Remote

The Remote section allows you to manage probes. The Probes button in this section is the same as
the Probes button on the Remote ribbon.

Probes

The Probes button allows you to manage probes. For full details, refer to the Probe
Management description in the Remote ribbon, on page 67.

Wireless

The Wireless section contains settings for configuring wireless device and traffic monitoring.

Channels

The Channel Selector button opens up a submenu that allows for the

management of the set and duration of channels to scan or lock. This

A interface is a large topic and is explained in its own section: Channels
Button.

Note: This operation applies to only AirPcap adapters
installed on the Cascade Pilot host system.
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Decryption Keys

management of the list of keys to decode encrypted wireless traffic. This interface

The Wireless Decryption Key Manager button opens a submenu that allows for the
Sy : L
is explained in

Decryption.

Note: Decryption is available for live AirPcap traffic sources
on the local Cascade Pilot and on wireless trace files
located on the local system or remote probes.

General

The General section contains buttons that apply to all devices and tabs.

Search

The Search button opens a search dialog window that can be used to find data in
the charts. The search context is the labels of the items in a chart that can be
selected. For instance, an IP address, MAC address, or hostname can be searched.
The Search Dialog is described in its own section.

Update Sources

The Update Sources button updates the list of sources for the Devices and Files
panels. Please note that a device will not be available immediately after it is
plugged in, nor will the device disappear immediately after being unplugged. It
takes about 10 seconds before Cascade Pilot recognizes a change of device.
Cascade Pilot does not check for new adapters automatically. It checks only when
this button is clicked.

Close All Tabs

The Close All Tabs button closes all open tabs. This applies to the following tabs:

e Views
e Reportdesigner
e (etting started
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Getting Started

View

The Getting Started button opens a tab in the main workspace that provides
access to video tutorials

The View section has buttons used for View management.

Create

Create

-

Create View

Save

Save
Custom
View

Restore

Restore
Default
View

The Create button opens the View Editor with a blank, fully editable new view.

The submenu (drop-down arrow) gives you the choice of creating either a new
view or an interactive view.

The Save button saves the current view as a custom View.

The Restore button restores default View settings.
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Detach

Selection

The Detach button detaches the currently selected View from the source, whether
the source is live/off-line or local/remote. Once detached, the View is no longer
visible in the Cascade Pilot main workspace. The View is still visible in the
sources panel, but grayed out.

Note: For live captures, the system (local or remote)
continues to compute the corresponding View metric.

You can “attach” to the View by right-clicking the View in the sources panel and
selecting the Attach submenu item, thereby making the View visible in the
Cascade Pilot main workspace.

Detaching a View from a capture job running on a Cascade Shark appliance is an
excellent way to leave a View running overnight or over a weekend. When you
start up Cascade Pilot again and reconnect to the Cascade Shark appliance, you
can attach the View and see all the information that has been collected since the
capture job started.

Several functions are common among the charts and are enabled only if there is an active selection
in a chart. These functions are on the Home ribbon in the Selection group. Each of these functions is
also available through the context menu of any chart.

Send to Wireshark

The Send to Wireshark button sends traffic from the current selection to
Wireshark by spawning a new instance of Wireshark and delivering the selected
packets to Wireshark.

Note: If the source of traffic is on a remote probe, then the
traffic is transmitted over the network to Wireshark
running on the Cascade Pilot local system.

Cascade Pilot Reference Manual 27



Send to ATX

Send to File

Send to File

Drill Down

The Send to ATX button sends traffic from the current selection to App
Transaction Xpert (ATX) by spawning a new instance of ATX on the local system
and delivering the selected packets to it for analysis (requires ATX version 16.5.T
PL1 (or higher)installed on local system). “Send to ATX” cannot be used with data
from a live interface.

Note: If the source of traffic is on a remote probe, then the
traffic is transmitted over the network to Cascade Pilot
before being sent to ATX, running on the local system.

The Send to File button sends traffic from the current selection and stores it as a
trace file. This is useful for storing a subset of the original capture. If the traffic
was encrypted and is being properly decrypted at the time, then the trace file
stores the decrypted traffic.

Note: If the source of traffic is on a remote probe, then the
traffic is saved in the “My Files” directory on the remote
probe. If the source of traffic is local to Cascade Pilot,
then the traffic is saved as a PCAP file located on the
local system.

The Drill Down button applies a View to the current selection in a chart. This is an
important and powerful feature of Cascade Pilot and is explained in its own
section. See the chapter on

Drill Down.

The Copy button copies a textual representation of the chart information from the
current selection to the system clipboard (text or Excel format) to enable
exporting to another application.
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Time Control Ribbon

The Time Control feature of Cascade Pilot allows the user to go “back in time” over a View that has
been computed over days, weeks, or months. [t applies to Views computed over live and off-line
sources. Based on the View and the selected time interval, subsampling and aggregation techniques
are used to optimize the granularity of the visual presentation of the View metrics.

Packets per Second q [
i B 2RP
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ST B Email
ECcMP
3.00K
B
2.50K R MS-Metwarking
m B =sHTelnet
% 2.00K M Unknown
= B voicelVideo
g 1.50K B Web
1.00K
0.50K
o
12:32:01 12:32:11 12:32:21 12:32:31
Motes # |
| Current Selechon: 11/20/2007 12:31:54 - 12:32:40 (46 secs) @ 1 sec - Tolal Window: 1172002007 12:28:01 - 12:35:15 3 |

Figure 2 Port Groups Over Time Showing Time Selection Windows

Figure 2 shows the Port Groups Over Time View applied to a trace file. The purple bar just below
the strip chart is called Time Controller. It has two fields, Current Selection and the Total Window.

The Total Window indicates the beginning and end time and date of the trace file.

The Current Selection is the interval of time displayed in the Charts above the Time Controller. The
Time Controller shows the following information about the Current Selection: start date, start time,
end date, end time, duration (in parenthesis) and sampling time (after the @). The Current
Selection can be adjusted as explained later in this chapter, so that the temporal interval can be
shorter than the Time Window. Sometimes the captured interval is too large to be displayed in a
single Strip Chart at the sample rate indicated in the View metrics (e.g. several days of traffic with 1-
second sample rate). In these cases Cascade Pilot automatically aggregates displayed data,
subsampling the trace file and displaying traffic with a lower granularity. Higher resolution is still
available when you zoom in to analyze shorter time intervals. The Cascade Pilot analysis engine
(the local or remote Cascade Shark appliance) automatically selects the best level of subsampling
based on the duration of the Current Selection.

Figure 3 shows the time control “zoomed-in” on the View so that the Current Selection interval is
shorter and thus the sampling rate is smaller. The change in resolution is handled automatically in
Cascade Pilot, thereby making it very easy to move around and to zoom in and out of very long-
duration trace files and live captures.
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Figure 3 Port Groups Over Time with Multi-Level Zoom Selection

Figure 4 shows the Time Control Bars in more detail. The bottom bar is called the Time Scroll Bar
and it represents the entire trace file or live capture. The Time Window depicts an interval of time
within the overall trace file or live capture. The Time Window element within the Time Scroll Bar
can be resized and moved throughout the file. It affects only what is visible on the upper bar. The
upper bar represents a magnified view of the Time Window and any change to the size and position
of the Current Selection on it affects what is visible in the View Charts. The Current Selection is the
time interval within the trace file or live capture that is displayed in the View.

You can change the position and size of the two bars as follows:

e Using buttons within the Time Control Ribbon to move the Current Selection and change the
Current Selection duration.

e Dragging the Current Selection element or its endpoints.

e (licking and dragging just above the expanded Time Window to create a new Current
Selection.

e Double-clicking the Current Selection to expand the Current Selection to the complete View
history. (Double-clicking again returns the Current Selection to its previous location.)
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Time Window

Current Selection
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Time Control Ribbon

The Time Control feature of Cascade Pilot allows the user to go “back in time” over a View that has
been computed over days, weeks, or months. The Time Control Ribbon provides additional
mechanisms for moving through a long-duration View. There are three sections within the Time
Control Ribbon: Quick Navigation, Selection Duration, and Time Selection. These are described next.

Quick Navigation

Time Control |

©000

Eegin Step Step
Back Forward

| Quick Mavigation ]
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Begin

The Begin button allows a user to move the Current Selection interval to the
beginning of the View (back-in-time).

Step Back

The Step Back button allows the user to move the Current Selection interval one
step back in time where the size of the step is equal to the length of the Current
Selection interval.

Step Forward

The Step Forward button allows the user to move the Current Selection interval
one step forward in time where the size of the step is equal to the length of the
Current Selection interval.

End

The End button allows the user to move the Current Selection interval to the end
of the current View.

Selection Duration

10 seconds 30 seconds 1 minute 10 minutes @ e (=
% r-'

1 hour 3 hours & hours 12 hours _
foom  Foom Fils
1 day 1 wesk AllHistory Custom - In Out Selection
Selection Duration P

Selection Duration Section of the Time Control Ribbon

The Selection Duration section of the Time Control ribbon provides a number of alternatives for
setting the length of the Current Selection interval. Recall that the Current Selection interval
corresponds to the portion of the View metric that is displayed in the Charts that make up a View.
For example, if the Chart is a strip chart, then the duration of the visible portion of the strip chart is
precisely the Current Selection interval. For other charts, the visible portion of the Chart shows the
View metric computed for the span of time equal to the Current Selection interval. For example, if
the Chart is a conversation ring, then the conversation ring shows the host conversations that have
taken place during the Current Selection interval.
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The Selection Duration section contains some fixed durations to choose from, such as 10 seconds,
10 minutes, All History, etc. For a trace file, the All History selection corresponds to the duration of
the entire trace file. For a live capture, All History ends at the present time and begins either at the
start of the capture or at an amount of time equal to the Data Retention Time of the capture,
whichever is smaller. There is also a Custom setting option allowing the user to pick an arbitrary
time interval.

Finally, there are Zoom In, Zoom Out, and Zoom to Selection options. Clicking the Zoom In button
reduces the Current Selection interval by 66%. Clicking the Zoom Out button increases the duration
of the Selection interval to 150% of its current duration. If a time duration selection is made in a
Strip Chart, the Zoom to Selection button changes the Current Selection interval to the selection
made on the Strip Chart.

Time Selection

. — 5] Copy
Start Time 17.09:51.110604 11/19/2007 [+ @ f: L
End Time 17:24:47.110604 | 11,/20/2007 [+| Apply Create

Time Selection
Time Selection Section of the Time Control Ribbon

The Time Selection section of the Time Control ribbon allows the user to pick the absolute location
and duration of the Current Selection interval within the current View (either live or off-line) by
setting the Start Time, the End Time, and then clicking Apply.

Create Filter - When the user clicks on the Create Filter button, a new Filter is created that will
filter out all packets that do not fall within the Current Selection interval. This filter can be used
when applying a new View to a source and is very useful for comparing two different Views with
respect to the same time interval. For example, one can compare Bandwidth Over Time and IP
Conversations during the same time interval to see which hosts were contributing to the spike in
bandwidth.

Copy - Copies the Current Selection interval to the clipboard.

Paste - Changes to Current Selection interval to the interval contain on the clipboard. (The
destination Chart must be selected to paste an interval on it.)
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Watches and Events Ribbon

A Watch consists of a Trigger Condition and one of more associated Actions. Every time the Trigger
Condition is satisfied, then the associated Actions are “executed”.

A Watch is always associated with a particular Chart contained in a View and the trigger condition
is based on the metric computed in the Chart. The View itself is applied to a source, which can be
either live or off-line, and can be either on the local system or a remote Cascade Shark appliance.

Note: The Trigger Condition is checked at the underlying Sampling Time
intervals, even if the chart is showing sub-sampled or aggregated data
for larger intervals.

For example, suppose that the View is Bandwidth Over Time with a Sampling Time of one second
and the selected Chart within the View is Packet Bandwidth Over Time. This means that for every
second, packets-per-second is computed over the packets that arrived during the previous
Sampling Time - this is the quantity shown in the Chart. If a Watch were associated with this Chart,
then the Trigger Condition would be checked every second using the computed packets-per-second.

The following sections show how Watches are created for Strip Charts and Bar Charts.

Note: Watches can be applied to only Strip Charts and Single Bar Charts.

Creating Watches on Strip Charts and Bar Charts
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E Send to AppTransaction Xpert
EB Send to File
Packets per Second on the Wire @ Drill Down ’ 1
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Figure 5 Strip Chart with Context Menu
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Figure 5 shows the context menu associated with the Packets per Second strip chart within the
Bandwidth Over Time View. Right-clicking in the Packets per Second chart displays the context
menu. The Add Watch submenu item brings up the Watch Editor panel (Figure 6), which can create
a Watch on the metric (Packets per Second) associated with the selected chart.

The user sets up the Watch by completing the necessary items in the Watch Editor panel (see
Figure 6). Clicking “OK” in the Watch Editor panel causes the Watch to be associated with the View.
The Watch appears in the Sources panel under the View.

Watch in Sources Panel

v “# NVIDIA nForce MCP Networking Hdapter Driver | The Watch appears below its associated View in

<} [Bandwidth Over Time <% (22341 (1s- 14 | the sources panel. In this case the View has been
< Watch 1 on Bits per Second applied to a live source. Watches can also be
SENES applied to trace files. The small arrows beside
Watch in Device Sources Panel the watch icon are used to hide or show the list
of watches.

Context Menu for Watch Applied to a Live Source

YRSV dhoe P eteein (et Ty The context menu for a Watch associated with a
§ Banhwrth ver Time., §o:.8 (853 MM (1s.= 1 live source contains the following menu items:
-ﬁz".‘u'atch 1 on Bits per Second. !
o £venls cocuied 1S Edit.. e Edit. This menu item brings up the Watch
il Editor Panel
e List events. Lists/Does Not List the events
i associated with the Watch in the Events
a Remove panel
e FEnabled. Enables/Disables the Watch
Context Menu For Watch Applied to Live e Remove. The Watch is removed and all of
Source the associated Events are removed from
the Events panel

Context Menu for Watch Applied to a Trace File

¥ Tin PPl - Copy peap indices not supported onwirsl=ss =2 | A Watch applied to a trace file cannot be edited,

%} Bandwidth Over Time <~ # (2:20.4M) (1s- 1d) .
enabled, or disabled.
<’*f" J'atch 1 on Bits per Second i

List events
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a Remowve

Context Menu for Watch Applied to a
Trace File
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The Watch Editor

Figure 6 shows the Watch Editor. The following section describes the fields in the Watch Editor
panel.

<~ Watch Editor (3m]
Mame atch 1
Description

Severity @ Informaticnal B
Trigger Condition
Bits =l is |» [=] 0 =]

Data Filber
- Mo data filters -

Timing Details

@ Sample Time |:|
[-]

Actions

Fun the actions when % Every time the condition becomes true EI

s| MNotify me
Send an email with the watch event details Edit...
Start & packet capture Edit..
Send a remote syzlog message over UDP Edit...
Fun @ program on the Probe Edit...
Log the event in the Windows event log Edit...
Log the events ina C5V(Comma Delimited) file on the Probe Edt...
[ ok || Ccancel

Figure 6 Watch Editor Panel

Name and Description

The Name field is used to assign a name to the Watch and the Description field is used to provide
specific details regarding the Watch.
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Severity
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'. Error
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Figure 7 Watch Severity

The Severity field contains a drop-down list (see Figure 7) with a number of different “severity”
levels. These levels are mainly used to distinguish events (actions) from one another and can be
used when searching for specific events.

Enabled

When The Watch is Enabled and Running checkbox is checked, the Watch, once it is created, is
immediately active. Otherwise, if the box is not checked, the Watch can be created but the Trigger
Condition is not activated until the Watch is enabled.

Trigger Conditions

The Trigger Condition elements are shown in Figure 8. Together they represent a Boolean
condition; that is, an expression that evaluates to either True or False.

Triggﬂ'Culﬂﬁm
Packets =] is > [=] 2300 &=

Figure 8 Trigger Condition

The left-most box contains the value to be tested. Recall that in Figure 5 the Packets (per second)
strip chart was selected when the New Watch submenu item was selected. This accounts for the
Packets value in the left-most box. The middle box is a drop-down list that contains relational
operators that can be selected (see Figure 9 for the list of operators.

Figure 9 Relational Operators
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Finally, there is the right-most box, which contains the comparison value. The Trigger Condition in
the example shown in Figure 8 is true whenever Packets is greater than 2,300.

- | Trigger Condition

Packets =] is |within -] 2300 nd 14300 +

| Satisfied for |4 secs -

Figure 10 Trigger Condition Expanded

Figure 10 shows the “within” condition and what is shown when the Trigger Condition is expanded.
The “within” condition requires two values, namely, lower and upper limits in that order. In this
case, the Trigger Condition is True whenever the value (Packets per second) is less than or equal to
the upper limit and greater than or equal to the lower limit. Similarly, the “outside” condition is
specified with lower and upper limits and is true when the value falls out of the specified range.

Expanded Trigger Condition

Expanding the Trigger Condition reveals the “Satisfied for” check box. When the box is checked,
then the Trigger Condition becomes the conjunction of the underlying relational expression and the
“Satisfied for” condition. In other words, both must be true for the Trigger Condition to be true. In
the above example (Figure 10), the "Satisfied for” condition is true whenever the underlying
relational expression is true for 4 consecutive seconds. If the Sampling Time is 1 second, then the
Trigger Condition is true if the underlying relational expression (Packets is within 2300 and 4300
for 4 consecutive seconds).

The Expanded Trigger Condition is very useful when the user only wants to react to a condition if
that condition is true for a minimum amount of time, in this case 4 seconds.

7| Satisfied for | [ -

1sec

Data Filter 1.500
10secs
1 min
1:30
10 mins
1h
1:30:00
2h

Sample Choices for Satisfied for

The figure above shows the contents of the drop-down box for the choice of durations for “Satisfied
for.” The duration can be selected from this list or you can supply your own using the formats
shown in the list.

Multi-line Strip Charts

In the case of a single line strip chart as in Figure 5, the Trigger Condition is evaluated every Sample
Time on the single value computed at each sample point. In the case of multi-line strip charts where
multiple values are computed at each Sample Time, there are two cases: 1. Multiple characteristics
are computed for each packet, or 2. The packets are partitioned into multiple categories and a
single metric is computed for the packets in each category.
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Figure 11 Multi-line Strip Chart with Filtering

Figure 11 depicts the case where the multi-line strip chart shows Port Groups Over Time. Each
packet is examined and partitioned according to its packet type and the bandwidth per second is
computed for each packet type. In general, a Watch on this strip chart would check the Trigger
Condition for each port group for each Sample Time and generate an event for each port group for
which the Trigger Condition is met. This means that there could be as many events generated at
each Sample Time as there are port groups. If a line selection is made before the Watch is created,
the Data Filter field will show the set of lines for which the packet bandwidth will be calculated.
Figure 11 shows that one line, mail, has been selected. The Watch Editor acknowledges the line
selection under the Data Filter section and automatically appears.

Multiple values, single packet type

Figure 12 shows another type of multi-line strip chart. This example comes from the Frame Size
Over Time View in the Generic folder. In this case, the average, maximum, and minimum frame sizes
are computed for each packet - there are three different values associated with each packet and the
lines in the strip chart represent these values. Now different lines are represented as different
“values” in the left-hand side of the Trigger Condition relational expression.

Timing Details for Bar Charts

Timing Details

@ Aggregate over the last Yzecs -

Aggreqgate from the beginning of eveny

Actions

Timing Details

The section called “Timing Details” applies to aggregating charts such as Bar Charts. Strip Charts are
not aggregating charts and therefore the Timing Details section is grayed out for strip charts.
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Figure 12 Aggregating Chart

The Current Selection interval in Figure 12 is equal to 3 minutes. The bar chart on the left partitions
the incoming packets according to the TCP protocol and counts the number of packets for each
protocol. For example, in the left-most chart, there are 60 packets carrying the https protocol. But
there is more to the story. The Current Selection interval is 3 minutes, which means that the bars
are the sums seen over a 3-minute interval. In the case of the above chart, the interval is from
08:12:53 to 08:15:53. The aggregation interval for the bar chart is, for convenience, also show in
the chart’s tab.

Note: The Timing Details sets an aggregation interval for the Watch that is
independent of the aggregation associated with the Current Selection
interval.

In setting up a Watch for an aggregating chart it is important to specify the interval over which the
aggregation takes place. There are two radio buttons in the Timing Details section, and one or the
other must be selected. The first one specifies the aggregation back in time from the current time.
At each Sampling Time, the value of each bar is determined by aggregating over the aggregation
interval specified. The aggregation intervals are overlapping.

The second radio button is for specifying non-overlapping aggregation intervals. For example,
suppose a user wanted to aggregate the total packets over every hour for each TCP protocol. For
each hour we would begin a new aggregation interval. This means that for each Sample Time, the
aggregation interval extends back to the start of the current hour. Therefore the aggregation
interval grows until it reaches one hour and then starts again.

In the bar chart example, the aggregation function is SUM. A number of other aggregation functions
are used throughout Cascade Pilot, namely, MAX, MIN, AVG, TIME AVG, and others.

Actions

The Trigger Condition is an expression that is evaluated at each Sample Time. Even when the
trigger is true, you may want some additional context before you execute the corresponding
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actions. For example, you may want to execute only the associated actions when the Trigger
Condition makes a transition from False to True on successive Sample Times. These additional
conditions are called Transition Conditions.

Transition Conditions

?_‘-ﬂE'.rer'; time the condition becomes true -

_-_—_H Every time the condition becomes true
:_Ft Only the first time the condition becomes true
“HH Every timethe condition becomes false

:H; Every time the condition is true

Figure 13 Transition Condition List

In Figure 13 we show the contents of the drop-down box. These are the Transition Conditions that
are used, in conjunction with the Trigger Condition, to determine when the associated actions are to
be executed. The icons are suggesting: leading edge, every time; leading edge, only once; trailing
edge, every time; and every time.

e Every time the condition becomes true. Actions are executed whenever the Trigger Condition
is true on the current Sample Time and was False on the previous Sample Time. The Actions
are also executed if the Trigger Condition is True when the Watch is activated (i.e., before
there is any history for the Watch).

e Only the first time the condition becomes true. Actions are executed the first time the Trigger
Condition is true on a Sample Time and was False on the previous Sample Point. The
Actions are also executed if the Trigger Condition is True when the Watch is activated (i.e.,
before there is any history for the Watch). The Actions are executed at most one time.

e Every time the condition becomes false. Actions are executed whenever the Trigger Condition
is false on the current Sample Time and was true on the previous Sample Time. The Actions
are also executed if the Trigger Condition is true when the Watch is activated (i.e., before
there is any history for the Watch).

e Every time the condition is true. Actions are executed whenever the Trigger Condition is
true.

Note: A Trigger Condition, along with its associated transition condition, is
based on a View associated with the local system or with a remote
Cascade Shark appliance. Accordingly, the actions associated with the
trigger condition are initiated by the local system or the remote Cascade
Shark appliance
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Notify Me

The Notify Me action is always executed and makes a record of the event on the strip chart and in
the Events panel.

© Traffic Type Over Time* ar |» Events
T ¥] Start Search 5
Bits per Second 'Bytes per Second | Packets per Second a0 @ 61086~ 9.27.48.11060 -
13.00 (A3 H 4RP
[ W oHeP o
mons S
11.70 W Email (i
70 Eicup
am ¥
OFvs
10.40 [ ms-Networking
[ Routing
[ SSHiTelnet
240 O unknown @
o M VoicelVideo g
Eweb i
8 Y
o
|8 =
1l E
ils
gl
1 2
--_.__/-QJ._,-A-.' -\_‘/w..-..‘-—-—.- 1 A“*P‘v,g A ‘_,.-r ‘.,._,, h__, ', f_v-.._._F.A,d,.u
Notes 2 |
‘Cumrent Selection: 11/19/2007 22:38.20 - 23432‘3 (1:10:00) @ 1 min - Total Window. 11/19/2007 17.09 - 11/20/2007 17:24 2 = o ”;s’"_ (eé| 100’0
22:09 23 23:03 FERE] 0009 0109 02:09 ‘00 many events, limited to
i | Complete range: 11/19/2007 17:09:51.110604 - 1172
L —— T T 1 I (S ——— | Events range: 1112012007 9:27:48.110604 - 14.06:1..
a e n Aolalia

Traffic Type Over Time on CACE-whole-day.pcap at 5:28 PM_ ~ Selected Chart: Packets per Second

Figure 14 Event Notifications

Figure 14 shows how the event notifications appear on a strip chart and in the Events panel. Notice
that the event selected in the Events panel is highlighted in the strip chart and also on the Time
Window. If a vertical line representing an event on the strip chart is selected, the corresponding
event is shown as selected in the Events panel and in the Time Window. Moreover, if the event line
is selected in the Time Window, it is shown as selected in both the Events panel and the strip chart.

@ 1792 - Packets Watch at III?.I'DB;'EEiEiE? 20:55:02. 101
Packets/s » 80 (159) for Traffic Type=\web

Event Structure

The Event Structure begins with a circle with the color corresponding to the color of the Watch
Severity. The following number is the event Unique ID followed by the name of the event. This is
followed by the date and time at which the event occurred. The second line begins with the Trigger
Condition and the value, in parentheses, that caused the Trigger Condition to be true followed by
the line that was selected in the strip chart when the Watch was defined.
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Event 70

Watch: Bits Threshold Time: 073002009 14:10:45.112
Condifion: Bits/s > 5000 (38456)

View Bandwidth Cvwver Time

Source:

\Device\NPF_{9BFCHDOF-EAES-48A9-A1F A-2B2170898911}
» | (adapter)
514 Bits Threshold on Bilz per Second

70 - Bits Threshold at 07/30/2009 14:10:45.112 | [

Bits/= = 5000 (38458
IS5 = UM | Sosoh)

Tooltip for an Event

Moving the mouse over a severities icon in the Events panel displays a tooltip for the selected event.
The tooltip contains the details regarding the Event.

Event 464

Waich: ‘\Watch 1 Time: 11/20/2007 12:32:42 715
Condiion: Packets/s = 2500 (3077)

¥
==

%]
[T

View: Bandwidth Ower Time
Source: /admin/noon.cap (pcapfile)
Probe: endaced:61253

Watch 1 on Packets per Second
@ 464 - \watch 1at 117202007 12:32:42.719 |’|

FPackets/s = 2300 (3077)

Tooltip for a Remote Event

The tooltip for a Remote event also identifies the “name” of the Cascade Shark appliance and port
number.

Send an email with the watch event details

Action Editor = | B[54 | 1f “Send email with the Watch event details” is
L i selected, the Send Email Parameters Editor
Send an email with the watch event details This should be filled i ith th il
TP Server Addreas - appear.s.f iss .ou e fille 1ndv;1t t e mal
SUTP Server Port - = servler Information, account, aq estination .
_ ) email addresses. When the Action occurs, email
Connection Type Cleartext IZl . . . . .
! is sent to the destination email addresses with
SEername . .
the Event information.
Password
From *
To*
Cc
Bec
I ok | Cancel
Email Action
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Start a packet capture

Action Editor

Start & packet capture
File Name *

Packets to Capture 10
Bytes to Capture

Seconds to Capture

Filter String

Filter Type

C:MUsers'John'Desktop My Trace (]

Wireshark Capture Filter (EPF) E

[ ok | Cancel |

Figure 15 Capture Packets Panel

Send a remote syslog message over UDP

Action Editor L B
Send a remote syslog message over LUDP
Host Name =
Port * B4
Protocol * Regular |Z|
Severity Information |Z|
| ok || cancel |
Send to Remote Syslog

Cascade Pilot Reference Manual

When “Start a packet capture” is selected, the
panel in Figure 15 appears. The File name is a
mandatory field and specifies the absolute
path name of the capture file to be created.
The “Packets to Capture,” “Bytes to Capture,”
and “Seconds to Capture” are stopping
conditions, whichever comes first. An optional
Filter String can be specified along with the
Filter Type. When the event occurs, a packet
capture is initiated and terminated according
to the stopping conditions.

Note: If the Watch is

associated with a
the
assist for
setting the File Name

remote probe,

browser

is not available. The
capture file is placed
My  Files
directory located on

in the

the remote probe.

Send a syslog message using UDP to a remote
host.
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Log the events in the Probe’s syslog

Action Editor [ = =]
Log the eventin the Probe's syslog
Severity informational |Z|
| ok ||| concel |
Send to Probe’s syslog
Start a Capture Job
Action Editor =n ===
Start & capture job
Job Name * Mame of Capture Job
| ok ||| cancel |
Stop a Capture Job
Action Editor [ =[]
Stop & capture job
Job Name ® Mame of Capture Jobl|
| ok || cancel |

The event is entered into the Probe’s syslog
with the indicated severity.

The event starts a currently stopped capture
job. If the capture job is already started there
is no change.

The event stops a currently running capture
job. If the capture job is already stopped,
there is no change.

Log the events in a CSV file on the Cascade Shark appliance

Action Editor

(=] 5 =]

Log the events in a CSV(Comma Delimited) file on the Probe

File Name ™~

IOk §| Cancel |

Send to CSV File
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The event is written as a CSV file using the
complete pathname provided in the Action
Editor.

Note: If the Watch is

associated with a
the
assist  for

remote probe,
browser
setting the File Name

is not available.
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Watches/Events Ribbon

The Watches/Events Ribbon is divided into a number of sections.

\watches/Events

o 8 Remove o Mo Filters ¥ All Probes @ Al Severities | Watch Name @ @ ® Source Chart
(3 Enahie @ Current Probe bt

= C it View High Severities  \fatch Description Source Vi
Add Watch Edit il Time  Apply Overlay i
@ Diszble Pinned Views Severities Ewvent IDs - Enabled Al Views
|l Add Waich Selected Waiches Views Filter Prebes Filter Severities Filter ‘watches and Events Filter Events Overlay
Watches and Events Ribbon

The Add Watch button is enabled when there is either a strip chart or bar
chart selected within the current View. Clicking the Add Watch button brings
up the Watch Editor panel for creating a new Watch for the selected chart
within the current View.

Selected Watches

Edit Selected Watch

With a Watch selected in the Sources panel, the Edit button brings up the
Watch Editor. The Watch parameters can be modified with the Watch Editor.

Note: A Watch applied to a trace file cannot be edited.

Remove Selected Watch

With a Watch selected in the Sources panel, the Remove button is used to
remove the Watch and all of the associated events in the Events panel
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Enable Selected Watch

With a disabled Watch selected in the Sources panel, the Enable button causes
the Watch to become active.

Note: A Watch applied to a trace file cannot be enabled.

Disable Selected Watch

With an enabled Watch selected in the Sources panel, the Disable button is
used to disable the Watch. During the time the Watch is disabled, no events
are generated.

Note: A Watch applied to a trace file cannot be disabled.

Filtering Events Section

» Events

Start Search DE

@ 1390 - Watch 18t 0711272009 12:30:05.622 | =
Bits/s = 0 (960) for Traffic Type=SHNMP
@ 1391 - Watch 1at 0712/2008 12:30-05 622

Bits/s = 0 (1184) for Traffic Type=ICMP
@ 1392 - Watch 1 at 07112/2008 12:30-06 622
Bits/s = 0 (1104) for Traffic Type=0Dther

(71393 - Watch 2 at 07/12/2009 12:20:06.622
Packetsis = 0 (2) for Traffic Type=0ther
@ 1394 - Watch 3 at 0711272009 12:20:11.317

Packetsis =0 (1)
@ 1395 - Watch 3 at 07/12/2008 12:20:15.317
Packetsis =0 (2)

@ 1396 - Watch 15t 07/12/2009 12:30:15.622
Bits/s = 0 (960) for Traffic Type=SHNMP

@ 1397 - Watch 1.at 0711272008 12:30:15 622
Bits/s = 0 (1184) for Traffic Type=ICMP

() 1398 - Watch 2 at 07/12/2008 12:30:15 622
Packets/s = 0 (1) for Trafic Type=SNMP

TN 100 Valmiak Y - ATHRNOANG 1 301E £

1 | T | 3

Events range: 12:29:15- 12:30:28

Events Panel

When there are multiple Watches, or even a single Watch, it is possible to generate a very large
number of Events. Sorting through these looking for significant ones can be daunting. The Events
panel has a search box that can be used to isolate events of interest.

Another possibility for filtering events can be found in the middle sections of the Watches/Events
ribbon.
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® NoFilters  .#*Addto Pin List '~ All Probes ® All Severiies  atch Name @
@ Current Probe o

Current View Pin List High Severities Vaich Description Time  Apply
Pinned Views Severities - Event IDs o=
Views Filter Probes Filter Severities Filter Watches and Events Filter

Figure 16 Event Filtering Section of the Watches/Events Ribbon

Figure 16 shows the sections on the Watches/Events ribbon that deal with locating Events by
filtering on:

e Views Filter
e Severity Filter
Watches and Events Filter

Note: The events filter that results from these three filter sections is the
conjunction of the filtering provided by the individual sections.
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Views Filter

This section of the ribbon deals with filtering Events based on their associated Views.

No Filters is selected: Filtering on View is disabled.

e (Current View is selected: The Views Filter selects only those Events that are associated with
the Current View.

e Pinned Views is selected: The Pin List contains a list of Views that have been “Pinned.” When
Pinned Views is selected, the Views Filter selects only those Events that are selected with
some View in the “Pin List.”

Add to Pin List
With a View selected in the Sources panel, clicking Add to Pin List adds
u_? the selected View to the Pin List.
(Show the) Pin List
: The Pin List button is active whenever there is at least one View in the
@ Pin List. Clicking the Pin List button (when it is active), shows the Pin
b List.
The Pin List
(PinList ] ' | The Pin List itself shows the pinned views and their
Realtek RTL8168C/8111C PCI-E Gigabit Ethernet NIC sources. The sources can be either live or a trace file.
#| Protocol Distribution - Packets (Qwatches) Views can be removed from the Pin List by clicking the

s E'i.ar:v.'laﬂ' Over Time I,.."f.'at:lfssj Corresponding check boxes.
AirPcap Wireless Capture Device (3 channels)

/| Discovery - APs and Stations (0 watches)

Probes Filter

Al Prohes There are two choices with the Probes Filter. Show the Events from all of the
® Current Prabe | Cascade Shark appliances (including the Local System) in the Events panel, or
only show the Events from the currently selected Cascade Shark appliance in
the Sources panel.

Probes Filter
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Severities Filter

® Al Severities
High Severities
Severities -

Severities Filter

Severities List

Severities ~
Debug
Informational
Motice
warning
Error

Critical

Alert

Emergency

s SIS (S S S S S

Severities List

The Severities Filter section allows you to add filters on the Event
severities. The three choices are disjoint.

e All Severities. This is equivalent to no Severity filtering.

e High Severities. High severities are defined to be Error or higher -
Error, Critical, Alert, and Emergency.

e Severities (List). When this button is selected, the Events are filtered
on the severity levels in this list. The list can be set/reset by clicking
the down-arrow.

The Severities List contains the severities used by the severities filter. The
selected severities are those with the checks. Severities can be selected or
deselected using the check boxes.

Watches and Events Filter

‘wiatch Name
‘wiatch Descriphon
Event IDs

‘wiatches and Events Filter

Event filtering based on the corresponding
@ Watch Name, Watch Description, Event IDs, or
Time  Apply Time Interval.

Ld
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Time Filter

II

Time

-

Start I

End ]

)
Copy Ei] Paste (5) Clear

] [E]

Time Selection

Apply

Note:

The Start and End times can be filled in manually, or the
Paste operation can be used. Typically, the clipboard is
carrying a time interval that was obtained using the copy
operation in the Time Selection section of the Time Control
ribbon. Conversely, if the time interval is available, the Copy
operation can be used to save the interval to the clipboard
for use in making time selections by pasting it into the Time
Selection section of the Time Control ribbon.

Once all of the parameters in the Watches and Events Filter have been set, click
the Apply button for the filter to take effect.

The Watches and Events Filter does not take effect
until the user clicks the Apply button.

Events Overlay

ﬁl ® Source Chart

Source View
Civerlay
Enabled Al Views

Events Overlay

Events Overlay Section

Predefined Watches

By selecting the Overlay Enabled button, the radio buttons are
enabled.

Source Chart. Only show the events in a Chart of the Watches
that are associated with the Chart. This is the usual case
where you see the events only in the chart where the Watch
was created.

Source View. Show events associated with all of the Watches in
a View in each Chart of a View. This is generally used when
one of the charts in a View has a Watch and you want to see
these events displayed in the other charts in the View.

All Views. Show all the events of all the Watches in all of the
charts of all of the Views. Is often used if only one chart has a
Watch and you want to see where these events occur in the
charts of all of the other Views.

Many of the View folders contain an initial subfolder containing predefined Watches. Figure 17
shows the expanded Bandwidth Usage folder. Its first subfolder is called the Bandwidth Usage

Watches.
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Start Search DE
1> g 802 11 -
1> ) LAN and Network
+ ©31(Bandwidth Usage
[,_-] Metwork Usage Summary by Direction and Part Gri
[3) Port Groups Over Time (15 - 1d) B
[3) Local vs. MNon-Local Traffic (1s - 1d)
1> %ag Bandwidth Usage Watches
I g Wire Level
[> G MicroBurst 4
- & IP
I» &g TCP- UDP
1> g Web
1> 'y VolP -
‘| i | »

m

Figure 17 Predefined Watches
Opening the Bandwidth Usage Watches folder displays the following:

Views
Start Search DB
1> S 802.11 -

[= 4 LAN and Network

+ Z(Bandwidth Usage.
I:.] Metwork Usage Summary by Direction and Port Gri
[3) Port Groups Over Time (1s - 1d)
[§] Local vs. Non-Local Traffic (15 - 1d) il

w &t Bandwidth Usage \Watches
<+ Bandwidth Threshold (1s - 1d)
Bandwadth Threshold
«.» Bandwidth Threshold for @ Specific Group Port | =
Bandwadth Threshold 1
<+ Bandwidth Threshold for & Set of Ports (15 - 1d)
Bandwidth Threshold
[= L Wire Level
[+ ‘e MicroBurst m
[ G IP
[» &3 TCP- UDP
I Gl Web
[ il VolP i
1| - m | »

Figure 18 Expanded Bandwidth Usage Watches Folder

The expanded Bandwidth Usage Watches folder contains three entries. Each of these entries
consists of a View and a Watch that is associated with the View. For Example, the Bandwidth
Threshold for a Specific Port Group (in Figure 18) is a View with a Bandwidth Threshold Watch
associated with the View. This View/Watch combination can be applied to either a live or off-line
source just like any other View. However, when it is applied, the Watch Editor is displayed to be
filled in with the usual parameters. In this case a Filter Settings section is made available to further
modify the Watch before applying the View/Watch combination.
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{2 Configure Bandwidth Threshold for a Specific Group Port

Filtering Seffings

(=l

Part Group Pilot Filter ("Email™, "Routing™...):

‘Watch 'Bandwidth Threshold' Selfings

generic traffic_type port_group = "Web"

Name Bandwidth Threshold
Diescription
Severity () Warning B
Trigger Condition
|:| is ® |Z| 0
Achons

Run the actions when _.-—_P[ Ewvery time the condition becomes true |Z|

7| Notify me
Send an email with the watch event details
Send a remote syslog message over UDP
Log the event in syslog on the Probe
Start a capture job

Stop a capture job

EEREE

OK

Cancel |

Figure 19 Watch Editor Panel with Filter Settings

Figure 19 shows the watch editor for the Bandwidth Threshold predefined Watch. In addition to the
usual Watch settings, the user can specify Filter Settings to select specific port groups.

Note:

metrics produced by the View.

Filters that appear in predefined View/Watch combinations are placed
between the source and the View to filter out unwanted packets before
being processed by the View. The Watch is subsequently applied to the

Once the combined View/Watch is applied, it behaves exactly the same as if the View and the Watch
were each applied independently - the View to the source and the Watch to the View.
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Reporting Ribbon

Reporting
'___f,lﬁ-.ll Views - : -
— | Title Network Analysis Report
|} Formats -
Current Recent Change  Browse AnalystiClient Information - Report
Wiew 4 Open Reports Folder Folder % Designer
Generate Report Management Settings Designer

The Reporting Ribbon is used to create and manage reports created from Views. Certain sections
and buttons of the ribbon are disabled by default. Reports can be made from one View or from all
open Views. Reports can be generated for a number of different file formats in a single batch
operation.

Supported formats include:

PDF

Microsoft Excel
Microsoft Word
HTML

Many things can be customized in a generated report. The ribbon is described below top-to-bottom
and left-to-right, by section.

Generate Report

This section manages how the reports are generated.

Current View

The Current View button is used to generate a report using the current View,
which requires that a View be the foremost tab. Under any other situation, this
button is disabled. This button and the next button, All Views, act differently
depending on the settings of the final two buttons of the section, Format and
Open Reports.
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All Views

Button

B Al Views

| Selected Views

Submenu

The All Views button gives you options for generating a report using
more than one view. This button and the previous button, Current View,
act differently depending on the settings of the final two buttons of the
section, Format and Open Reports.

Clicking the All Views button directly generates a report using all views
that are currently open in the main window.

Clicking the drop-down arrow beside the All Views button gives you a
choice of generating a report for all views or for views that are currently
selected. You can select multiple views by clicking them in the Sources
panel while holding down the Ctrl or Shift key.
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Format

:] Format -
7| PDF Report

7| Ward Document
Text File
HTML Page

Submenu

Open Reports

| Open Reports

The Format button opens a submenu that specifies one or more export formats.
These selections are saved in the global configuration file. By default, only the
PDF option is selected.

The meaning of each check box is as follows:

PDF Report
The PDF Report checkbox refers to a PDF 1.4 (Acrobat 5.x or newer) PDF
document generated with all security turned off.

Zip Package
The Zip Package check box refers to a ZIP file with the following
contents:
e Each trace file analyzed in the report.
e The MD5 cryptographic digests of the trace files (smaller than 50
MB).
e The PDF version of the report.

Excel Spreadsheet
The Excel Spreadsheet check box refers to a Microsoft Excel spreadsheet
with the tabular data of the report in a way that can be used to generate
further graphs and charts with the spreadsheet graphing options that
are available in Excel.

Word Document
The Word Document check box refers to a “Rich Text Formatted” (RTF)
document that can be viewed in Microsoft Word.

Text File
The Text File check box refers to a plain text document. Naturally, no
images are available, but the image data is made available in tabular
form.

HTML Page
The HTML Page check box refers to a generated HTML page and a
directory containing the images of the relevant charts in PNG format. The
HTML is compatible with all major modern web browsers.

The Open Reports check box, selected by default, works in the following way:

When On
Pressing the Current View or All Views button instantiates the
appropriate helper applications to be open with the generated reports.
For instance, when generating Word and HTML formatted reports, then
the default word processor and web browser open and display the
reports.

When Off
No programs are opened when a report is generated.
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Management

Generated reports are saved to a user-specified directory. The default directory is the “My
Documents” directory in the user’s “Documents and Settings” directory (or the language
equivalent). This can be changed as desired. The Management section provides a convenient way to
get to the directory, manage recently created reports, and change the report directory.

Recent

The Recent button opens a submenu to manage recently generated reports. By default,
reports are generated, the Recent button is disabled.

After a report is generated, a reference to it is placed in the Rl
Recent submenu list. The list holds the five most recently L
generated reports and can be cleared at any time. Note that & Clear i

the clear operation does not remove the file(s) from disk but
simply clears the referential list inside of Cascade Pilot.

Network Analysis R N
212612008, 1:58 P |

Recent Reports

Each submenu item has in turn another |5}

submenu to open one of the formatted .

reports from the generated report &/ Clexrlist. |

package. Additionally, reports can be A L7 A A »| | OpenPOF Repor
renamed and removed irrevocably from @ e o ‘
disk. Q Removerepor |

Recent Reports (Detail)

Change Folder

The Change Folder button changes where future generated reports will be
' saved.

Browse Folder

The Browse Folder button opens a browser window to show the folder where
future reports will be saved.
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Settings

The Settings section manages what goes on the cover page of the report, if it is used. (See the
section on the Report Designer about how to turn it off.)

Title

ficvmassriwet | The Title edit box specifies what to call subsequently generated reports. The title
goes on the cover page if the page is included in the report generation. See the
section on the Report Designer Ribbon that follows for more information.

Analyst/Client Information

The Analyst/Client Information button presents a submenu that
specifies what information appears on the cover page of a report.
Each field is directly analogous to what appears on the cover page.
Refer to the appendix on the example report for more information.

Button

| AnalystiClient Information
Analyst Information
Name Dilbert Dobson

E-mail Address ddobson®phonecorp. com
Phone Number 808 555 1337
Client Information
Client Name Painty Haired Boss
Case Number 3,000,000

Submenu

Report Designer

The Report Designer button opens a new tab in the ribbon bar to do specific
i design actions on subsequently generated reports. This ribbon is described
below.
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Report Designer Ribbon

—
Report Tooks

Designer

I;EJ‘Llfe T| t | e I:l‘;ltl [} T i t 1 i q A Table of Contents | Cover Page ‘white Chart Background = @ Portrait 100% M @

Text Tent Text Text Change | MD5 Checksums Data as Table Draft Images (Faster) Landscape €3 Width ’] Page Close
NAfiew Pane  Micw Page  fVie  Pase  {vie Paze |7 Loge Designer

Styles Includes Visual Settings Page Setup Display

The Report Designer ribbon is not always available. It is a contextual ribbon that appears only when
reports are being designed. In order to get to it, click the Report Designer button at the end of the
Reporting ribbon (described at the end of the previous section).

This displays a generic template report as a tabbed window that does not correspond to any
specific data from a view. All changes made in the report designer take effect immediately and there
is no need to save when exiting the designer.

Additionally, the designer can be left open while generating reports for quick changes. Note that
any changes made to the template via the report designer will only affect how subsequent reports
are generated, not any existing reports.

Styles

I;J;jt,l;eMI Title |Title TitleTitle The Styles section controls the thematic look and feel of

Mo rane e e e e 1 v we me 2| SUbsequent reports. There are five choices to choose from and
each can be viewed by simply hovering over them with the
mouse. A theme can be selected and set as the default by clicking
it. In the depiction on the left for instance, the first style is
selected.

Includes

The Includes section has options that determine what is presented inside a report.

Change Logo

The Change Logo button is used to specify the logo that goes in the upper right
hand side of the cover page of all subsequent reports.
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Table of Contents

] Table of Coriis The Table of Contents check box (checked by default) is used to specify whether
to include a table of contents in subsequent reports.

MD5 Checksums of Trace Files

MDS Checksums The MD5 Checksums check box (not checked by default) is used to specify
Fi whether MD5 cryptographic digests are generated for trace files in subsequent
igure 20 X . . .
MDS5 reports. These digests are printed on the reports and placed in separate files
when using the ZIP output format.
Checksums
Cover Page
7| Caver Page The Cover Page check box (checked by default) is used to specify whether to

include cover pages in subsequent reports.

Data as Table

7 Dats 35 Table The Data as Table check box (checked by default) is used to specify whether to
include quantitative data tables in subsequent reports.

Visual Settings

The Visual Settings section has options used to modify some technical aspects of the creation
process of reports.

White Chart Background

White Chart Backsround The White Chart Background check box (not checked by default) is used to
specify whether the generated charts have a white background instead of the
gradient one in Cascade Pilot. Turning this feature on:

e Increases the visual contrast on monochrome (black and white)
printers.
e Marginally decreases the file size of generated reports by about 10%.

Draft Images (Faster)

Dt images (Fester) | 'The Draft Images (Faster) check box (not checked by default) is used to specify
the quality of the images in subsequent reports. Draft images are a suitable
resolution for viewing on a computer while non-draft images are suitable for
printing. Turning this feature on:

e Decreases the time needed to generate reports.
e Decreases the file size of the generated report.

Cascade Pilot Reference Manual 61



Page Setup

The Page Setup section controls the page orientation of future generated reports.

Portrait
® Fortrait The Portrait check box makes all subsequent reports generate in portrait
orientation.
Landscape
lErierrs The Landscape check box makes all subsequent reports generate in landscape
orientation.
Display

The Zoom section is used to control the magnification of the report template.

Zoom Amount

- The Zoom Amount drop down specifies the magnification of the template in the
report designer.

Decrease Zoom

-+ The Decrease Zoom button is the “minus” sign and it decreases the
magnification level of the template in the report designer by 10%.

Increase Zoom

-+ The Increase Zoom button is the “plus” sign and it increases the magnification
level of the template in the report designer by 10%.

Width

The Screen Width button changes the magnification level of the template in the
report designer so the width of a page matches all that is available in the tab.

Zoom Width
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Page

The Page Height button changes the magnification level of the template in the
report designer so that an entire page can be viewed.

Zoom Page

Close Designer

The Close Designer button closes the report designer ribbon and template view
tab. Since all changes are immediate, there is no prompt to save for changes.
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Remote Ribbon

Users and Groups play an important role in accessing remote probes. This section describes the
remote probe Credential Manager.

Remote Probe Credential Manager

User and Group access control

All communication between the Cascade Shark appliances and the Cascade Pilot uses SSL-encrypted
web communications and requires HTTP basic access authentication credentials (HTTP
Authentication). The Cascade Shark appliance passes the authentication credentials to the
Credential Manager, which determines whether the user has the permission to execute the
requested operation. If not, the Cascade Shark appliance returns a not enough privileges error to the
Cascade Pilot making the request.

Credential Manager

The Credential Manager running in the Cascade Shark appliance supports two types of
authentication:
e Local authentication. The management of credentials is governed by the user configuration
file co-located with the Cascade Shark appliance.
o Remote authentication. The management of credentials uses an external
authentication/auditing server using either the RADIUS or TACACS+ protocols.

Each user has ownership of the resources that the user created, including files, folders, and views
that are applied to a traffic source. With the exception of administrators, users cannot see a file or a
view created by another user, and a user cannot close a view or delete a file that was created by
another user.

Resources, however, can be shared among one or more groups. For local authentication, a user can
be a member of one or more groups, whereas for remote authentication, a user can be a member of
only one group.

Members of a group share a common folder identified with the group name. This folder can be used
for trace file sharing, and all the users in the group have read and write access to the folder. When a
resource is dragged into this folder, all the other members of the group immediately have access to
it.

Views can be shared with other groups by right-clicking on them and selecting share with. As soon
as a view is shared, the selected group immediately sees it in their sources panel. Note: sharing
views is supported only with local authentication.

User and groups are configured using the Cascade Shark web interface.
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Privileges

The web interface is used to configure the privileges for users and groups. A privilege is a capability
that can be granted or revoked, and is specified as an attribute of a group. The Cascade Shark
appliance currently implements the following privileges:

e IsAdministrator. Gives members of a group full access to the Cascade Shark appliance.
Administrators see all the resources in the system, including views, files and folders that
have been created by other users. Administrators have full control of all these resources.

o CanApplyViewsOnFiles. Allows members of the group to apply views to traces files
residing on the Cascade Shark appliance, capture jobs and trace clips. In order to apply a
view to a capture job or trace clip, the privilege CanAccessProbeFiles is also required.

e CanApplyViewsOnlInterfaces. Allows members of the group to apply views to the
interfaces and job interfaces on the Cascade Shark appliance.

e CanCreateFiles. Allows members of the group to create files on the Cascade Shark
appliance, by selecting Send to File in Cascade Pilot.

e CanlmportFiles. Allows members of the group to import files into the Cascade Shark
appliance through drag and drop or by clicking Import Files Into Probes in the Remote
ribbon of Cascade Pilot.

e CanExportFiles. Allows members of the group to export files from the Cascade Shark
appliance, and move them to Cascade Pilot or to another Cascade Shark appliance
(assuming the user has sufficient privilege on the target Cascade Shark appliance to create a
trace file). When this privilege is not granted, the user is not able to export a trace file to
Wireshark, because that involves exporting packets out of the Cascade Shark appliance to
Cascade Pilot.

e (CanShareViews. Enables members of group to share the views created on the Cascade
Shark appliance with any group on the same appliance. If this privilege is not granted, a user
can share a view with only the groups to which he belongs.

o CanAccessProbeFiles. Enables members of the group to access capture jobs and trace clips
located on the Cascade Shark appliance.

e CanScheduleWatches. Enables members of the group to add a watch on a view or to apply
a view that has a predefined watch associated with it.

¢ CanCreateJobs. Enables members of the group to create and manage capture jobs from the
Cascade Shark Web Interface.

Privilege policy

Since a user can be part of one or more groups, conflicts can arise between the privileges of the
multiple groups to which a user belongs. To solve these conflicts, the Cascade Shark appliance
grants a privilege if it is enabled for any group of which the user is a member.
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The Remote Ribbon

% @ a A s g S & @ % 4L, stnch 1o Selected

AddProbe  Probes | Selectin ‘2 CollwseSelecton

Drsconned \web Import Files  Export Files Salact All Cleae 4 Cetnch from Selecked
. Probes from Selected  Conscle ks Prokon. froen Probas || on Probes. Solacked. =B e
Frobe Maragement Pl Sdechion Eile ——

This section describes sections of the Remote Ribbon: Probe Management, Probe Selection, Files,
and View Selection.

Probe Management

Add Probe
Clicking the Add Probe button brings up the Connect to Probe panel.
% Connect to Prol u
Address * oak-mako2 lab nbttech.com |E| Burto

Description Shar11

Credentials
zer Mame™ |admin Pazsword * ————

Remember password

Purpose

Troubleshooting bandwidth issues|

Proogy
®) Mo proxoy
|Ise system configuration

|Ise custom configuration

Welcome to Shanc11!
Please log in.

@) Probe running on port 443

0K || Cancel

Typical Connect to Probe Panel

The Connect to Probe panel is used to initiate a connection to a Cascade Shark appliance. (This
includes Cascade Shark Virtual Edition and Cascade Express 460 appliances).
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Required parameters are indicated by an asterisk (*). Parameters are:
Address—the probe name and port

The probe name is the hostname or IP address of the Cascade Shark appliance. This is a
dropdown list that maintains a probe history; you can add a new probe or select one from
the list. Selecting an item from this list automatically fills out the known fields in the dialog
box. This information is also saved in the probe list, accessible through the Probes icon in
the Probe Management section of the Remote ribbon.

The port number is the TCP port number of the appliance. The default value is Auto, which
uses the port number read from the Cascade Shark appliance; alternatively, you can specify
a port number. For Cascade Shark appliances with software version 9.5 or later, the port
number is 443; for earlier software versions, the port number is 61898.

Description—an optional name for the probe; this name is used in the Device list

Credentials—a user name and password. Checking the Remember password box stores this
information in the config file. If the Remember password box is checked, the Connect to Probe dialog
does not appear—the password is already stored—unless the appliance requires a purpose or
displays a banner.

Note: The Remember password checkbox, if selected, causes the credentials to
be stored in plain text in the Cascade Pilot configuration file.

Purpose—This field appears only if specified by the Cascade Shark appliance. It allows you to enter
a purpose for the probe connection, and may be used by the appliance manager for security
purposes.

Proxy—allows you to specify whether the Cascade Pilot connects to the Cascade Shark appliance via
an HTTPS proxy server and, if so, allows you to specify the URI and credentials.

No proxy—connects directly to the Cascade Shark appliance. This is the default value.

Use system configuration—uses the proxy information set in the operating system to
establish the connection. (From the Internet Options control panel, click the Connections
Tab and the LAN Settings button to get to the Proxy Server settings. The Internet Options
control panel is available through Start > Control Panel > Network and Internet or through
the Internet Explorer browser.) If credentials are needed, two text fields appear to allow
you to enter username and password.

Use custom configuration—uses a custom proxy configuration. Four text fields allow you to
specify port name, port number, username, and password.

Banner—an optional label returned from the probe

The information bar at the bottom of the dialog gives the status of the connection using one of these
messages:

) Contacting prabe Cascade Pilot is scanning for the probe. A
timeout limits the duration of the scan.
Clicking the Cancel button interrupts the
scan.
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& Frobe running The probe has been found, and it is
running on the port specified in the Port
text box.

0K Cancal

@ Probe running on por 443 The probe has been found, and it is
running on the indicated port. The port
number is shown when Auto is specified in
the Port text box.

oK Cancel

& Frobe running an pot 423 {reiry) The probe is running on a specified (or
auto) port, but a certificate warning has
occurred. You can view the certificate and
choose to permanently accept it; proceed
anyway; retry; or cancel.

0K Cancal

8 Cannat confact peobe: {retry] The port does not exist or the timeout
expired. You can retry the connection
request by clicking the retry link.

Cancsl

0 Ahetiog rgpunts The Cancel button has been clicked while
connection requests are in progress. Each
request is cancelled and the dialog waits
for them to complete.

: Cancal |

88 Fronimakdosketon fiky The proxy credentials are invalid. You can
retry the connection request by clicking

= the retry link.

During the connection sequence the Pilot software checks the security certificate presented by the
Shark appliance. The Connect to Probe dialog shown above appears if the certificate is valid.

The Shark’s security certificate might be invalid for a number of reasons:

e The certificate presented by the Shark was not signed by a trusted certificate authority.

e The certificate presented by the Shark was issued for a different address than the one expected
by the Pilot software.

e Both of the above simultaneously.
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If the certificate is invalid, a Certificate Verification Warning appears at the bottom of the Connect to
Probe dialog, giving the reason or reasons that the certificate is invalid.

% Connect to Pro u
Address * oak-nakoZ2 lab nbttech.com |Z| 443
Description
Credentials
User Mame ™ |admin Pas=word *

Remember password

Proogy
Mo proxy
# | se system configuration

ser Name Password

IUse custom configuration

£\ Probe running

Cerfificate Venficabon Waming (retn,
The certificate presented by this probe was 1ssued for a different address.

The certificate presented by this probe was not signed by a trusted certificate
authaority.

Permanently accept this certificate and do not display any further warnings

View Certificate Proceed Anyway| | Cancel

In this case you have four options:

e C(lick Cancel. The connection will be aborted.

e (Click Proceed Anyway. The connection will proceed and the warning will be presented each time
you attempt to connect.

e Check the Permanently accept this certificate checkbox and click Proceed Anyway. The
connection will proceed and the certificate will be accepted from now on. (The certificate
thumbprint for the specific Shark appliance is stored in the Pilot configuration and it affects
Pilot installation only.)

e C(Click View Certificate.
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If you choose View Certificate, a dialog with information about the certificate appears. This
information includes the reason that the certificate is invalid, and may indicate where to store the
certificate if you choose to install it. Note that this installation is handled by Windows, and that
installing the certificate will affect Windows and all installed applications (for instance, Internet
Explorer). For more information on Windows certificate management, look in the help pages for
Windows Certificate Manager.

cottote ~ —

General | Details | Certification Path |

@ﬁ Certificate Information

This CA Root certificate is not trusted. To enable trust,
install this certificate in the Trusted Root Certification
Authorities store.

Issued to:  shark.lab.nbttech.com

Issued by: shark.lab.nbttech.com

Valid from 7/ 16/ 2012 to 7/ 16/ 2013

III"ISE" Certificate.. ] Issuer Statement

Learn mare about terfificates
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If you click Install Certificate, Windows will install the certificate in its configuration and will
recognize it as valid for future connections. To install the certificate:

1. Click Install Certificate in the Certificate information dialog (shown above). This starts the
Certificate Import Wizard.
2. Inthe Welcome to the Certificate Import Wizard dialog, click Next.

Certificate Import Wizard ‘ ‘ u
A

Welcome to the Certificate Import
Wizard

]
p | This wizard helps you copy certificates, certificate trust
;_ %J lists, and certificate revocation lists from your disk to a

2 certificate store.
5’

A certificate, which is issued by a certification autharity, is
a confirmation of your identity and contains information
used to protect data or to establish secure network
connections. A certificate store is the system area where
certificates are kept.

To continue, didk Mext,
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3. Inthe Certificate Store dialog, click the Place all certificates in the following store radio button
and click Browse to search for the appropriate certificate store.

Certificate Import Wizard [ ]
|

| Certificate Store

Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can spedfy a location for
the certificate.

(7 Automatically select the certificate store based on the type of certificate
@ Place all certificates in the following store
Certificate store:

Browse...

Learn mare about cerfificate stores

< Back ][ Next}l[i:ancel
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4. Choose the certificate store where you want to place the certificate. Note that if the certificate
does not go into the proper store, you will continue to see the certificate warning.
o Ifthe certificate was invalid because it was not signed by a trusted certificate authority,
place the certificate in the Trusted Root Certification Authorities store.
Select Certificate Store g

Select the certificate store you want to use.

| Personal -
= B
-] Enterprise Trust

----- [ Intermediate Certification Authorities
----- [ Active Directory User Object

Lol 01 Trusted Buhblichers
«| 1 | »

[] Show physical stores

o) [ ]

o Ifthe certificate was invalid because it was issued for a different address, place the
certificate in the Trusted People store.

Select Certificate Sta_rl u

Select the certificate store you want to use,

[ 7] Trusted Publishers -
- 7] Untrusted Certificates

..... | ThirdParty Root Certification Authorities
‘3

... Other People

et | Gmmart Card Troeted Bants
4 1 |

[ Show physical stores

| ok || cancel |
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Click OK to return to the Certificate Store dialog.

Click Next to proceed to the Completing the Certificate Import Wizard dialog.

Click Finish.

Click Yes to dismiss the Security Warning.

Click OK to acknowledge that the import was successful and return to the Connect to Probe
dialog.

10. Click Proceed Anyway to continue with the connection.

oo NG
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The Probes button brings up the probes panel containing, among other things,
the list of probes that have been Added, but not Deleted, using the Connect to
Probe panel.

%Qeats Probe Group

dorothy 2 lab nbtech.com:61898 _ =

: ) J
(not connected)

@ |dorothy7 lab nbtiech com 61898 | Operations
3= admin

% Group 1 (not connected)

Description

%M:ﬂ;eta Group ¥

-

x[ﬁiscc-rrsct

a Delete All “ Delete

@Qﬁrrs:t All Log in as

_ % admin
ﬁ[ﬁi_s::-rrsd.-‘-‘dl

% normaluser

Probes Panel

The first item in the Probes Panel is the Create Probe Group. This selection is used to create a
collection of probes that can be treated as a single group. A Cascade Shark appliance can be a
member of at most one probe group. If a probe is member of a probe group, then it appears only
within the probes group in the Probes Panel.

Below the Create Probe Group is a list of all of the probes that have been added using the Add Probe
panel and have not been removed from this list. Clicking the icon to the left of one of the probes on
the list disconnects Cascade Pilot from the probe if it is already connected. On the other hand, if the
probe is initially disconnected, then clicking the icon reconnects the probe as the user shown in the
Probes Panel.

The last three items on the main panel act on the list as a whole. Delete All, Connect All, and
Disconnect All.

Selecting a Cascade Shark appliance on the list brings up a submenu for operations on the selected
Cascade Shark appliance, enabling the user to edit the appliance description, move the appliance
into a probe group, connect to or disconnect from the appliance, display the appliance settings, and
delete the appliance from the list.

When a Cascade Shark appliance is configured for local authentication mode, the “Log in as” list
includes the identity of all users having accounts on the selected Cascade Shark appliance. The item
in bold is the identity of the user who is currently logged into the Cascade Shark appliance from
Cascade Pilot. Selecting a user on this list initiates an attempt to connect to the Cascade Shark
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appliance on behalf of the selected user. When remote authentication is being used this list is not
shown.

Probe Selection

Select All Probes

The Select All Probes button highlights (selects) all probes in the Sources Panel
(Devices and Files).

Expand Selection

The Expand Selection button expands all the selected probes in the sources
panel, thereby showing all their associated interfaces and file folders.

Collapse Selection

The Collapse Selection button collapses all the selected probes in the sources
panel, hiding all their associated interfaces, files, and views.

Disconnect from Selected

The Disconnect from Selected button disconnects Cascade Pilot from the
selected probes. The selected probes continue to process live views and
maintain the views associated with trace files.

Web Interface

The Web Interface button opens the selected remote probe’s Web Interface.
Note that connection to the Web Interface of a Cascade Express 460 appliance
is not supported.
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Files

Import Files into Probes

The Import Files into Probes button transfers trace files from the Local System
to the selected remote probe. The trace files are transferred to the selected
directory of the remote probe.

Export Files from Probes

The Export Files from Probes button transfers files from the selected remote
probe to the Local System. If a folder on a remote probe is included in the
selection, then the folder and its contents are transferred to the Local System.
If a file on a remote probe is in the selection, then just the file is transferred.
Multiple selections are permitted as long as the selections are either all folders
or all files.

View Selection

Select All on Probes

The Select All on Probes button highlights (selects) all the views on the selected
probes.

The Close Selected button closes all the selected views.

Attach to Selected

The Attach to Selected button attaches to the selected views.

Detach from Selected

The Detach from Selected button detaches from the selected views.
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Share Selected with

The Share Selected with button brings up a panel to allow selected views on
ﬂ Cascade Shark appliances to be shared with other groups.

<2 Share Selected with ~

’M_ 4| [ Share with all the groups

[ ] Administrators
1| Mormal unprivileged users

Limited users that can only
ook at views

Figure 21 Share Selected with Groups
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Cascade Shark Packet Recorder

A traditional approach to capturing high-speed and/or long duration network traffic is to create a
file rotation scheme, whereby the capture is divided into a collection of small trace files with names
indicating the time intervals covered by the individual files. It is not difficult to see that this
approach can lead to thousands of small files, which makes analysis and troubleshooting extremely
tedious, especially when the traffic of interest spans multiple trace files.

The Cascade Shark appliance includes a facility called the Cascade Shark Packet Recorder that uses a
new approach for dealing with high-speed and/or long-duration traffic capture scenarios. The
Packet Recorder is based on an optimized packet data store called SharkFS - a novel approach that
saves network traffic as objects called Job Traces. It also makes use of time filters to efficiently index
the packet data, which eliminates the need for a cumbersome file rotation scheme.

Furthermore, a user can isolate specific and manageable portions of a Job Trace for analysis and
visualization by creating Trace Clips, which correspond to arbitrary time intervals within a Job
Trace. An important feature of a Trace Clip is that it does not require any additional storage beyond
the underlying Job Trace. Trace Clips behave just like ordinary trace files for analysis and can be
converted to ordinary pcap files on the Cascade Shark appliance.

Terminology

e Capture Job: A Capture Job refers to the specific parameters associated with at packet
recording session. These parameters include the job name, the network interface, a BPF filter,
start and stop criteria, and an upper bound on the amount of storage to be used by the Capture
Job.

e Job Trace: The Job Trace represents the network traffic saved in the packet data store. Each
Capture Job is associated with exactly one Job Trace, which has the same name as the Capture
Job.

e Trace Clips: Trace Clips represent user-defined time intervals within a Job Trace.

o Jobs Repository: In Cascade Pilot, the Files panel for a Cascade Shark appliance contains a
folder called the Jobs Repository that has an icon and the name for each Job Trace in the
appliance.

e Capture Job Interface: In Cascade Pilot, the Devices panel for a Cascade Shark appliance
contains an icon and the name for each Capture Job Interface representing the network interface
associated with a Capture Job on the appliance. Views can be applied to these Capture Job
Interfaces creating a visual analysis and representation of the corresponding Job Trace.

The Cascade Shark appliance includes two separate storage subsystems:

e The OS file system contains the Cascade Shark appliance file system, software, pcap trace files,
View metrics, and Microflow Indexing data for Job Traces and pcap files.

e The Packet Storage subsystem contains the RAID Array used by the Cascade Shark Packet
Recorder to store Job Traces. This storage system is optimized to provide high-speed writing to
disk and fast read access for arbitrary time intervals within a Job Trace.

Note that Cascade Pilot can view capture jobs on a Cascade Express 460 appliance, but it cannot add
or edit capture jobs on a Cascade Express 460 appliance.
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Capture Jobs

The Capture Jobs tab takes you to a screen showing currently running capture jobs.

Capture Jobs

Capture Job Summary

Job Name Interface Status Size Actions

Support Traffic Net Segment 1 RUNNING 51.20 GB | View Stop

Net Seqgment 2 Net Segment2 STOPPED 0B Edit Start Clear Remove

Add A New Job

Cascade Shark appliance Packet Recorder - Two Capture Jobs

The Status tab takes you to a screen showing the status and usage of the OS file system and the
Packet Storage subsystem.

Status

Capture Jobs

Job Status
Support Traffic RUNNII

Packet Capture Size
1.08TB

System Information

0S5 File System Packet Storage Memory

Status: OK Status: OK Status: OK
Total: 425.95 GB Total: 3.62TB Total: 5.82GB
Used: 11.42 GB (2.68%) Used: 1.08 TB (29.96%) Available: 3.78 GB

Allocated (Index): 11.16 GB (2.76%) Allocated (Jobs): 1.08 TB (29.96%)

Profilers Configured For Export Profiler Export Statistics

Profilers Status Info Exported Flows Rejected Flows

10.5.14.109 0K - Total (last minute): 14.48 K o]

10.38.8.62 oK - Total (last week): 135.05M 0
Avg per minute (last week): 13.39K 0
Peak (last week): 52.91K o]

Interfaces

Interface Link Status Received Packets

Net Segment 1 up 6.70 G

Net Segmant 3 up 1]

Net Segment 5 up 1]

tc3 up 1]

To reformat the packet storage, click the System tab, select Maintenance, and go to the Packet
Storage Format Options section.

The Reserved Space field can be used to prevent use of the inner tracks of hard disks that can have
slower transfer rates. Setting this value to something other than 0% can in some cases provide
more uniform write-to-disk speeds although it reduces the amount of storage available for packet
capture.

Clicking the Reformat Packet Storage button reformats the Packet Storage subsystem and applies
the specified Reserved Space parameter to the hard disks.
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Note: Reformatting the packet storage destroys all recorded packet data on
the appliance and should be done only when instructed by Riverbed
Support.

Maintenance

Systemn Info

Cascads Shark Version: 10,5 DEV (10.5.1005.4552)
Protoool Version: 5.0

Serial Numbser: KSiKYO00o00000

Log Download

"?' Cum=nt

Incudes curent Shark Probe and Shark Packet Recorder logs. )

" Shark Probe

‘Includes all Shark Probe logs. )
Salact log: =

") Packet Remcorder

‘Includes all Shark Packet Recorder logs. )

Y Complete

"Incudes all Shark Probe logs and all Shadk Packet Recorder logs. )
Caze= ID:

Download Log

Packet Storage Status

Global Status: oK

Total Spacs: 3.63TB
Lorailable Spac=: 3.47 TB
Us=d Spaos: 162.62 GB

Dizk 0: OK | Disk 1: OK Disk 2: OK  Di=k 3: OK

Expand Disk Information

Res=rved Space: O B <

Reinitialize Packet Storage Reformat Packet Starage

Important: Reinibslizing or reformating packet storage will cayuse all packebs in the caphine jobs bo be lost

System Halt

Shutdown Cascade Shark || Reboot Cascade Shark

Storage format options
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Add/Edit Capture Jobs

This section describes how to create a Capture Job and subsequently manage it. Multiple Capture
Jobs can exist simultaneously.

Clicking Add New Job displays a new Capture Job form on the Capture Job page. This form is shown
in Figure 22. The form has a Capture Settings section and a Retention Settings section with two
tabs: Data Retention and Start/Stop Settings.

Add New Job

Capture Settings

MName: Mew Job 1
Status: Stopped
Interface:

Met S=gment 1 (192.168.1.1/24)

(Profiler Export Enabled)

BEPF Filter:

Packet Bytes For
Capture: 85535

Enable Indexing
[Z] Enable DRI
Start new job immediately

Retention Settings

Cata Retention Start/ Stop Settings

Packet Data [Packet Storage Total Space: 2,62 TB, Unallocated Space: 1.45 TB)

Packet Retention Size: 1.09 T8 . o0 % Of Disk

Additional Retention Criteria: I:l o

Microflow Index [0S File System Total Space: 404.05 GB, Unallocated Space: 2381.71 GB)

Retain Index On Disk Up Ta: 11.17 GE 2.77F %% Of Disk

-

I:l Clays

Additional Retention Criteria:
I:l Synchronize With Packet Recording

v Parfars 3 i i ciziiy Formses sclar chorsoa T 3 I in tha o rantiong! Fill rerEm
MNote: Fackets sre stored in specially formatted packet storsge. Indexes sre stored in the conventional 0F file system.

Save Cancel

Figure 22: Adding a Capture Job
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Capture Settings

A few basic configuration parameters need to be set when creating a Capture Job:

Name provides a descriptive name for the Capture Job and identifies the Capture Job in the
Cascade Pilot Devices and Files source panels.

Interfaces shows the available network interfaces. The Capture Job takes traffic from the
selected interface and records it to disk.

BPF filter can be provided to select a subset of the traffic for capturing. For example, the BPF
filter src host 172.18.5.4 captures only the packets with source IP address
172.18.5.4.

Packet Bytes to Capture puts an upper bound on the number of bytes saved for each packet (the
snaplen). The default value of 65535 captures the entire packet.

Retention Settings

Data Retention
On the Data Retention tab you can specify these parameters:

Packet Data: These fields limit the amount of storage used by the Capture Job. They can be
specified in terms of storage (either in megabytes or a percentage of the total packet store), a
maximum number of packets, and/or a maximum time interval of packets. After the limit is
reached, the oldest packets are discarded as new packets arrive.

Note: Retention criteria are evaluated after each 128 MB capture block, then enforced.
Microflow Index: There are a number of microflow indexing parameters that need to be set
when creating a Capture Job, as shown below.

e Microflow Indexing Enabled — With the Enable
Indexing checkbox selected and the
Synchronize checkbox not selected, the Retain

Microflow Indexing Enabled Index on Disk parameters control the size and

duration of the Conversation Index.

o0 Ifthe Days checkbox is selected, then
the duration of the indexing data is
limited in duration by the number of
days entered in the field

0 Ifthe Days checkbox is not selected,
then the size in bytes of the indexing
data is bounded by the value in the
Retain Index on Disk field.

Y| Enable Indexing

Synchronize With Packet Recording

Note: The duration of Microflow Indexing is
typically set to be significantly longer than the
duration of the Packet Recording since it

¥ Enable Indexing consumes much less storage.

| =y fi ; . . .
Synchronize With Packet Recording e Synchronized Microflow Indexing - When both

Enable Indexing and Synchronize with
Packet Recording are selected, then the

Synchronized Microflow Indexing
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duration of the indexing data is kept
synchronized with the duration of the
corresponding Capture Job. This ensures that all
views (both those that use only the index and
those that require the packet data) are available
for the same time period, although it likely
limits the amount of index that can be retained.

Synchranize With Packet Recording e No Microflow Indexing - If the Enable Indexing
Synchronize With Packet Recording checkbox is not selected, then the indexing data
are not created for this Capture Job. In general,
Microflow Indexing Disabled disabling indexing is not recommended, and

this should be done only in cases where the
index computation impacts the performance of
the packet capture.

The following is a simplified version of the underlying computation performed by the Cascade Shark
appliance when the Microflow Indexing feature is enabled.

For each packet, the Conversation Identifier consists of the 5-tuple:

1. Source IP address

2. Source Port

3. Destination IP address
4. Destination Port

5. IP Protocol

When the Microflow Indexing feature is enabled, the Cascade Shark appliance computes the total
bytes and number of packets for each unique conversation identifier in the traffic stream for each
second. This information is stored in a file and is referred to as Microflow Indexing data.

The Microflow Indexing data is all that is needed to compute many of the View metrics associated
with the traffic stream. For example, Bandwidth Over Time, Network Usage By Port Group, IP
Conversations, and Protocol Distribution are just a few of the Views that can take advantage of the
existence of indexing data.

Start / Stop Settings
On the Start / Stop Settings tab you can specify these parameters:

o Absolute Start/Stop Time: These fields specify absolute starting and stopping times for the
job.

e Stop Capturing After: These fields specify conditions for stopping the job based on the
consumed storage (in megabytes or a percentage of the total packet store), the number of
packets, or the duration of the capture.

Note: When multiple conditions are selected, the most restrictive condition is the controlling
condition. For example, if stop conditions for both the absolute stop time and a maximum number
of captured packets are selected, then the first condition to be satisfied stops the capture job.

Note: The Capture Job Recording is stored in the Packet Storage and the Microflow Indexing data
are stored on the OS File System storage.
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Capture Job control buttons

To get to the buttons that control a Capture Job, click the Capture Jobs tab to see the Capture Job
Summary on the Capture Jobs screen.

Capture Jobs

Capture Job Summary

Job Name Interface Status Size Actions

Support Traffic  Met Segment 1 RUNNING  51.20 GB | View Stop

Met Segment 2 MNet Segment2 STOPPED 0B Edit Start Clear Eemove

Add A New Job

This summary includes the job control buttons:

o View—shows the Job Details screen for the capture job.

o Edit—shows the Job Details screen for the capture job and allows you to edit job
parameters.

e Start—starts the capture job.

e Stop—stops the capture job. When a capture job is stopped both the packet recording and
the calculation of the Microflow Indexing data are stopped.

e C(Clear— removes all data associated with the capture job, including the Packet Recording
and the Microflow Indexing data storage. This should be used only when the capture job is
in the stopped state. The definition and configuration of the job remain and the job can be
restarted later.

e Remove— removes all of the data and configuration associated with the capture job. The
Remove button should be used only when the capture job is in the stopped state.

To see the job statistics, click the job name to go to the Job Details screen. Figure 23 shows the job
statistics. The Total Packet Capture Size shows the amount of storage currently used by the capture
job. The screen also shows statistics regarding the number of Written (Captured) and Dropped
Packets for the last second, minute, and hour.
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Statistics

Start Sf1zy)
Packets: [-070
End Packets: [g_fﬂl?‘?é

Packet Capture Size:

Microflow Index Size:

Last
Packets Second
Written: 22,70 K
Ciropped: ]

13 06:17::2%

0
)
:]:113 14:24:19

FoF.02 GB
1.99 G5B
Last Last
Minute Hiowr
115,20
2.04 M (%)
a a

Figure 23: Managing a Capture Job
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Capture Jobs in the Cascade Pilot Devices panel

Each Capture Job appears as a Job Interface in the Devices panel.

Each Capture Job has an associated live interface, which corresponds to the
interface of the Job. When a Capture Job is created, an icon appears in the
Devices panel representing the Job Interface. The name of the interface is the
same as the name of the Capture Job.

Job Interface icon

Figure 24 shows five Job Interfaces:

4TB

ForManual
MicroflowForManual
Nolndexing
SynchronousForManual

These interfaces behave as ordinary live traffic sources. The actual physical interface corresponds
to the interface setting in the corresponding Capture Job.

— | Dewices | Files |———
- #%|Local System
v & dorothy11 as admin
-4 4ATE
4% ForManual
<4 MicroflowForManusal
<4 Nolndexing
=4 SynchronousForManual
-4 TurboCap 1Gb device no.0 (00.el:ed: 1% 7c:cc)
=% TurboCap 1Gb device no.1 (00:el.ed:15:7c:cd)
=% TurboCap Board Aggregating Port (00:el:ed: 19 7c:cc)

Figure 24: Job Interface in Devices panel

Cascade Pilot Operations on Job Interfaces
All the operations that are available for live interfaces can be applied to a Capture Job Interface.
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Capture Jobs in the Cascade Pilot Files panel

The Files panel for a Cascade Shark appliance contains a Jobs Repository Folder. The Jobs Repository
folder contains a Job Trace for each Capture Job. The Job Trace has the same name as the Capture
Job and represents the network traffic recording. Each Job Trace has an associated icon that
represents the extent to which the Microflow Indexing data is available, as follows.

Denotes a Capture Job without Microflow Indexing data

Job Trace without Microflow Indexing

Denotes a Capture Job with Microflow Indexing enabled in
which the Microflow Indexing data and the Job Trace packet
recording durations are the same.

Job Trace with Microflow Indexing

Denotes a Capture Job with Microflow Indexing enabled, but
for which the duration of Microflow Indexing data is longer
than the duration of the Job Trace recording. Some views can
operate on index data alone, while other views require the
underlying trace (packet) data as well.

Job Trace with Mixed Microflow Indexing

Figure 25 shows the contents of the Jobs Repository folder in the Devices Panel of Cascade Pilot. It
contains five Job Traces with varying options for Microflow Indexing as shown by the icons.

‘ [ Devices [ilesed
& | ocal System

v é dorothy2:61838 as admin
v 7 Jobs Repasitory

B 4TBQ 05/28 17:43 - DE/03 14:45, 3306.35 GE

(& ForManual @ 05/23 7:31 - DE/03 14:45, 577.24 GE

[} Nolndexing &3 14:45:26 - 14:46, 1023.39 ME
[ﬁS}rnchmnousForManual &3 11:00- 14:45, 488 37 GE
[S}TrendingForManual &3 05/29 7:34 - DRID3 14:46, 512 ME

g Files Shared with Administrators
g Files Shared with NormallUsers
g Files Shared with Viewers

I> T My Files
g normaluser Home Folder

Figure 25: Jobs Repository folder in the Files panel

Cascade Pilot Operations on Job Traces — Trace Clips

It is not unusual for a Job Trace to be multiple terabytes in size, making direct operations inefficient
and slow. These potentially massive network traffic recordings can be divided into time intervals
within a Job Trace that are called Trace Clips. There are a number of simple and visually oriented
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ways in which Trace Clips can be created using the Cascade Pilot. Trace Clips do not require any
additional storage and behave exactly like ordinary trace files.

A Trace Clip identifies a time interval within a Job Trace. Trace Clips are found in the Files panel and
located under the corresponding Job Trace. They are identified by the icons shown below.

Trace Clip with packets and no Microflow Indexing data

Trace Clip

Trace Clip with packets and Microflow Indexing data available throughout the
time interval

Trace Clip with Index

Trace Clip with packets for some or none of the interval, and Microflow Indexing
data throughout the interval

Trace Clip with Microflow

Figure 26 shows a Trace Clip named JLB_TraceClip for which there is no Microflow Indexing data
available. Figure 27 shows two trace clips that have associated Microflow Indexing data.

v i} Jobs Repository
» [ JLBG (11/2312:20- 11/30 9:01, 31.11 GE
.|'i'1;_=|11a'2513:34:29-14:DD:35|:255 MB) JLE TraceClip

Figure 26: Trace Clip for JLB

v IﬁﬁynchmnousForManual &3 10:55 - 13:58, 48837 GE
Eﬁnff'lZ:BE-- 13:14:40 (146 GE)

v @TrendingForManual &3 05/29 7:34 - 05/30 1358, 512 I
&% 05/29 15:46 - 05/30 5:10

Figure 27: Trace Clips with Microflow Indexes

Creating Trace Clips
There are two ways to display the Time Control panel for creating a Trace Clip.

[ JLBRS (11/23 12:20 - 11/27 14:24, 25.25 GE Figure 28 shows the Job Trace named JLB. Clicking
the plus icon to the right of the name displays the

Figure 28: Creating a Trace Clip Time Control panel shown in Figure 30.

BueQiam o _-_ CUTTTE Right clicking the Job Trace displays a context
S menu (Error! Reference source not found.) with
‘u‘b \dd Trace Cli the menu item Add Trace Clip. Selecting this menu
A race Clip . . i
item displays the Time Control Panel.

Figure 29: Add a Trace Clip A Trace Clip identifies a time interval within a Job
Trace. If the clipboard contains a time interval, then
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the Paste menu item can be used to create a Trace
Clip corresponding to the time interval on the
clipboard.

Time Control panel for creating Trace Clips

It is also possible to create trace clips using the time control panel of Cascade Pilot. Figure 30 shows
the Time Control panel for creating a Trace Clip. This is the process of selecting a time interval
(time filter) and an optional filter (see the Browse Filters button in the upper-right side of the
panel). The Trace Clip can be named using the Description text field. The rest of the options in the
Time Control panel provide various ways of selecting a time interval and optional filter. After the
selections are made, clicking OK creates a Trace Clip corresponding to the selections.

[

I \% Trace Clip

Description

@ @ @ ® 10 Seconds 30 Seconds 1 Minute 10 Minu @ a ? I:BCOW
Lir 3 Hou & Hou

rs i] Past
Begin Step Step End Zoom  Zoom Browse i:]. zate

Back Forward 1 Day 1 Week All History In Out Filters

Quick Navigation Selection Duration Filter

:25:03) 11:26:03 11:27:03 11:28:03 11:29:03 11:30:03 11:31:03 11:32:03 11:23:03 11:24:08

e be bd e e Be Be B BD5 ETE520 - Approx. size on storage: 37 GB

W Trend Data only (11:25:03 - 11:28:42)
[0 Trend Data and Packets (11:28:42 - 11:34:09)

Timing Details

@ From 4/27/2011 [+] 11:25:03.664527 © To  4/27/2011 [=] 11:34:09.641347
() For |9:05.976820

Figure 30: Time Control panel for creating Trace Clips

There are multiple ways to create a Trace Clip using the Time Control Panel. The most common
approach for networking issues identified by a particular onset time is to specify the From time in
the Timing Details section. Then specify either the To time or the For duration.

inute. 10 Minute 'r:El 0f
@ @ @ @ 10 Seconds 30 Seconds 1 Minut s 6 e ? EHEB::;

Begin Step Step s Zoom  Zoom B,;rﬁ;fr:
Back Forward Day 1 Wesk All History In Qut
Quick Navigation Selection Duration Filter

Trace Clip time selection

Another set of options use the multi-level zoom scroll bars to select a time interval. This has the
advantage of making it clear whether the selected time interval contains packets and/or microflow
indexing data.
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16:34:57 16:35:07 16:35:17 16:35:2T7 [16:35:30

325 TT8ms - Approx. size on storage: 885.89 MB

1 325 778ms  + |

Packets Only

Here, the upper bar is a graphical representation of the duration of the Job Trace, and the lower
scroll bar enables zooming in and out over the duration.

In cases where the Job Trace contains both packets and microflow indexing data, the duration of the
upper bar represents the maximum of the packet capture duration and the duration of the index
data. A trace clip can be selected by moving the triangular markers on top on the upper bar.

The following are a series of images representing the various configurations of packets and
microflow indexing data.

13:52:03 14:{1417:40) 14:32:03 14:52:03 15:12:03 16:32:03 1§15:55:20]
1 1
. [ 1h 37 40= - Approx. size on storage: 183.62 GB ] g
Kl ] 2h 32m sts 0] ol

B Trend Data and Packets (12:55 - 16:53)

Packets plus Microflow Indexing Data

14:42:38 15:02:38 15:22:38 15:42:38 15:57:20[02:38 16:22:38 16:4.15:48:30

I
L-__-__'___-_---_----------

Mﬂﬂ
B Trend Data only (06/28 7:31 - 06/01 15:49)
B Trend Data and Packets (15:48:57 - 16:55:08)

[ S1mn 10s - Approx. size on storage: 111.75 GB ]

Packets plus Microflow Indexing Data

08:31 10:22§31 11:31 1231 13:31 14:3[!' 15:31 16:31
1 |
L___-_____ - & 0= - : on sto 4 . i:
= = = - - —— i
iﬁm

B Trend Data only (0528 7:31 - 06/01 15:49)
B Trend Data and Packets (16:49:57 - 16:65:05)

Microflow Indexing Data Only

12:31 12:31 14:31 15:31 16:31 [16:48
I I
| bewS____ees_ | Med M Gl s el 10 80m30s - Approx sz on siorsge: 123.25 GB | a:
== = = - - - i
Lﬁm

[l Trend Data only (0529 7:31 - 06/01 15:49)
B Trend Data and Packets (15:49:57 - 18:55:05)

Combination Microflow Indexing Data Only and Packets plus Microflow Indexing Data

Cascade Pilot Reference Manual 92



Figure 31 shows the Browse Filters button that displays the Filter Editor for selecting a filter in
addition to the time interval. Thus the Trace Clip not only represents a time interval, but also
contains a packet filter. It is important to select a filter that is compatible with the microflow

indexing data.
¥ S

Browse Eﬁ FPaste
Filters

Filter

Figure 31: Show Filter Editor

Figure 32 shows the Filter Editor. Note that nearly all of the filters in the default set are Microflow
Indexing-compatible Cascade Pilot Filters.

{4 Filter Editor
Set an additional traffic filter to create the Trace Clip m
I
Start Search |1|
v & MAC ~ | Minute 10 Minutes @ a ? E] Copy
A
@y, Traffic toffrom MAC address AT Eres % Paste
Zoom  Zoom | Fijjers
iy, Traffic from MAC source address istory In DOut
@ Traffic to MAC destination address £ e Filter
e, Broadeast traffic . E31:03 11:33:03 11:35:03 '1'1:35:55.
storage; 36.75 GB

0, Unicast traffic W

@i ARP traffic

1> G 802.11 i
Detis
D To 4/27/20M |Z| 11:35:59.730811
Name Traffic to MAC destination address
For  10:56.126284 [+]
Type i Pilot Filter |Z|

Filter String  mac::destination_mac.str="11:22:33:44.55:66"

ok || cancel |

Figure 32: Filter Editor

You can also drag a selection from the chart area to the Filter panel to create an entry in the filter

collection. Drag the selection to the Filter tab to open the panel and drop the selection, as shown in
Figure 32.
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€3 Getting Started | € Bandwidth Over Time

Filters (None)

Start Saarch

3 MAC

Bitz per Second ' Bytes per Second

Sa 80211
P

13:55:33

Bits/s

23 TCPIUDP
3 Web
3 5aL
23 VolP

L
b
b
b
b
L
b
1> S FIX
b

2 Other Applications

«[Traffic to/ffrom

MAC address

=

Notes

Time Selection dragged to Filter panel to create an entry

Using Time Selection to create a Trace Clip
Figure 33 shows a time selection in a strip chart. The strip chart was obtained by applying the
Bandwidth Over Time view to the JLB Job Interface. Figure 34 switches from the Devices panel to
the Files panel, showing the corresponding JLB Job Trace. The trace clip was created by clicking and
dragging the selected time interval (in the strip chart) over the Job Trace. This automatically
created the Trace Clip shown below the JLB Job Trace. Note that the Job Trace is over 30 GB, but the

Trace Clip is only 256 MB.

{ Devices
I ™ Local System
v (&) dorothy2:61898 as admin
v -y JLB
[} [Bandwidth Over Time 1.1
1> 4% Test Job
@ TurboCap Board Aggregating Port (native)
- TurboCap device no.0 (native)
~# TurboCap device no.1 (native)

Files

2 AM) (1s - 1d)

o

Bandwidth Over Time

Bits per Second " Bytes per Second

Bitsss

EL

Figure 33: Time Selection in a Strip Chart

In Figure 34 the Bandwidth Over Time view is applied to the Trace Clip below JLB
similarity to the view in Figure 33.

[ Devices [ _Files

™ Local System
v (& dorothy2.61898 as admin

w 7} Jobs Repository

v [ JLBG (117221220 - 1130 9:18, 31.23 GB)
#3(8:47:31 - 8:57:32 (256 ME)
[ Test Job@ (11 24- 1130

g Files Shared with Administrators
€3 My Files
3 normaluser Home Folder

2016:24 -

]

Bandwidth Over Time

Bits per Second ' Bytes per Second

. Note the

Bits/s

Figure 34: Time Selection dragged over Job Trace to create a Trace Clip
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Devices Files
 Local System
v & dorothy2:61898 3s admin
v {3 Jobs Repository
v @ JBG (11723 12:20- 11/20 9:19, 31.17 GB)
* §3 84731 - 8:57.32 (256 MB)
|2} [Bandwidth Over Time
(3 TestJob @ (11/2016:24 -
g Files Shared with Administrators
€3 My Files
3 normaluser Home Folder

€ Bandwidth Over Time | @ Bandwidth Over Time

Bits per Second | Bytes per Second

Bitsis
B
5

Figure 35: View applied to a Trace Clip

Note: The view in Figure 33 was obtained through the analysis of a live source, while the view in
Figure 34 was obtained by applying the same analysis to the packets saved in the Trace Clip. Trace

Clips have all of the properties of ordinary trace files and can be analyzed using all of the
capabilities of Cascade Pilot.

Using Events to create Trace Clips
[t is important to be able to easily isolate network traffic associated with an event for
troubleshooting and diagnostics. This is easily accomplished by dragging the event in question over
the Job Trace. A Trace Clip is automatically created that contains traffic occurring before and after

the event.

Figure 36 shows the Event List and a particular event (88) that has been highlighted both in the
Event List and on the Strip Chart. The events were created using a Watch on the live traffic
corresponding to the JLB Capture Job. Creating a Trace Clip around the (temporal) location of the
event is as easy as dragging the event from the Event List to the JLB Job Trace. Dragging Event 88
from the Event List and dropping it on the JLB Job Trace displays the Time Control panel for
creating the Trace Clip. See Figure 37.

v @ Local System
<@ Intel(R) 82577LM Gigabit Network Connection
@ Juniper Network Connect Virtual Adapter
@ Microsoft (2)
& Microsoft
& YMware Virtual Ethernet Adapter (2)
@ WMware Virtual Ethernet Adapter

- édorothyS lab.nbttech.com:61898 as admin
o, 0 New Job

v -ILB

[5) (Bandwidth Over Time <& (1224 PM) (Is - 1d)

on Packets per Second

95 events occurred

4 TurboCap 1Gb device no.0 (00:el:ed:17.82:0)

& TurboCap 1Gb device no.1 (00:el:ed:17:82:1)

& TurboCap Board Aggregating Port (00:e0:ed:17:82:0)
< m r

r
Start Search DE
v % Custom i+
[%) [Bandwidth Over Time (1= - d) tcp port not 230 |:
I- ©3 Recently Used ;

[5) Bandwidth Over Time (1s - 1)

[5) Network Usage by Traffic Type (1s - 1d)
[) IP Conversations (1s - 1¢

[&) Protocal Distribution - Bits (1= - 1d)

[5) Protocol Distribution - Bytes (1s
[3) Protocol Distribution - Packets (1s - 1d)

@ ¥ Bandwidth Over Time *

b ‘* Events

| Filter - tcp port not 230

rch D

Bits per Second 'Byles per Second

=

192.00M )

2O00M e e e

Noies

- Watch 1 at 04/27/2011 12:24:27 4707 &

12:24:34 4707

28)
011 12:24:38.4707

= Filters

011 12:24:40.4707 M

011 12:24:42.4707

011 12:24:51.4707

011 12:24:58.4707

Events

11 12:25:00.4707

¢
[ ]
s

ap | Pa

Packetsis

Notes

[ Packets

011 12:25:02.4707

23)
2712011 12:25:05.4707

Figure 36: Event List
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' 9

Home | Time Control | Watches/Events ||

@00 Q

Begin Step Step I
Back

F""."afd 1Day T v 5w 5 1 Hour 3 Hours Bgm:_:: ) Paste
Quick Navigation I | Back Forward 1Day 1 Wweek
Devices Files Quick Navigation Filter
) Local System
+ £ dorothy5 Iab nbttech com:51836 as admin [ T i P i A i s
¥ &, Jobs Repository
B0 NewJob@ 121235122627, « 12:35. 1780714 "

race Clip

Description  Watch 1 (88)

® @ @ @ 10 Seconds 30 Seconds 1 Minute 10 Minutes @ a

? [ Copy

BB 12:13:11- 12
g Files Shared with Administrators
g Files Shared with NormalUsers
13 Files Shared with test
3 Files Shared with Viewers
€3 My Files

123 normaluser Home Folder

W Trend Data only (12:13:11 - 12:24:13)
[ Trend Data and Packets (12:24:13 - 12:25:47)

Timing Details

Fom 4/27,/2011 |z| 12:24:27 470739

4/27/201 E 12:24.57 470793

[ Network Usage by Treffic Type (15 - 1)
[ IP Conversstions (1= - 14

[ Protocol Distribution - Bits (1s - 14)

[ Protocal Distribution - Bytes (1s - 1d)
[ Protocal Distribution - Packets (1

Start Search =
I ¢{Custom) -
- 3 Recently Used

[ Bandwidth Over Time (1= - 14)

FaCkets per second

mTTE

16.00K

12.00K

Packets/s

8.00K

4 00K

O Packets

1> 23 Generic i

Figure 37: Creating a Trace Clip from an Event

%]
||
i
| Events
Start Search H
@ 02 Waich 12t D4Z72011 12:24374707
is = 15000 (19328)

@ Watch 1 athJ‘Z?fZDH 12:24:34.4707
028)

@- Watch 1 athJ‘Z?fZDH 12:24:38.4707

[ Watch 1 athﬁ‘Z?ﬁ‘ZDH 12:24:40.4707
ts

> 19000 (19264)

@B Watch1at[w2?ﬂ2{)11 1224514707
Packetsis > 18000 (1510)
@ 25 Vistch 13 042712011 1224584707

@ 93 - Viatch 1 3t 0412772011 12:25:08.4707
ets/s > 19000 (19130)
@ 8¢ Vatch 12t 042772011 12:25:12.4707

19000 (19040)

2
.BS—Watch1atD4mf2{)11 12:28:20.4707
etsis > 19000 (13040)

@ 97 - Watch 1 at 04/27/2011 12:25:27.4707

ackets/s > 19000 (19219)

| Events range: 12:24:27 470799 - 12:26:11.4707.

The Time Control panel can be used to enlarge or shrink the time interval of the Trace Clip around the event.
The Trace Clip is shown in Figure 38.

Devices
8 Local System
v &3 dorothy5 Iab.nbttech.com:61898 as admin
¥ & Jobs Repository
B0 New Job @ 12:12:35- 122802, 22.12GB
v Fue@ 1213111
v §512:2427- 122457

[5) (Bandwidth Over Time (1226 ] (1s - 1d)]

g Files Shared with Administrators
13 Files Shared with NormalUsers
(3 Files Shared with test

g Files Shared with Viewers

3 My Files

23 normaluser Home Folder

1 €3 Recently Used
[ Bandwidth Over Time (1= - 1d)
[ Network Usage by Treffic Type (1s - 1d)
[ IP Conversations (1s - 1¢)
[ Frotocol Distribution - Bits (1s - 1d)
[ Protocal Distribution - Bytes (1

Start Search B

+ %y Custom -
[ [Bandwidth Over Time (1s - 1d) icp port not zao.H

[ Protocal Distribution - Packets (1s - 1c) i

| & ¥ Bandwidth Over Time*| € ¥ Bandwidth Over Time » Events

[ Fater - tcp port not 230 Start Search 1

|Bits per Secand 'Bytes per Second .Ba—w.atchmmm 11 12:24:27 4707 »
acketsls > 19 8)

240.00M

192.00M

144.00M

Bitsis

96.00M

43.00M

Notes

M Bits

[Packets per Second

¢ Events

20.00K

16.00K

12.00K

Packets/s

8.00K

4.00K

Notes

[ Packets

| Cumrent Selection: 12:24:27 - 12:24:57 (30 secs) @ 1sec - Total Window: 12.24:27 - 12.24:57

Figure 38: Trace Clip corresponding to an Event
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@ E5 - Vistoh 1 31 042712011 122438 4707
Packets/s > 19000 {
@3- w.ammmmmrznn 1224404707 =
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@88 - Watch T at (412772011 12:24:51.4707
Packets/s > 19000 (15190)
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Packets/s 23)
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ackets!:

.97 vistch 1 athZ?fZDﬂ 1226:27.4707
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| Events range: 12:24:27 470799 - 12:27:55 4707.
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Sources Panel

The Sources Panel has two tabs: Devices and Files.

T;‘—)i e T The Sources Panel contains representations of Cascade Shark
v % Local System . . . . .
1 AiPeap Vireless Capture Device (1 channel) appliances, live interfaces, trace files, and Capture Jobs and is
@ Intel(R) 82577LM Gigabit Metwork Connection . A
o Gt Vi one of the most important parts of Cascade Pilot.
w & San Francisco Office as admin
-4 Net Seq2 Traffic Job Virtual Device on tc1 . . . . . .
o Support Job Virua Device on 0 Clicking the tabs switches between displaying the devices and
<@ Net Segment 1(192 168 23.1/26) .
“® Net Segment 2 (10.59.32.1/20) the trace flles.
=@ Net Segment 3 (1921125 1/30)
ey Devices
@ tc_bap_0Deled123d26 (TurboCap Board Aggregating Port (2))
<@ tc_bap_0Oeled1e3d28 (TurboCap Board Aggregating Porf) . .
e (oo oot o e T Shows local interfaces under the Local System icon and
Cascade Shark appliances with their associated interface
Sources Panel offering live sources of network traffic to Cascade Pilot.
Files

Shows local folders and trace files under Local System
and Cascade Shark appliances with their associated
folders and trace files.

Devices

Devices on your local system require administrator privileges to capture network data. Remote
capture devices, such as Cascade Shark appliances, do not require administrator privileges.

If you are running Cascade Pilot in non-administrator mode, you will see the following prompt as
Cascade Pilot initiates and tries to connect to your local resources.

4{ Devices | Files ]7
M Local System A = ~

Live Devices unavailable: Insufficient privileges

[ LIRS L IR L (R LB - o Fid = LI gl

If you have administrator privileges on the system, you can double-click on the prompt to make
those resources available for capture jobs.

Cascade Pilot supports two basic classes of networking devices:

e Wired Ethernet
o Wireless (802.11)
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Wired Ethernet Adapters

\g;;/

Wired Ethernet
Adapter

Wired Ethernet
Adapter
associated with
a Capture Job

Wireless Adapters

Iliilll

Wireless
Adapter
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Most wired Ethernet network interface cards work in Cascade Pilot. There
are two types of adapters—one presented by the actual interface and one
presenting the interface corresponding to a Capture Job.

Normal wireless adapters in Windows are not designed to do packet capture
and analysis. Riverbed Technology AirPcap adapters are made specifically to
do packet capture and network analysis and are currently the only wireless
adapters supported.

Additionally, multiple AirPcap Adapters are shown as a single device because
the wireless adapters share the same airspace and, all adapters being equal,
any one adapter can receive the same traffic as any other. Therefore, Cascade
Pilot internally breaks up tasks among multiple adapters so that many
channels can be scanned and locked without having to worry about which
channel a particular physical adapter scans and locks on.

Note: Wireless adapters are only available on the local

Cascade Pilot system, not on the Cascade Shark

appliance.
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Context Menus in the Devices Panel

There are five types of Context Menus in the Devices panel that will appear under the five conditions
below:

With Nothing Selected

Refresh Sources With nothing selected, the options are as follows:

‘% Add aProbe.. Refresh Sources

The Refresh Sources menu option causes Cascade Pilot to rescan
Devices Panel (No the available interfaces on the local system and all connected
Selection) Cascade Shark appliances to display the currently available

devices. Additionally, the trace folders associated with the Local
System and the connected Cascade Shark appliances are
rescanned and updated to reflect whether files have been
removed or modified.

Add a Probe
The Add a Probe menu item opens the Connect to Probe panel.
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With a Cascade Shark appliance Selected

Q Refresh Selected
J Disconnect
E Web Interface
Copy Configuration to Local System
@ Settings...
Ea Add a Probe...

Devices Panel
(Cascade Shark
appliance Selected)

With a Cascade Shark appliance selected:

Refresh Selected
The Refresh Selected menu option rescans the selected Cascade
Shark appliance and displays the currently available interfaces.
Additionally, the trace folders associated with the selected
Cascade Shark appliance are rescanned and updated to reflect
whether files have been removed or modified.

Disconnect
The Disconnect menu option disconnects the selected Cascade
Shark appliance from Cascade Pilot. The selected Cascade Shark
appliance remains in the Probes list in the Remote ribbon.

Web Interface
The Web Interface menu opens the selected remote probe’s Web
Interface Settings.

Copy Configuration to Local System
The Copy Configuration to Local System menu item initiates a
manual synchronization of a Shark’s port names, port groups, L4
mappings, and L7 fingerprints with the local system. This includes
Service Response Time (SRT) ports (defined in Port Definitions on
a Shark). This configuration is then used to analyze local files or
views on local interfaces. Port names and port groups are effective
immediately when downloaded from a Shark.

Settings
The Settings menu item opens the “Connect to Probe” panel
showing the values used to connect to the selected Cascade Shark
appliance.

Add a Probe
The Add a Probe menu item opens the Connect to Probe panel.

Cascade Pilot Reference Manual 101



With an Interface Selected on Local System

Send to
@ Refresh Selected

3

Devices Panel
(Interface
Selected)

With an interface selected, the options are as follows:

Send to
The Send to menu option instructs Cascade Pilot to send traffic form
the selected interface to another application or a trace file, as
described below.

Send to ¥ |a Wireshark
Wireshark with Filter

B File

File with Filter

Wireshark
The Wireshark menu option instructs Cascade Pilot to start up
Wireshark and send all traffic from the selected interface to Wireshark.

Wireshark with Filter
The Wireshark with Filter menu option instructs Cascade Pilot to start
up Wireshark and send traffic that matches a user-defined filter from
the selected device to Wireshark. The filter is specified using the Filter
Dialog Box, which is explained in a later section.

File
The File menu option instructs Cascade Pilot to send all traffic from the
selected device to a user-specified trace file.

File with Filter
The File with Filter menu option instructs Cascade Pilot to send traffic
that matches a user-defined filter from the selected device to a user-
specified trace file. The filter is specified using the filter dialog box,
which appears first and is explained in a later section.

Refresh Selected
The Refresh Selected menu option causes Cascade Pilot to rescan the
available interfaces on the local system and all connected Cascade
Shark appliances to display the currently available devices.
Additionally, the trace folders associated with the Local System and
the connected Cascade Shark appliances are rescanned and updated
to reflect whether files have been removed or modified.
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With an Interface Selected on a Cascade Shark appliance

l@ Refresh Selected l With an interface selected, the option is:

Devices Panel
(Interface
Selected)

Refresh Selected

The Refresh Selected menu option causes Cascade Pilot to rescan the
available interfaces on the local system and all connected Cascade
Shark appliances to display the currently available devices.
Additionally, the trace folders associated with the Local System and
the connected Cascade Shark appliances are rescanned and updated
to reflect whether files have been removed or modified.

With a Job Virtual Device Selected (Cascade Shark appliance)

Job Virtual Device
Selected Icon

@ Go To Capture Job

@ Refresh Selected

Job Virtual Device
Selected Context
Menu

With a Capture Job interface selected, the options are the same as the
previous section, with one additional option to Go To Job Trace.
Selecting this option takes the user directly to the corresponding Job
Trace in the Jobs Repository folder.
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With a View Selected (Local System and Cascade Shark Appliance)

El Generate Report
§ Edit

n: Attach

& Detach

Dock

Undock
Rename

Save

Qx%4a

Close

View Selected, Local

System

Generate Report
Edit

Share View with
Lock

Attach

Detach

Dock

Undock

@ Rename

ﬁ' Save

Q Close

AL =

3

View Selected, Unlocked

Cascade Shark

Appliance

El Generate Report
i Edit
&2 Share View with
R Unlock
m:| Attach
& Detach
Dock
Undock
@ Rename

{:\’ Save
€ Close

3

View Selected, Locked

Cascade Shark

Appliance

Generate Report

The Generate Report menu option generates a report from the
selected View.

Edit
The Edit menu option opens the View Editor. The View Editor
cannot be used with live devices.

Share the View with

m Generate Report

u‘ Edit

| | i
=B Sharaiew Wit ¥ % R Share with all the groups
Administrators
ﬁ- Lock Mormal unprivileged users
: Attach Limited users that can only
look at views
q Detach
Undock

m Rename
i}' Save
@ Close

Views applied to Cascade Shark appliance interfaces on one
Cascade Pilot can be shared with groups located at other Cascade
Pilot instances. The privileges associated with each group are
determined on a probe-by-probe basis. Except for the
Administrators, a user cannot close a View or delete a file that has
been created by another user. However, Views can be shared with
single groups using the Share View with menu item. As soon as a
View is shared, the selected group will immediately see the View
in their Sources Panel.

Note: The Share the View with menu item only applies to Cascade
Shark appliances.

Lock, Unlock
If Lock is selected, then a small padlock image is added to the
View icon. When the View is in the “Locked” state, it cannot be
closed. When the View is in the “Locked” state, the Context menu
shows an Unlock menu item. The View must be “unlocked” before
it can be closed.
Note: The Lock menu item applies to only Cascade Shark
appliances.
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Attach
If the selected View is Detached, then the Attach menu item
attaches Cascade Pilot to the View.
Note: The Attach menu item applies to only Cascade Shark
appliances.

Detach
If the selected View is currently Attached, the Detach menu option
detaches the selected View.
Note: The Detach menu item applies to only Cascade Shark
appliances.

Dock
If the View has been undocked from the Main Window, the Dock
menu option re-docks it.

Undock
If the View is docked to the Main Window, the Undock menu
option undocks it and places it in a separate window. For more
information on undocking Views, see “Undocking Views.”

Rename
The Rename menu option opens a dialog box that allows you to
rename the View.

Save
The Save menu option saves the View as a Custom View.

Close
If the user is the creator of the selected View, then the Close menu
option closes the selected View. This implies that the
corresponding Cascade Shark appliance will terminate the View
and it will no longer be available to other users.

Files

Cascade Pilot can analyze trace files of arbitrary size in the PCAP capture format with the following
restrictions:

802.11 Wireless trace files must have either a RadioTap?2 or PPI3 header.

All wired trace files must have an Ethernet header. For instance, trace files created through
software loopback devices, software tunnels, software based aggregators, and from non-Ethernet
devices (ex. tun4, lo5, ppp¢) are not readable. In most of these instances, the traffic passing through
these interfaces will eventually pass through an Ethernet interface.

2 NetBSD: http://netbsd.gw.com/cgi-bin/man-cgi?ieee80211_radiotap+9+NetBSD-current

* CACE Technologies: http://www.cacetech.com/documents/PPl_Header_format_1.0.1.pdf

4 FreeBSD: http://www.freebsd.org/cgi/man.cgi?query=tun&manpath=FreeBSD+7.0-
RELEASE&format=html
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Capture Jobs running on remote Cascade Shark appliances create network traffic recordings called
Job Traces. Although Job Traces (and their derivatives, called Trace Clips) are not PCAP files, they

can be analyzed by Cascade Pilot exactly as if they were PCAP files. Trace Clips that exist on a

Cascade Shark appliance can be converted to PCAP format using the Send-to-File feature of Cascade

Pilot. The resultant PCAP file will be stored in the Cascade Shark appliance’s local file system.

|— [ Devices |
[ ™ | ocal System
I (5 dorothy2:61898 as admin
[ é dorothy5:61898 as admin

Files |

Files Panel (closed)

— | Devices |_Files

v ™ | ocal System
v [ trace files

< cace-voip-1M.pcap
o daily - Copy (7) pcap
i [ dorothy2:61898 as admin

l_

Local System

a

Cascade Shark
appliance

E

ARX with Shark

The Files Panel contains an item
for the Local System and one for
each attached Cascade Shark
appliance.

The figures show an example file
panel with all the items closed
and one with all of the items
expanded.

They also show the icons for
each type of object depicted in
the Files panel

v é dorothy:61898 as admin Module
v (4 Jobs Repository
v (3 0 New Job & 12:14:53 - 18:19:56, 24.87 GE
dh 18:14:53 - 18:15:07 (836 MB)
(23 Files Shared with Administrators
v &3 My Files Jobs Repository
% 1.pcap
g normaluser Home Folder G
Files Panel (expanded)
Job Trace
&
Trace Clip
Trace File (PCAP)
> FreeBSD: http://www.freebsd.org/cgi/man.cgi?query=lo&manpath=FreeBSD+7.0-
RELEASE&format=html
6 FreeBSD: http://www.freebsd.org/cgi/man.cgi?query=ppp&manpath=FreeBSD+7.0-

RELEASE&format=html
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Context Menus in the Files Panel

The context menus for the Files Panel are described below:

With Nothing or Local System Selected

@ Refresh Sources
% AddaProbe...

Files Panel (No
Selection)

The options are as follows:

Refresh Sources
The Refresh Sources menu option causes Cascade Pilot to rescan
the available interfaces on the local system and all connected
Cascade Shark appliances to display the currently available
devices. Additionally, the trace folders associated with the Local
System and the connected Cascade Shark appliances are
rescanned and updated to reflect whether files have been
removed or modified.

Add a Probe
The Add a Probe menu item opens the Connect to Probe panel.

With a Cascade Shark appliance Selected

Refrezh Selected
Dizconnect

Web Interface
Settings...

Add a Probe...

Ae N O

Files Panel (Probe
Selected)

The options are as follows:

Refresh Selected
The Refresh Selected menu option rescans the selected Cascade
Shark appliance and displays the currently available interfaces.
Additionally, the trace folders associated with the selected
Cascade Shark appliance are rescanned and updated to reflect
whether files have been removed or modified.

Disconnect
The Disconnect menu option disconnects the selected Cascade
Shark appliance from Cascade Pilot and removes it from the
Devices and Files panels. The selected Cascade Shark appliance
remains in the Probes list.

Web Interface
The Web Interface menu opens the selected remote probe’s Web
Interface Settings.

Settings
The Settings menu item opens the “Connect to Probe” panel
showing the values used to connect to the selected Cascade
Shark appliance.

Add a Probe
The Add a Probe menu item opens the Connect to Probe panel.
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With a Trace Folder Selected on Local System

Refresh Selected
New Folder

Browse Folder

Edit >
Remove from List
Delete from Disk

608% LCL&O

Rename

Files Panel (Trace
Folder Selected on
Local System)

With a trace folder selected, the options are as follows:

Refresh Selected

The Refresh Selected menu option rescans a folder for new
trace files and updates the status of those already added.

New Folder
The New Folder menu option creates a new folder in the

selected one. The user is asked to enter the name of the folder
to create.

Browse Folder

The Browse Folder menu option opens an explorer window
pointed to the selected folder.

Edit

Edit

Cut
The Cut menu option obtains a reference to the “to-be-cut” folder.
When the Paste operation is invoked, the folder and its contents
are copied to the “paste” location and removed from the original
location.

Copy
The Copy menu option obtains a reference to the “to-be-copied”
folder. When the Paste operation is invoked, the folder is copied
to the “paste” location and is NOT removed from the original
location.

Paste

The Paste menu option copies a previously Cut or Copied file to
the selected “paste” location.

Remove from List
The Remove from List menu option removes all trace files from
the Files panel with respect to the selected folder that do not
have a view open on them.

Delete From Disk
The Delete Trace Files menu option irrevocably deletes from
the local system disk all trace files from the selected folder that
do not have a view open on them.

Rename

The Rename menu option opens a dialog box that allows you to
rename the View.
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With a Trace File Selected on Local System

Dj' Create View
Send to 4

Create Multi-Segment Source

Create Merged Source

Add Microflow Index

Calculate Checksum

Browse Containing Folder

Edit v
Remove from List

Delete from Disk

808 Laxt

Rename

Files Panel (Trace File
Selected on Local
System)
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Create View
The Create View menu option opens the “View Editor” where you can
build a custom view. The new view is saved to the Custom folder of
the View Library. It can now be applied to other sources. See View
Editor for details.

Send to
The Send to Wireshark menu option starts up Wireshark and
sends all traffic from the selected trace file there.

Send to ’ i Wireshark
Wireshark with Filter
E AppTransaction Xpert
AppTransaction Xpert with Filter
B Fie

File with Filter

Wireshark

The Wireshark menu option starts up Wireshark and sends all
traffic from the selected trace file there.

Wireshark with Filter
The Wireshark with Filter menu option instructs Cascade Pilot
to start up Wireshark and send traffic that matches a user-
defined filter from the selected file to Wireshark. The filter is
specified using the Filter Dialog Box, which is explained in a
later section.

AppTransaction Xpert
The AppTransaction Xpert menu option starts up
AppTransaction Xpert and sends all traffic from the selected
trace file there.

AppTransaction Xpert with Filter
The AppTransaction Xpert with Filter menu option starts up
AppTransaction Xpert and instructs Cascade Pilot to send it
traffic that matches a user-defined filter applied to the selected
traffic. The filter is specified using the Filter Dialog Box.

File
The File menu option instructs Cascade Pilot to send all traffic
from the selected trace file to a user-specified trace file.

File with Filter

The File with Filter menu option sends traffic from the selected
trace file through a filter to a new trace file. This is a useful
function because it can greatly reduce the size of a trace file to
only those packets of interest. The Filter Dialog is explained in a
later section.

Create Multi-Segment Source
When two or more files or traces are selected, the Create Multi-
Segment Source option creates a multi-segment source file. For
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more information, please refer to “Multi-Segment and Merged
Sources” at the end of this section.

Create Merged Source
When two or more files or traces are selected, the Create
Merged Source option creates a merged source file. For more
information, please refer to “Multi-Segment and Merged
Sources” at the end of this section.

Add Microflow Index
The Add Microflow Index option adds microflow index
information to the selected file or trace. For more information,
please refer to the Indexing chapter, page 171.

Calculate Checksum (MD5)
The Calculate Checksum (MD5) menu option calculates the
MD5 cryptographic digest of the selected trace file and
presents it in a window. This value is stored and will be used
later in tooltips and reports if applicable.

Browse Containing Folder
The Browse Containing Folder menu option opens a Windows
Explorer window pointed to the folder of the selected trace file.

Edit

Edit v f cut
& copy

Cut
The Cut menu option obtains a reference to the “to-be-cut” trace
file. When the Paste operation is invoked, the file is copied to the
“paste” location and removed from the original location.

Copy
The Copy menu option obtains a reference to the “to-be-copied”
trace file. When the Paste operation is invoked, the file is copied
to the “paste” location and is NOT removed from the original
location.

Paste
The Paste menu option copies a previously Cut or Copied file to
the selected “paste” location.
Remove from List
The Remove from List menu option removes the selected trace

file’s reference from the Files List, but not from the local file
system.

Delete from Disk
The Delete from Disk menu option removes the selected trace
file from disk. The trace file is not sent to the recycle bin.

Rename
The selected trace file can be renamed using the Rename menu
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option. The file name is renamed in the Files Panel and on the
disk.

With a Trace Folder Selected on a Remote Cascade Shark Appliance

Q) Refresh Selected
Q MNew Folder
Edit »
6 Delete from Disk
m Rename
Files Panel (Trace
Folder Selected on

Remote Cascade
Shark appliance)

With a trace folder selected, the options are as follows:

Refresh Selected
The Rescan Folder menu option rescans a folder for new trace
files and updates the status of those already added.

New Folder
The New Folder menu option removes all trace files from the Files
panel with respect to the selected folder that do not have a view
open on them.

Edit

Edit c

Cut
The Cut menu option obtains a reference to the “to-be-cut” folder.
When the Paste operation is invoked, the folder and its contents are
copied to the “paste” location and removed from the original
location.

Note: This option is not available for permanent
folders such as “My Files” and “Jobs Repository”

Copy
The Copy menu option obtains a reference to the “to-be-copied”
folder. When the Paste operation is invoked, the folder is copied to
the “paste” location and is NOT removed from the original location.

Paste
The Paste menu option will copy a previously Cut or Copied file to
the selected “paste” location.

Delete from Disk
The Delete from Disk menu option removes the selected trace file
from disk. The trace file is not sent to the recycle bin.

Note: This option is not available for permanent
folders such as “My Files” and “Jobs Repository”

Rename
The selected trace folder can be renamed—in the panel and on
disk—using the Rename menu option.
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With a Trace File Selected on a Remote Cascade Shark Appliance

@ create view With a trace file selected, the options are as follows:

Send t ' .

,,en Dr i i Create View

Create iviultl-segment >ource . wx e . )

- — The Create View menu option opens the “View Editor” where
£ Add Microflow Index you can build a custom view. The new view is saved to the
& Export from Probe Custom folder of the View Library. It can now be applied to
B calculate Checksum other sources. See View Editor for details.

Edit ' Send to
Q Delete from Disk
@ Rename Send to » i Wireshark

Files Panel (Trace File Wireshark with Filter
Selected on Remote @ AppTransaction Xpert
Cascade Shark AppTransaction Xpert with Filter
appliance) B File

File with Filter

Wireshark

The Wireshark menu option starts up Wireshark and sends all
traffic from the selected trace file there.

Wireshark with Filter
The Wireshark with Filter menu option instructs Cascade Pilot
to start up Wireshark and send traffic that matches a user-
defined filter from the selected file to Wireshark. The filter is
specified using the Filter Dialog Box, which is explained in a
later section.

AppTransaction Xpert
The AppTransaction Xpert menu option starts up
AppTransaction Xpert and sends all traffic from the selected
trace file there.

AppTransaction Xpert with Filter
The AppTransaction Xpert with Filter menu option starts up
AppTransaction Xpert and instructs Cascade Pilot to send it
traffic that matches a user-defined filter applied to the
selected traffic. The filter is specified using the Filter Dialog
Box.

File
The File menu option instructs Cascade Pilot to send all traffic
from the selected trace file to a user-specified trace file.

File with Filter
The File with Filter menu option sends traffic from the selected
trace file through a filter to another trace file. This can greatly
reduce the size of a trace file to only those packets of interest.
The Filter Dialog is explained in a later section.

Create Multi-Segment Source

When two or more trace files are selected, this option
creates a multi-segment source file. Please refer to “Multi-
Segment and Merged Sources” at the end of this section.
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Create Merged Source
When two or more trace files are selected, this option
creates a merged source file. Please refer to “Multi-Segment
and Merged Sources” at the end of this section.

Add Microflow Index
The Add Microflow Index option adds microflow index
information to the selected file or trace. For more
information, please refer to the Indexing chapter, page 171.

Export from Probe
The Export from Probe menu option transfers the selected files
from the selected remote probe to the Local System.

Calculate Checksum (MD5)
The Calculate Checksum (MD5) menu option calculates the
MD5 cryptographic digest of the selected trace file and
presents it in a window. This value is remembered and will
be used later in tooltips and reports if applicable.

Edit

Edit ¥ & cut
EB Copy

Cut
The Cut menu option obtains a reference to the “to-be-cut”
trace file. When the Paste operation is invoked, the file is
copied to the “paste” location and removed from the original
location.

Copy
The Copy menu option obtains a reference to the “to-be-
copied” trace file. When the Paste operation is invoked, the file
is copied to the “paste” location and is NOT removed from the
original location.

Paste
The Paste menu option copies a previously Cut or Copied file
to the selected “paste” location.

Delete from Disk
The Delete from Disk menu option removes the selected
trace file from disk. The trace clip cannot be deleted if one or
more Views are currently applied to the trace clip.

Rename
The selected trace file can be renamed—in the panel and on
disk—using the Rename menu option.

With the Jobs Repository Folder Selected on a Remote Cascade Shark Appliance
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@ Refresh Selected
€3 New Folder

Jobs Repository
Folder

Refresh Selected
The Rescan Folder menu option rescans a folder for new trace
files and updates the status of those already added.

New Folder
The New Folder menu option creates a new folder in the
selected one. The user is asked to enter the name of the folder
to create.

With a Job Trace Selected on a Remote Cascade Shark Appliance

¥ .
ﬂLj Add Trace Clip

Job Trace

With a Job Trace selected, the options are as follows:

Paste
Paste a copied trace clip.

Add Trace Clip
The Add Trace Clip menu option brings up the Trace Clip time
selection panel.
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With a Trace Clip Selected on a Remote Cascade Shark Appliance

B Create View
Send to

#| Export from Probe

3| Calculate Checksum

Edit
Delete from Disk

ae

Rename

Trace Clip, Unlocked

Eff Create View

Send to

Export from Probe
4 Calculate Checksum
£ Unlock

Edit

Q Delete from Disk
o

Rename

Trace Clip, Locked

With a Trace Clip selected, the options are as follows:

Create View
The Create View menu option opens the “View Editor” where
you can build a custom view. The new view is saved to the
Custom folder of the View Library. It can now be applied to
other sources. See View Editor for details.

Send to
The Send to Wireshark menu option starts up Wireshark and
sends all traffic from the selected trace file there.

Send to ’ i Wireshark
Wireshark with Filter
@ AppTransaction Xpert
AppTransaction Xpert with Filter
B2 Fie
File with Filter
Wireshark

The Wireshark menu option starts up Wireshark and sends all
traffic from the selected trace file there.

Wireshark with Filter
The Wireshark with Filter menu option instructs Cascade Pilot
to start up Wireshark and send traffic that matches a user-
defined filter from the selected file to Wireshark. The filter is
specified using the Filter Dialog Box, which is explained in a
later section.

AppTransaction Xpert
The AppTransaction Xpert menu option starts up
AppTransaction Xpert and sends all traffic from the selected
trace file there.

AppTransaction Xpert with Filter
The AppTransaction Xpert with Filter menu option starts up
AppTransaction Xpert and instructs Cascade Pilot to send it
traffic that matches a user-defined filter applied to the selected
traffic. The filter is specified using the Filter Dialog Box.

File
The File menu option instructs Cascade Pilot to send all traffic
from the selected trace file to a user-specified trace file.

File with Filter
The File with Filter menu option instructs Cascade Pilot to send
traffic that matches a user-defined filter from the selected trace
file to a user-specified trace file. The filter is specified using the
filter dialog box, which appears first and is explained in a later
section.
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Lock, Unlock

By selecting the Lock menu option, the remote Cascade Shark
appliance will lock the clip on disk, ensuring that the packet
data is retained even as more traffic arrives on the system.
The Unlock option unlocks a locked trace clip.

Edit

{

Edit _Fost
& Copy

Cut
The Cut menu option obtains a reference to the “to-be-cut”
folder. When the Paste operation is invoked, the folder and its

contents are copied to the “paste” location and removed from
the original location.

Copy
The Copy menu option obtains a reference to the “to-be-copied”
folder. When the Paste operation is invoked, the folder is copied

to the “paste” location and is NOT removed from the original
location.

Paste
The Paste menu option copies a previously Cut or Copied file to
the selected “paste” location.
Delete from Disk

The Delete from Disk menu option removes the selected trace
clip. The trace clip cannot be deleted if one or more Views are
currently applied to the trace clip.

Rename

The selected trace file can be renamed using the Rename
menu option.

With a View Selected
The context menu for a view applied on a file is the same as the context menu of

view applied on a device. Please refer to “With a View Selected (Local System
and Cascade Shark Appliance)” in the Device Panel section.
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Multi-Segment and Merged Sources

If you have selected multiple capture files or trace clips, you can combine them to form multi-
segment or merged sources.

Multi-segment sources generally include information in the same time span from capture points in
different locations. A typical use for a multi-segment source is to follow packets through a network.

Merged sources generally include information from the same capture point at different points in
time. A typical use for a merged source is to combine sequential capture sessions to make a single
session.

Note: All of the capture files or trace clips used to make a multi-segment or
merged source must be located on a single Cascade Shark appliance or
on the local system.

The paragraphs below tell how to create multi-segment and merged sources. For a fuller
description of using multi-segment sources, refer to the section on Multi-Segment Analysis.

&/ create view Context Menus

Send to , With a single source selected, right-clicking the source displays the
95 Create Multi-Segment Source context menu shown in the preceding pages. (See With a Trace File
@ Create Merged Source Selected on Local System or With a Trace File Selected on a Remote
56 Add Microfiow Index Cascade Shark Appliance.)

1| Calculate Checksum

&1 Browse Containing Folder When you select two or more Trace Files or Trace Clips, two more

Edit , context menu items become active in addition to the ones described
% Remove from List previously:

lete from Disk .

? E_eEte !Dm o Create Multi-Segment Source

This option creates a multi-segment source from the selected sources.

File context menu The sources must be capture files or trace clips, not devices. And the
when two or more files/clips must all be stored on the same Cascade Shark appliance or
sources are selected on the Cascade Pilot console.
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—{Devices [_Files }———

w23 TraceClips -
o fix_just_ficpcap
< http.cap
< local system to web.pcap T
98 multi-segment ¥ @ No packets ﬁ‘
<*noon.cap|
<*|noon_filtered_for_ARP.pcap
<?/noon_filtered_for_IP_pcap
@ single_short_call_pietro_mar:
< test_http_mysql_2_filtered.pd

Create View
Send to ’

Create Multi-Segment Source

B
B
4 (1)
lil ...... @ Create Merged Source
&

Add Microflow Index

Start Search [ Calculate Checksum
-
b Eﬁiiﬁn"ﬁy Used &3 Browse Containing Folder
[s) Bandwidth Over Time (1s - 1d) Edit R
[2) Netwark Usage by Traffic Type (1
[Z] IP Conversations (1s - 1d) & Remove from List
2] Protocol Distribution - Bits (15 - 1
[3) Protocol Distribution - Bytes (1s - e
[¢) Protocol Distribution - Packets (1
- 3 Generic
< | 1 | » |

Delete from Disk
3| Rename

The resulting multi-segment source is listed in the Files panel. One of
the segments is designated as the primary segment and shown in
bold type. The primary segment is generally used when a single-
segment view is applied to the multi-segment source.

———— | Devices | _Files | ————,

<*|local system to web._pcap -
98 multi-segment # @ Review time skews

2 1:noon

= 2: noon_filtered_for_ARP

5 3 noon_filtered_for_IP
< noon.cap =
< noon_filtered_for_ARP.pcap
< noon_filtered_for_IP.pcap
¢ single_short_call_pietro_marcello.pcap
< test_http_mysqgl_2_fikkered.pcap -

< | 1n | »

Create Merged Source

This option creates a single merged source from the selected sources.
The sources must be capture files or trace clips, not devices. And the
files/clips must all be stored on the same Cascade Shark appliance or
on the local system.
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— Devices | _Files +—

™ | ocal System -
+ 21 Documents (0
o http.erf E
¥ 23 Downloads

% SIP_DTMF2.cap

@ (Test31.pcap
©lest32pcap | [§ Create View
|Test33.pcap.
(Test34.pcap) Send to ’
21 Lab-Trace-File

-t T i

4 I »

Create Multi-Segment Source

Create Merged Source

Add Microflow Index
Calculate Checksum

Start Search E

¢ Custom
& 21 Recently Used
[¢] Bandwidth Over Time
[s) Netwark Usage by Tr
[2) IP Conversations (1s
[2] Protocaol Distribution -
[3) Protocaol Distribution -
[¢] Protocaol Distribution -
1> &3 Generic

Browse Containing Folder

Edit y
Remove from List

Delete from Disk

Q@9 Loondyg

Rename

The resulting merged source is listed as “merged” in the Files menu.

r—|Devices Files Iﬁ

v ™ Local System
w3 Documents
< http_erf

v &1 Downloads
a'merged a

@ Testd1

@ Testd2

< Test33

o Test34

@ SIP_DTMF2.cap ~

4 (1L} »

>
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Views Panel

Custom —

View

Library n

| Metwaork Usage by Traffic Type

Cascade Pilot Reference Manual

1 Views |
Start Search
I % Custom
[> 23 Recently Used
[5} Bandwidth Over Time (1s - 1d

[&] IP Conversations (1= - 1d

I 3 Generic

1> & 802.11

I= & LAN and Metwork

I> & Bandwidth Usage

I> £ Talkers and Conversations
1> 3 Performance and Errors

1> £ User Activity

| © €3 Transaction Analysis

|5} Pratocol Distribution - Bits (1= - 1d
[£) Protocol Distribution - Bytes (1s - 1d
[£] Protocol Distribution - Packets (1s - 1d

[} [Network Usage by Traffic Type (1s - 1d

Views Library

+| Bandwidth Over Time

| Recently

" Used

Figure 39 Instance of a View

A Cascade Pilot View represents a specific set of
calculations that can be applied to both live and
off-line (trace files) sources. The calculations
associated with a View are called the View metrics.
These metrics are visually presented to the user in
terms of Charts. Graphical elements within a Chart
are selectable such as bars within a bar chart and
time intervals within a strip chart, etc.

Each view is depicted in the following format:

[Icon] [Name] ([Sampling Time] - [Data Retention Time])
For example, in Figure 39:

The Icon denotes the link type(s) of the source to
which the View applies, which in this case is:

| all link types
Other possible icons for the link type include:

“® wired Ethernet

"1"802.11 link type
The View’s name is “Bandwidth Over Time”

The Sampling Time is 1 second and so the
associated metric (average bandwidth over time)
is computed for every second.

The Data Retention Time is 1 day (1d), which
means that once a day’s worth of samples are
calculated, the oldest samples will be dropped as
new samples are calculated. This parameter is only
used for live sources. In the case of trace files, all of
the samples over the duration of the trace file are
retained.

These parameters can be changed, and multiple
instances of a view can exist with different
parameters by utilizing the custom views feature,
as explained below.

The Views panel above has four sections, which are
(from top to bottom):

Search Text Box
Custom Views
Recently Used
View Library
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Using Views
Views can be applied to one of the following:

e Devices, Trace Files, or Trace Clips
e Selections within Charts (also known as Drill Down)

Note: Not all Views can be applied to all devices, trace files, trace clips, or
selections, as they are not applicable in certain contexts. For instance, a
wired Ethernet device does not have signal to noise ratio of 802.11
channels.

Applying a View (Local or Remote Sources)

Views can be applied to a device, trace file, or trace clip in the following ways:

Double Clicking on a View
When double clicking on a view, it is applied to the currently selected device or file,
depending on which tab is open.

Pressing Enter on a View
Same as the double click previously described.

Dragging the View on to the Device, File, or Selection within a Chart

A view can be dragged on to any device or file, which opens the view on that source, similar

to the above.

Additionally, after performing a selection within a chart, a view can be dragged on to the

selection, and the view will be applied to the subset of data that is selected.

When a view is dragged onto a source or selection two different icons can be displayed on

the cursor:

@ e Figure 40 means the view metric can be applied to the source
Figure 40: Apply
Icon

M

Figure 41:Do Not e Figure 41 means that the view metric cannot be applied to the

Drill Down button in the Home Ribbon and Chart context menu option

Every chart has a “Drill Down” context menu option that lists the Custom, Recently Used,
and View Library. This option is enabled when a selection is made in the chart, and selecting
one of the views results in the view being applied to the subset of data selected. The drill-

down menu button works identically.
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Note: When drill down is applied to a live view, the new view shows results
from the time the view was applied. Also, drill down cannot be applied to
time selections in a live view. These limitations apply to the live
Interfaces only.

Applying a View with a Filter

It is possible to enable a filter when applying a view to limit the view to a subset of the original data.
When holding down the control key and applying a view either by pressing enter, or dragging and
dropping, a filter dialog box opens, enabling a filter to be specified. The Filter Dialog is explained
further below.

Note: Application of a View with a Filter does not apply to the drill down
operation. The reason for this is that the basis for the drill-down is the
visual selection within a Chart, which intrinsically represents a filtering
operation.

When a view is dragged onto a source with a filter two different icons can be displayed on
the cursor:

"= e Figure 42 means the view metric can be applied with filter to
the source

Figure 42: Apply

Icon e Figure 43 means that the view metric cannot be applied to

® the source.

Figure 43:Do Not
Apply Icon

Applying Views in Multi-Segment Contexts

Multi-segment views are contained in the Multi-Segment folder of the View Library. When a multi-
segment view is applied to a multi-segment source, all the linked sources are used to compute the
multi-segment metrics. Multi-segment views may not be applied to normal sources (single capture
files and trace clips).

Normal views—those that are not specifically multi-segment views—are not intended to be applied
to multi-segment sources. If a normal view is applied to a multi-segment source, the primary source
(marked in bold type in the source list) is processed.

If a Send to File/Wireshark action is requested on a multi-segment source, a dialog box appears and
allows you to select which capture points to send to File/Wireshark.
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Using Views with Application Metrics

Application metrics can be added to a capture job by enabling Indexing and DPI when the capture
job is added on a Shark. DPI, using LL7 Fingerprints, and System Applications, along with Layer 4
Mappings, identifies and tags applications in the captured traffic. Two new views have been added
to visualize and analyze this information:

o Network Usage by Application View

e View is supported on remote (Shark) live interfaces and offline sources (trace files and trace
clips).
o Traffic thatis not TCP or UDP, is shown using the Layer 3 or Layer 4 protocol name.

e  When multiple tags apply, tags are concatenated and separated by a space, for example,
HTTP Facebook.

e Drill-down from this view is not supported.
o Network Usage Analysis View
e A comprehensive, interactive view to analyze traffic based on

e Applications
e Port groups
e Port names

e Supported on remote (Shark) offline sources (trace files and trace clips), as are all
interactive views.

e Begin by selecting an application of interest (Chart 1), then select an IP conversation (Chart
2). Chart3 lists TCP Connections or UPD Flows.

e Drill-down supported from the last chart only (Chart 3).

Pilot does not support DPI, so these two views cannot be used on local sources (online or offline).
Port names, port groups, Layer 4 Mappings and L7 Fingerprints can be copied from a Shark, for use
on local sources. See “With a Cascade Shark appliance Selected” in “Context Menus in the Devices
Panel” for details.

View Library

The View Library is the main repository of all the views available in Cascade Pilot.

Views are divided into folders that are, in some cases, further subdivided.

Context Menus

The view library has two types of context menus. They are triggered when right clicking on either of
the following:

e Folder
e View
Folder
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# 1L Apply as a Report

ﬂ; Copy ko Cuskom

View Library
Folder
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The context menu for a folder in the view library section has the following
options:
Apply
The Apply menu option applies all the views in the currently
selected folder to the selected device or file in the Devices and Files

panel.

Apply with Filter
The Apply with Filter menu option applies all the views in the
currently selected folder to the selected device or file in the Devices
and Files panel with a specified filter. The Filter Dialog (described
later) pops up when this option is selected.

Apply as a Report

The Apply as a Report menu option automatically creates a report
with the “All Views” option as all the views in the currently selected

folder applied to file selected in the Files panel. This menu option is
disabled when a device is selected.

Copy to Custom

The Copy to Custom menu option copies the currently selected
folder to the Custom folder (described later).
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S
2

Apply

Apply with Filter

PO

*| Apply as a Report
Sampling Time »

Data Retention Time  »

& & &b

Copy to Custom

View Library View

@ Apply

Sampling Time

G

Apply
L app

Data Retention
Time

Tooltips

The context menu for a view in the view library section has the following
options:

Apply
The Apply menu option applies the selected view to the selected
device or file in the Devices and Files panel.

Apply with Filter
The Apply with Filter menu option applies the selected view to the
selected device or file in the Devices and Files panel with a
specified filter. The Filter Dialog (described later) pops up when
this option is selected.

Apply as a Report
The Apply as a Report menu option automatically creates a report
with the “All Views” option to the selection view applied to the file
selected in the Files panel. Apply as a Report cannot be applied to
a live interface.

Sampling Time
The Sampling Time menu option specifies the time granularity of
the calculation for the corresponding View metric. The view
calculations and time control options are performed with a
specific time sampling interval, which typically defaults to one
second. This context menu enables changing this interval, and the
selected value is shown at the end of the textual representation of
the view in the Views Library (along with the Data Retention Time
value, described next).

Data Retention Time
The Data Retention Time value specifies the time period for the
View metric history that is retained for a View applied to a live
source. Once the Data Retention Time is reached, the oldest
metrics are discarded as new sample points are calculated. The
Data Retention time has no effect on the duration of the View
metrics retained for trace files, since the complete View metric
history over the duration of the trace file is retained.

Copy to Custom
The Copy to Custom menu option copies all the views in the
currently selected folder to the Custom section (described later).

Tooltips are enabled for each of the views, and display a summary of the calculated view metrics

and the various charts that comprise the view. They are made visible by hovering over the icon for a

view or folder.
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Recently Used

The Recently Used folder contains the five most recently used views. The Recently Used folder is
not shown when the folder is empty, as is the case when Cascade Pilot is started.

Context Menus

The Recently Used section has two types of context menus. They are triggered by right clicking on
either of the following:

e Recently Used Folder
e View within the Recently Used Folder

Recently Used Folder
@ Apply The context menu for a folder in the recently used section has the
following options:
e Apply with Filter
it Apply
% Apply as a Report . . . .
The Apply menu option applies all the views in the recently used
Recently Used Folder folder to the selected device or file in the Devices and Files

panel.

Apply with Filter
The Apply with Filter menu option applies all the views in the
recently used folder to the selected device or file in the Devices
and Files panel with a specified filter. The filter dialog
(described later) pops up when this option is selected.

Apply as a Report
The Apply as a Report menu option will automatically create a
report with the “All Views” option as all the views in the recently
used folder applied to the file selected in the Files panel. Apply
as a Report cannot be applied to a device.

The context menus for Views within the Recently Used Folder are
identical to those when applied to Views in the View Library.

Custom Views

Custom Views are the views in the views library that have been saved with different settings. At the
view level, the chart window positions and sizes are saved. At the chart level it varies. In the
description of the charts it is noted whether the option is saved or not in a custom view.

Context Menus

The Custom section has two types of context menus. They are triggered when right clicking on
either of the following:

e Folder (including the root “Custom” folder with the star icon)
e View
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Custom Folder

Apply
Apply with Filker

Apply as a Report

Create Subfolder

VE 0@

Clear Custaom

Custom Folder

The context menu for the Custom folder has the following options:

Apply
The Apply menu option applies all the views in the selected folder
in the custom section to the selected device or file in the Devices

and Files panel.

Apply with Filter
The Apply with Filter menu option applies all the views in the
selected folder in the custom section to the selected device or file
in the Devices and Files panel with a specified filter. The filter
dialog (described later) pops up when this option is selected.

Apply as a Report
The Apply as a Report menu option automatically creates a report
with the “All Views” option as all the views in the selected folder
in the custom section applied to the file selected in the Files
panel. The Apply as a Report menu option cannot be applied to a
device.

Create Subfolder
The Create Subfolder opens a dialog that prompts for the name of
a to-be created subfolder in the custom section.

Clear Custom
The Clear Custom menu option removes the references to all of
the views in the selected folder in the custom section.
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[-'older within the Custom Folder

@ Apply
@_ Apply with Filter

Apply as a Report
Create Subfolder
Clear Folder

Rename

ROVE =

Delete

Custom Folder

The context menu for a folder within the Custom folder has the following
options:

Apply
The Apply menu option applies all the views in the selected folder
in the custom section to the selected device or file in the Devices
and Files panel.

Apply with Filter
The Apply with Filter menu option applies all the views in the
selected folder in the custom section to the selected device or file
in the Devices and Files panel with a specified filter. The filter
dialog (described later) pops up when this option is selected.

Apply as a Report
The Apply as a Report menu option automatically creates a report
with the “All Views” option as all the views in the selected folder in
the custom section applied to the file selected in the Files panel.
The Apply as a Report menu option cannot be applied to a device.

Create Subfolder
The Create Subfolder opens a dialog that prompts for the name of a
to-be created subfolder in the custom section.

Clear Folder

The Clear Custom menu option removes the references to all of the
views and sub folders in the selected folder in the custom section.

Rename

The Rename menu option prompts for the new name for the
folder.

Delete

The Delete menu option will delete the folder and all of its
contents.
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View within Custom Folder (or Sub Folder)

Q ooy The context menu for a view in the Custom section has the following
@- Apply with Filter OptlonS:
%1k Apply as a Report Apply
o The Apply menu option applies the selected view to the
Sampling Time »

selected device or file in the Devices and Files panel.
Data Retention Time  »

Apply with Filter

The Apply with Filter menu option applies the selected view
Duplicate to the selected device or file in the Devices and Files panel
with a specified filter. The filter dialog (described later) pops
up when this option is selected.

User Filter b

Rename

ROTTB

Delete

Apply as a Report

Custom View The Apply as a Report menu option automatically creates a

report with the “Current View” option as the selected view

for the file selected in the Files panel. The Apply as a Report
menu option cannot be applied to a device.

Sampling Time
As described above, this context menu option enables
modification of the underlying sampling time used in the
view calculations.

g A""I'” . Data Retention Time

ot ::IRr As described above, this context menu option enables

B srpingrme > modification of the duration that data is retained for a live

£ oetsretentionTime » view.

fuli— e User Filter

) ouptese % :: The User Filter menu option applies a permanent filter to the

g Z.W ’— view so that it does not need to be specified each time.
Clicking on Set brings up the Filter Dialog, which is described

User Filter below. After a filter is set, the menu options of Modify and
Remove are enabled, and their functions are self-
explanatory.
Duplicate

The Duplicate menu option duplicates the reference to a
view so that different options can be saved for a view.

Rename
The Rename menu option allows the view to be renamed.

Delete
The Delete menu option deletes the selected view in the
Custom section. All settings for the custom view are lost.
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Search Text Box

The Search Box is used to locate Views for specific purposes.
Voip [~ For example, if VoIP is entered, the search will find all of the
| Search View Name Views that have “VoIP” in either the View Name or the View
= Search Description Description. The drop-down check box also allows searches
IS‘Zﬁ“thO“ﬁln TS over the Chart Notes of all the charts that are part of a View.
naexe n
: The Search box is a convenient way to find the View that you

View Panel Search are looking for. In a sense, it provides an alternative way of
organizing the View Library.

— D]"i“ Down Ch i ‘OBandwirlhDvef'ﬁm‘Q ¥ Network Usage by Port Group | © ¢ IP Conversations 4 b [
O a Filtors (Nonc) ¥]
¥ & hitp.cap [Bits per Second (Bytes per Second ar
a0 8/22 12:02:36 12:02:42 'BIB
1.60M
wversations (| 1.40M
2 single bar selection on the T 5 s
ST T @ 4 oom
|| {=
= E—erre T osm
Vi 0.60M
ews
- - L 0.40M
Start Sasrch §= 0.20M \
& ¥ Custom o T 612s
D-QHEWH(\VUSW 12:02118 12:02:28 12:02:38
[5) Bandwidth Over Time (1s - 1] Notes 2|
[5) Network Usage by Port (1= - 1d) i
[£) Network Usage by Port Group (1s - 1d) Packets per Second ar
[5) Network Usage by Application (1= - Tw) R ——
1) Network Usage Analysis (1s - 1d) 250.00 WPackets
[5) IP Conversations (1s - 1d)
2] Protocol Distribution (15 - Tmonth) 00
> ) Generic g =
v Ga 80211 z
© € LAN and Network S 10000
|- €23 (Bandwidth Usage F
1> £ Talkers and Conversations 50.00
1 €3 Ferformance and Errors ~ 0 SN S N
1+ 3 User Activity ¢ 50'ms
[‘-ihTransacUun Analysis 12:02:118 12:02:28 12:02:38
© €33 Multi-Segment Analysis (MS4) hotes 2|
‘ n v ||[ Current Selection: 8/22/2007 12:02:18 - 12:02:44 (26 5) @ 1 sec - Total Window. 82212007 12:02:18 - 12.02.44 £
Bandwidth Over Time on http.cap at9:25AM  ~ Selected Chart: Bits per Second o
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Interactive Views

As discussed previously, one of the most powerful features of Cascade Pilot is Drill-down, which
enables a user to select a subset of the data in one view and apply a second view for an alternative
metric or more details about the selected data, and perhaps a third or fourth view for additional
details. This chain can then be converted into an Interactive View, which means that as the user
changes selections in the first view(s), the subsequent views are automatically updated.

In the following example, a Bandwidth Over Time view is applied to the trace file http.cap, a time
selection in the strip chart is used to drill-down using the Network Usage by Port Group view, and
finally, the Web bar is selected to drill-down with the IP Conversations view.

Drill-down chain

—] Dri” Down Chain @ Bandwidth Over Time | €3 7 Network Usage by Port Group | €3 ¢ IP Conversations 4 b [
Filters (None) ¥]
¥ < hitp.cap Bits per Second 'Bytes per Second b
I3 idth Over Time (325 -
| o 8/22 12:02:36 12:02:42 e
1.60M
1.40M
g 1.20M
TSSO e ©  pom
o— s : | [& osom
Views | 0.60M
iews
0.40M
Start Search e 0.20M \
> ¥ Custom o g12= o
& Recently Used 12:02:18 12:02:28 12:02:38
2] Banduwidth Over Time (1= — NE
[) Network Usage by Port ( H
5] Network Usage by Port Group Packets per Second b
- P
[5) Network Usags by Application 8/22 12:02:22.740 12:02:22.800 =
) Network Usage Analysis (15 - 1d) 250.00 Rackss

[} IP Conversations (1s - 1d)

[2) Protocol Distribution (1s - Tmonth)
1> 3 Generic
o G 80211
> 23 LAN and Network oo

1> 33 (Bandwidth Usage
1> @3 Talkers and Conversations 50.00
I» €3 Performance and Errors ~

200.00

150.00

Packets/s

1> 3 User Activity o S0 e

> € Transaction Analysis 12:02:18 12:02:28 12:02:38

» €3 Multi-Segment Analysis (MSA) Notes 2

< I | v ||| Current Selection: £/22/2007 12.02:18 - 12:02:44 (26 5) @ 1 sec - Total Window: 822/2007 12:02:18 - 12:02:44 % |
Bandwidth Over Time on http.cap at 9:25 AM  ~ Selected Chart: Bits per Second (5]
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To create an Interactive View, right-click the last drill-down view in the chain (IP Conversations in
this example) and choose Create Interactive View. A new Interactive View is generated with the
selected charts from the views in the drill-down chain.

< fix_just_fix pcap .‘
v hiip.cap
v [7) Bandwidth Over Time (3:25 AM) (15 - 1) EI

[ﬂ |P Conversations (5:30 AM) (1 - 1d)

a single bar sel "E.T:‘H é\ts Single Bar Chart

) Interactive View (10:14 AM) (1s-1d)|

3 lnezl suptam to wah nean

Start Search
b S Custom
1+ £ Recently Used
[£) Bandwidth Over Time (1 - 1d)
[2) Metwork Usage by Port (15 - 1¢)
[3) Network Usage by Port Group (1s - 1d)
[3) Network Usage by Application (1s - 1)
) Network Usage Analysis (s - 1d)
[5] IP Conversations (1s - 1¢)
[§) Protocol Distribution (1s - Tmenth)
1+ £ Generic
b Eg 80211
1> &3 LAN and Network
» € Banduidh Usage)
1> 23 Talkers and Conversations
1> 123 Performance and Errors
1 3 User Activity
1> 23 Transaction Analysis
1+ £ Multi-Segment Anzlysis (MSA)

a I | '

| Current Selection: 872/2007 1202:18 - 12.02:44 (26 5) @ 1 sec - Total Window: 822/2007 12.02:18 - 12.02.44

\@" bwidth Over Time | € 7 Network Usage by Port Group | ?|Pcmmam|olmm 4b
1 Yandwicth Over Time qb
5 - - " Bit:
A selection in this chart will NS
load the chart 2
- 1:00M
T 08
0.60M
0.40M
0.20M
0 —— AN
12:02:18 12:02:28 12:02:38
NE %
2 ietwork Usage by Port Group q lB‘ Conversations qp
A selectionin this chart
will load the chart 3
[
=
% 2.25M
g Make 2 selecion in Network Usage by Port G
- T e gke @ selection in Network Lisage Dy rol roup
39.45K 12.40K 816
& F &
&
Nﬂﬁ & Notes &
3

Interactive View on http.cap at 10:14 AM  ~  Selected Chart: Bits per Second

Cascade Pilot Reference Manual

Steps for drilling down

132




The numbers in the chart titles, arrows and instructions illustrate how to enable each chart. Once a
time range has been selected in the Bandwidth Over Time chart, the selection result is applied to
the Network Usage by Port Group chart for the time range selected in the first chart. A further
selection in the Network Usage by Port Group chart shows the IP conversations ring, constrained to
the time selection in the first chart and the port group selected in the second chart.

Devices Files | ‘Q Qver Time | € ¢ Network Usage by Port Group | €3 $7 IP Conversations ‘Q Interactive View 4 b

@ fic_just fixpeap i |1 Bandwidth Over Time 4 b
v & htipcap
w [§) Bandwidth Over Time (3:25 AM) (1 - 1d) - ! N 8122 12:02:36 12:02:42 Wit
 [5] Metwork Usage by Port Group (322 A1) (1 - 1) 3 The time range is apphed to
 time selection on the "Bil Strip Chart
[3) IP Conversations (3:30 AlM) (1s - 1d) 1
* a single bar n the “Total Bits™ Single Bar Chart ) the data Shown In chart 2
[Interactive Vi M) (1s - 1d] = -
Ag‘l Ier .ve. iew ) ( )] J B
0.60M
i 0.40M
Start Search [§l=] e /\ . \ -
& T Custom 12:02:18 12:02:28 120238
> &2 Recently Used Not 2
e

[5) Bandwidth Over Time (s - 1d)

[5) Network Uszge by Port (1s - 1d) |2 Network Usage by Port Group 4 b |3 v conversations Qb
The selected bar
introduced a further

[3) Network Usage by Port Group (
[3) Network Usage by Application
) Network Usage Analysis (1= - 14)
[5) IP Conversations (1= - 1d)
[§) Protocol Distribution (1s - Tmenth)
> &3 Generic
> & 802.11
1> €3 LAM and Network
 €2Bandwidih Usage
> ) Talkers and Conversations a
1> ©3 Performance and Errors 2%
1> €3 User Activity
1> & Transaction Analysis
- € Multi-Segment Analysis (MSA) Notes P

63-147-82-80.dia static.qwest.net

End Paint Bytes
[~ 421.45K

®

" 38,76K
142K

/7214265104

207.68.178.61.,

Conversation Bytes

s HE
i resultsin time

Total Bits

selection for chart 3

range and bar selectionin
the previous charts

< 1 ] » ‘Current Selection: 8/22/2007 12:02:18 - 12:02:44 (26 5) @ 1 sec - Tolal Window: 8/22/2007 12:02:18 - 12:02:44 #

Interactive View on http.cap at 10:14 AM  ~  Selected Chart: Total Bits
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Regular Views, Fast Views, and Forbidden Views

When some Views are applied to Sources that have associated Microflow Indexing Data, they can
make use of the index to run very quickly, even on large data sets. When a source is selected, the
icons for the Views change to indicate whether they run as regular views (no lightning icon), fast
views (lightning icon), or forbidden (red “X”). The forbidden views are those that cannot be run
with the Microflow Indexing data alone. The ordinary views are those that cannot be run with the
Microflow Indexing data alone, but the actual packets are available for the View calculation.

[ TrendingForManual & 0529 7:24 -

[ﬁ{Syn{:hmnnusF{:rManual @ 6:51-10:1

g Files Shared with Administrators
I> 2 My Files
A normaluser Home Folder

l |

[ﬁ'SynchronousForManual Q 5:55- 10

[ﬁ‘lTrendingForManuaI Q 05/29 7:34 -

3 Files Shared with Administrators
[> & My Files
A normaluser Home Folder

- - \
Start Search

5 Custom
[> £ Recently Used
[§ Bandwidth Over Time (1s - 1d)
L;'} Metwork Usage by Traffic Type (1=- 14)
[g} IP Conversations (1= - 1d)
[§ Protocol Distribution - Bits (15 - 1d)
[§ Protocol Distribution - Bytes (1s - 1d)
[§ Protocol Distribution - Packets (1s - 1d)
¥ (o Generic
|§ Capture Summary (1s - 1d)
[4) Frame Size Distribution (1s - 1d)
[{) Frame Size Over Time (1= - 1d)

Fast Views
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% Custom
[» 23 Recently Used
[§ Bandwidth Over Time (1s - 1d)
L_g} Metwork Usage by Traffic Type (1s - 1d)
[§ IP Conversations (1s - 1d)
[§ Protocel Distribution - Bits (15 - 1d)
[§ Protocol Distribution - Bytes (1= - 1d)
[& Protocol Distribution - Packets (1= - 1d)
w . Generic
i__.ﬁ Capture Summary (1s - 1d)
|@ Frame Size Distribution (1= - 1d)
[@ Frame Size Over Time (1= - 1d)

Disallowed Views
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View Editor

In addition to applying standard views from the View Library, you can use the View Editor to edit
an existing view or to create your own view. When you have the view you want, you can use it as
you would any other view—drill down, create reports, and so on. In addition, you can save the view
and apply it to other sources in the same way as any of the standard views.

The General Approach

A quick example will give a general idea of how the View Editor works. This example shows how to
create a view of IP protocol activity over time.

1. Selecta source from the Files panel.

@‘d'a’sié % @B ) Cascade Pilot =
i | TimeConlrol VWatches/Evenis  Reparting  Remote

,,?,w@ 425:?::?'?’% 8. @ U
race [ J amm |' ilnm Cony
|_|!’E.&l¢__lﬂluﬁ mm_" Mew L

v % | ocal System

v & Documents
< hitp.erf

b G Downloads

w 3 TraceClips

< fix_just_fix pcap

< htip.cap

Click to select source.

w g Wire Level
4 Wire Bandwidth Over Time (15 - 1d)
= Ethernet Protocol Overhead (1s - 1d)

1 G MicroBurst

oGP

43 TCP- UDP E

[5] TCP Bandwidth Over Time by Direction (15 - 1d)

[3} TCP v=. UDP Bandwidth (1= - 14) - Filter TCP or
[3) TCP/UDP Payload Bandwidth Over Time (15 - 1c
v g Web

[3) (wleb Bandwidth Over Time jlu lg] Flihu'Web
‘ﬁ ol Pl b il P PRk CLP Y
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2. Create a new view by clicking View > Create in the Home ribbon.

@& G c@Eb D) Cascade Pilot

]Hm]rmwm&mmm
a Q @ [ | % Save
R ‘c'a::;:f:n%_ B~ @OBeU
Channels Decryption | Create Sendto  Send  Send  Drill Down Copy

(3 Getting Started . Detach || Wireshark to ATX to File
Vfireless N _ Selection

& hitp.erf
1> &3 Downloads
w 2 TraceClips
< fix_just_fix.pcap
< hitp.cap
< local system to web.pcap
”rm.lﬁﬂeg‘nent ¥

< noon.cap) . .
@ noon_fltered_for_ARP.pcap Click to create new view.
< noon_filtered_for_IP pcap

20 F—— ,

| Start Search e

w 3 \nfire Level
w4 \sfire Bandwidth Over Time (1= - 1d)
w4 Ethernet Protocol Overhead (1= - 1d)

1> &3 MicroBurst

> &g IP

¥ £ TCP - UDP
[3) TCP Bandwidth Over Time by Direction (1= - 1d)
[3) TCPvs. UDP Bandwidth (1s - 1d) - Filter: TCF o1
[z} TCPIUDP Fayload Bandwidth Over Time (1 - 1c

v 3 Web
12) rdeb Bandwidth Over Time (15 - 19) - Filter: Weh _
BN Nafol Pom Il P ALI—oa 13la 4o 4 Ml

< [ ’

« Filters

¢ Events
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The View Editor appears.

e BgsEB ) Cascade Pilot x |
[ Home | Time Contrel  Watches/Events Remote _ o
Qo ¥ @=T R > Bim @02 Q0
MdTram @ e Lt : QCquMTah Channels Duﬂrﬂon: Create o, Send  Send DrillDown Copy
Gﬁmsmad N > M Detsch | Witeshak 0 ATX foFile . i
|—| S [Genenal | View | Selection
View Editor Iljol'"nim a0 [» Fields.
[ Enter viewtite @Eﬂ v Start Search 19
' o ab b & am
[Docuuuiun - [ o G cifs
A
[ Chors Lda || § v & dhep
i o & dns
Ot Il V| r G
Strip chart [= | b G generic
g r-&?vm
e - o
Dimensions % 33 4 «E o g mac
Jg 1 G message
m & G multi_segment
; Drag fields to initialize the chart 5| o @ pooip
Dirag dimensions here St
oGt
1+ & sip
Mevics (3 1§ % :g:
i L rSudp
Drag metrics here - ng
-3
\ b €3 wian_link
1 &3 wian
Properties * | » Gy Wireshark
[New View] onnoon.capat 1:27 PM_ ~ ¢ rt: Chart ' 7
View Editor View Fields
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3. Draga field to the Dimensions panel. For this example, the field is ip.protocol_name. Open the
IP folder in the Fields panel, scroll down to find the protocol_name field, and drag the field to

the Dimensions panel.

\
\
\
\
\
1
s A
8
o0
A (
A [
I ||
I
I
I
I
1
1
:
@:

‘_‘_ prmmul name Fro

@ Y saB ) Cascade Pilot =
| Home | TimeControl \stches/Events Reporting  Remote (4]
£3Add Folder @ Update Sources | (=) Qi Sane
A =y
& Clear List @ Close All Tabs 43 Restore :
Add TraDe Probes Search Channels Decryption || Create Sendto  Send Send Drill Dewn Copy
. (3 Getting Started . .  #Detach \ireshak to ATX toFile o .
Trace Files Remote General niireless View Selection
View Editor |Q [Mew View] 41 | *» Fields
Enter view title [E= (_ ) | m
Chart q B -
@
{Docm'ﬂﬂim ¥ ]
0
Charss | 2 b
{ E E lower_f tn upper by'tﬁ Lo
Chart E Numbe om
: ¥ n lower_f tu uppeu)ackeis Lo
Strip chart =] Numbe from loy
nﬂm Fi
= = mm -
Dimensions 7 (3 Iy *g- Mumber of |
,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,, - — o ﬁ prmonul Pro

—J A
____________________________________ '
7]
p]
g e e ' 2
i ! -
: Drag metrics here H <
L |
dDmam
i S ﬁfi, src_s
Properties ‘ e In
ﬁfi, src_| mtema\
IF ad
Updated bloke= 3 G sre_internsl_only | -
[ * 4 11
[New View] on noon.cap at 1:27 PM  ~  Selected Chart: Chart
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4. Drag a field to the Metrics panel. For this example, the field is ip.bits. Open the IP folder in the
Fields panel, scroll down to find the bits field, and drag the field to the Metrics panel.

@S| i) Cascade Pilot - = x
| Home | TimeControl Walches/Evenis Reporting  Remote Q
Bow= @ 40 R » B OB QO
& Clear List Q Close All Tabs ) Restore
Add Trace Probes Search Channels Decryption | Create Sendto  Send Send Drll Down Copy
File . (3 Getting Started . . . % Detach || Vireshark 1o ATX to File . .
TraceFiles Remote General \niireless View Selection
View Editor | © [New Vies] 41 | » Fields
Enter viewtitle =0 ) ¥] Start Search m
| © Chart ar 1 €3 dhep T
[Docl.rﬂﬂim ¥ I- g dns
o | G fix
=3 ] 5 | Qgerere
IC | 1~ &g http
Chat lz' F | v S@icmp
Strip chart =] v&3ip
{Fldl‘h Clear | L
Dimensions - E ﬁ

‘ & Events

ﬁ address_internal_only
Source or De

1
i
i
i Drag fields to initialize the chart
i
'
'
1
i

____________________________________ H ___——------—-____

—— _——
Metrics sn - =
v

ﬁhitﬁlFE,a
Bit count o

i
‘ & Fialdf’

!

[ &

[New View] on noon.cap at 1:27 PM  ~ Selected Chart: Chart
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5. Click Update to display the view.

@-,G B <s@EB ) Caseade Pilot - = x
| Home | TimeControl \etches/Events Reporting  Remote @
P o e R @ o 0BG O
A Clear List ﬁ Close All Tabs B 3 Restore }
Add Ti Probes Search . Channels Decryption || Create Sendto  Send Send Drill Down Copy
File . (3 Getting Started . . . & Detach Vireshakk 1o ATX to File . .
| Trace Files | Remote || Genersl | ireless | View | Selection |
View Editor ©Q [New View] ", 41 | » Fields
Enter view tile =t &l Slart Search Eﬂ
© Chart™, 4p » & dns ~
{Dm:mlaﬂim ¥ ] 1 G fixe
o | Sl generic
= =] £ lam
- | - Gy icmp
Chart -
¥ | v
Strip chart =]
ation s
[F-euh } 1
. o
D P S S ource or D
Protocol £ z § acdress_internal_only Lo
Source or Des
=
Chart needs to be updated to load data jlas §- address_local Lo
Metrics @ ﬁ ]
IP Bits overtime 0 Mo default Time Avg Izl @ i
<
?_ clientserver_application |
TCP port converted into a traffic type s
Properties *® }
untry Based
| Updale | Dore: hotes Direction of
[ # 1 [l 3
[New View] on noon.cap aimPM ~  Selected Chart: Chart

Click to display view.
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The view appears.

e B¥suB @) Cascade Pilot x
“ | Home | TimeControl  WicheaEverts (<}
CaAddFolder | @Upusum % Save A
o T Pl || ‘ O Cose Al Tatn (i\ﬁ Dzon @ |E E E.wm D
i S 03 Geting Started _I . o || ;m | Vicehatk GAX Brde e
[ |LmJ Genenal ] Vireless || View 1 Selection
View Editor ll]ﬁ [New View] 40 | » Fields
| Enter viewtitle ||| Filers (None) *] Stert Search m
¢ B 3 ab - G dns -
[Dm ¥ [ o 1 G fix
5 | v generic
[cum ] Fg é » &2 hitp
= i o & icmp
Chat = F|r@ie
Strip chart [=] 6.00M — L=
Fields CEa 1] — |
0 roN 2
Prtacd) g 4.00M — - El
.I“‘ 3.00M — | 1 :
Metrics @ ﬁ 2.00M %
IPBtsovertime [ Nodefault  TimeAvg [=) [@8] £
<
Properties 2 | 0 - S
12:28:01 12:30:01 12:32:01 12:34:01
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6. Give the view a name.

Name the view.

[New View) onnoon.cap st 1:27PM_~ Selected Chart:Chart

eGY¥YsEER Cascade Pilot x
| Home | Time Contral Events Reporing _ Remole @
@ QAddFoder & @ Update Sources
e % O [ el
s Trace ¥ Clearlist | € Close All Tabs
File
TraceFiles: 2| Genesal | |
Enter view il *] Start Search 7]
A:b o 3 dns -
[Doclnﬂim 1 g fix
@ | Sl generic
[(:hm § o G http
| 1+ & iemp
Chart !
¥ | @i
Strip chart =
.M
Dimensiors 7 @3
Protocol
Metrics @3 n
IPBtsovertime [ Nodefault  TimeAvg [=) [@8]
1.00M
Properties = | ) : sima
12:28:01 12:30:01 12:32:01 12:34:01
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7. Save the view by clicking View > Save in the Home ribbon.

Click to save view.

",é Y sEl i) Casca fl#Pilor x
| Home | TimeContrdl WaichesEvents Reporiing  Remote <
Srfoie| |y Queimsnma, | R g (D 2T g0 N R 0
Add Trace B oo List Probes Seucll QCqu_MTah Channels Decryption || Create I Sand :‘i:nd Send  DrillDown Copy
File _ . (3 Getting Started ~ o ‘ + ML Detnch | Wirsshak 1o ATX o File - i
Trace Files || Remote || _General | Wireless J View | Selection
View Editor Iréi'lﬁ'um;ﬁi-, 1t | » Fields
1P protocol overtime [ Flter (None) ¥] Stort Search @
-[ : [ (@ Chan i o &g arp
Documentation ¥ = 1 & cifs
Cw o | > @it
[CM M” T.00m é © g dhep
| v & dns
e 2 V| r G
Strip chart [=l £.00M | b G generic
o hitp
=T
- || . p et
Dimensions ¥ &3 ﬁ :g - ) mac
Protocol 3 4.00M E’ :gm{mw
§ =] & & pesip
.[& s =10
. =14
o &3 sip
Metrics @3 ﬁ 2.00M — % :g:
IPBtsovertie [ Nodefault |Time Avg [z] [88] £ v
o b@vop
1.00M — = g vidan
t & wian_link
> taal wian
Propesties x| s — :
12:28:01 12:30:01 IZ:G‘?:GI 12:34:01 R hmm’u‘k
==
Py over time on noon.cap 3t 2:28 PM  ~  Selec
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The new view is saved to the Custom folder of the View Library. It can now be applied to

other sources.

2.00M

1.00M

o
12:28:01

12:30:01 123201 123401

eH¥suBB Cascade Pilot = =
@ G Add Folder @ & @ Update Sources (Pe =N & Save @ @ E& @ D
& Clear List € Close All Tabs CiReston i
Add Trace Probes Search 3 Channels Decryption | Create Sendto  Send Send Drill Down Copy
File . (3 Getting Started . & » ML Detsch | Wireshakk 10 ATX to File " b
Trace Files Remote || General \ireless | View Selection
. e = = sl
v % Local System o [ miw ¥ |
v &3 Documents
< hitpert £ @ i ='T°:PP
- & Downloads L S Wuo?
w @ TraceClips g
& fix_just_fix peap &
<> hitp.cap 6.00M 7
< local system to web.pcap et
S8 multi-segment ¥
¥ G* noon.cap B.00M
[£) 1P protoccd aver time (234 PM) (15 - 1d) |
o noon_filtered_for_ARP pcap a ‘E
L s 4.00M 5
2 <
@
3.00M —

New view is ready to be applied.

A detailed explanation of the View Editor follows.
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Activating the View Editor

You can activate the View Editor in any of the following ways:

e Select a source from the Files panel, then click the Create button in the View section of the
Home ribbon.

Ty e O NN
_,‘JJ]J.'.-Ii — 22— = TR BB @ S
\_/ Home Time Control  Watches/Events i Remote
Reporting
£33 Add Folder @ Update Sources -

& Clear List ﬁ Close All Tabs
Md Trace Cha'nels Decryﬂmn Create
File Ea Getting Started
Trace Files I*

Devices | Files |
v ™ | ocal System
w3 mike
g multi-segment ¥ Q Time skews unchanged
w 3 Sample capture files
< fix_just_fix.pcap
< hitp.cap
< local system to web.pcap

Gsingle Nort_call_pietro_marcello.pcap

sarsern N [EI

1. Select a source. 2. Click to create a view.
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< Test32.pcap
@ Test33.pcap
< Test34.pcap |
¥ &3 TraceClips ‘E‘
< fix_just_fix.pcap e
< http.cap
< local system to web_pcap
@ multi-segmgnt 3

»

Right-click a source in the Files panel and select Create View in the context menu.

1. Right-click a source.

<*noon.cag
< noon_filtered_for_ARP p

11

Create View

< Send to

==

Start Search

w 5% Mostom

|

A
\ 2. Click to create a view.

3| Create Multi-Segment Source
:'-53 Create Merged Source

" Microflow ™

Right-click a view that has been applied to a source in the Files panel and select Edit. The

view may be a standard view that was supplied with the Cascade Pilot software or a custom
view that you created. Note that all charts in the view must be of a type supported by the

View Editor (strip charts, bar charts,

—{ Devices | Files |——
< Test32. pcap o~
< Test33.pcap
< Test34 pcap

v @3 TraceClips
< fix_just_fix pcap
< http.cap
< local system to web.pcap

m

¥ < noon.cap

pie charts, or grids).

1. Right-click an applied view.

%8 multi-segment ¥ /

[s)[Bandwidth Over Time
- —
4 11}

 Veer Vet
Start Search 14
- A ~ystom | %L Attach
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r'@ Generate Report

A f{l Create Interactive View
|

——

= 2. Click to edit.
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The View Editor Interface

The View Editor interface consists of a central View window, the View Editor panel on the left, and
the Fields panel on the right. These are explained in detail below. To create a view you drag fields
from the Fields panel to the Dimensions and Metrics panels in the View Editor, set other
parameters as appropriate, and update the View window.

View Editor View Fields panel
Documentation  Dimensions panel Folders
Chart settings Metrics panel Field
Sascade Pilot i = = x
Reporting  Remote [ ﬂ
() Update Sources @ @_ @ E ( g i}
€3 Close Ml Tabs
rch . Channels Decryption Sendto  Send Send  Drill Down
(3 Getting Started . \ireshartk 1o ATX to File .
General nfireless Selection I
& IP protocol aver fime | O [New View] ) 4 I l
Filters (None) g ¥
[© Chan 4 2
¥
] @ i W aol il
& dh "
Add ] 4.50M .’DN? g
ghﬂp E (=
|Z| so0m 'hitps ? Absolute packet n
El : Mimaps 3 absolute_time T
W jabber-client Timestamp of the packe
3.50M Emn—ml—dw n absolute_time_seconds T 3
(Cler] | g::lv;;;i;?ger Timestamp of the packet fin seconds
i Yy . B nethios-ns ] ’l?,.app\ication !
Dimensions ‘ ﬁ 3.00M Ehbioeen £ Traffic type class
- @
Protacol @ | E'nnip LI>.I
2.50M 'ntp L
@ | H'pop3 i=
E | | Mpop3s Byte Co
2.00M B reftek E bytes_normalized £y i=s
:np Bite. count no 4 with = minimum
SCCP FCS
1.50M B amip nf::??error el
Metri 0 S
= Q n & snmp = ?,.fcs_ermr_descnption FCS Erro
Bits over time O Nodefault Time Avg E @ 1.00M =.’izgp E FCS errer description
& Unknown P, E ma.x_m\cmbursUDDmﬁ.l?i_ts Bits
E’Urd aXImum DIt coun a luums
0.50M B vdi-pesip [l max_microburst_100ms by'tes
Properfies ES | 0 n max_m\croBurst_1DDn|s pac.kfats
) 12:28:01 12:30:01 12:32:01 12:34:01 & s b_m b R
max_microburst_10ms bits
Updated Done Notes 2| Tem R e _-: -
| Current 1172002007 12:28:01 - 12:35:19 (7.30 m) @ 10 secs - Total Window: | 4 T b

[New View] on noon.cap at 2:44 PM

~ Selected Chart: Chart
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Fields

The Fields panel contains several folders, which generally group related fields according to protocol

type or networking layer.

At the end of the list of folders is the Wireshark folder, which contains hundreds of sub-folders.

Each folder contains several fields. Each of these fields represents an entity that defines part of a

view.

* Fields

#» Fields

Start Search

[> ol arp
I e cifs
I e citrix
1= e dhcp
[> el dns
I e fix

I> el generic
I> gl hitp
[ el icmp
- & ip

> \ag mac

I> el Message

e Filters

I= oo multi_segment
- &3 pcoip

> gl rios

I el rtp

= 'l sip

I 'l sql

| £ Events

| ¢ Fields

[= o vxlan

1= g wilan_link

I gl wlan

w U Wireshark
b= g 10dapci
I el 104asdu
1> o 2dparityfec
I> el Jcomxns
1> il Blowpan
> Gl 9p

I el top

> Gl udp\

[ vﬂip 
TS Folders

[¥] Start Search

- Il arp
4 b 2 cifs
1> taal citrix
1> g dhep
I all dns
1> g fix
v Gaem)

= Filters

[ =y

Q agbsolute_time Time

| { Events
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Fields come in three types, represented by icons:

- Categories: The key icon indicates that the field defines a category, and it will be used to define the
“key” of the data set. For instance, in a bar chart there will be one bar per field value. Category fields
can be used only as dimensions. (See description of dimensions, below.)

(% Qualitative values: The colored stack icon indicates that the field defines a qualitative value.
Qualitative fields can be used for either dimensions or metrics (see descriptions below). Since the
only meaningful operation you can apply to a qualitative value is sorting, you can specify either a min
or max calculation when using it as a metric.

ﬁ Quantitative values: The bar chart icon indicated that the field defines a quantitative value.
Quantitative fields can be used for either dimensions or metrics (see descriptions below). When used
as a metric, all calculations are available: min, max, sum, average, time average.

Chart Types
The Chart Types drop-down list in the View Editor lets you select from four types of chart:

strip chart
bar chart
pie chart
grid

View Editor
Enter wiew title

[Docunmlﬂﬁm ¥ ]

[t:ham |£|]

Chart -] / Select a chart type.
- -

Strip chart
Strip chart

| Bar chart I:} '|

Fi Pie chart
— Gnid
hrEnsons 1 oy W

Adde Toma |;I
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Dimensions and Metrics

Entries in the Dimensions and Metrics panels determine what information is displayed in the chart.
You make entries in these panels by dragging fields from the Fields panel.

| Eields [Clear| |
Dimensions ? E “

Protocol \@

E

Fields dragged and dropped
from the Fields panel on the
right side of the user interface

Metrics (5 Iy
IP Bits over time No default Time fwvg |I| |§|

A dimension is a field used to define categories in the data set. For example, a dimension could
define:

the lines or areas in a strip chart
the bars in a bar chart

the wedges in a pie chart

the rows in a grid

Any of the different field types can be used as a dimension.

A metric is a value calculated for each packet of the source. A metric can be of the qualitative value
or quantitative value field types, but it cannot be of the category field type. You can set the
calculation for a qualitative field to min or max; for a quantitative field you can use any of the
calculations: min, max, sum, average, or time average. These calculations are used to aggregate values
from all the packets of a single sample or a time range and to show the resultin a chart.
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In combination, the dimension and the metric(s) define the data used to populate the chart.
Consider an example where you specify a strip chart to plot a dimension of traffic type and a metric
of bits. Since a strip chart is a plot against time, the view performs a calculation for each unit of
time. In this case the metric is bits with a calculation type of time average; and in each unit of time
each packet is analyzed and the number of bits is assigned to the appropriate category. So bits in
ARP packets are assigned to the ARP category; bits in DHCP packets are assigned to the DHCP
category; and so on. For each unit of time the number of bits in each category is averaged. The view
shows each category as a trace on the plot over time, and the result looks like this:

Chart type

Dimension field

Metric field

Calculation type

View Editor D [New View] 4
Enter view title = ) ¥]
© Chart qp
umentation ¥
[DM ] @ i EARP
= B DHCP
{[:harls | Add H 4.50M EONS
B Email
Chart [=] &icue
i 4.00M =gl
Strip chart & B MS-Networking
'REmnte—DEsktnp
- Clear| 3.50M [ g
Fields [Clear] | [ SSHTelnet
Di % - B Unknown
E wnenf\ons = | ii - s 0o Evoicenvideo
Traffic Type |!| 'web
4
2.50M
)
=
|3
......... 2.00Mm
Metrics (29 ﬁ
— Bits overt No defate | Time Avg E| |§| 1.50M
1.00M
0.50M
Properties % | 0 N_ /\
12:28:01 12:30:01 12:32:01 12:34:01
| Updated | ‘ Done | Notes |
| Cumrent Selection: 11/20/2007 12:28:01 - 12:35:19 (7.30 m) @ 10 secs - Total Window: &
Strip chart
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You can show the same fields using different chart types. Note that bar charts, pie charts, and grids
do not have a time component, so they show the data for each category aggregated over the entire

time span of the source (or the range specified by the Time Control).

© [New View] qp
| Filters (None) ¥
€ Chart 4 b
Drag a column header here to group by that column H
Bits over
Traffic Type
] fime = = © [New View] 4
262M Web (= ¥]
660.77K SSHTelnet © Chart b
96.53K | Unknown (s
1 - Vel
| | 21.06K Email B SSHTelnet
245K VoiceMideo D Unknown
| | 1.89K ICMP W other
| | 828.77 IM
| | 47872 MS-Networking T Hows View] qb
454,10 ARP | .y © Mew View]
| | 1m267 Ons | N 19409 [ Filters (None) ¥
|| 3463 Remote Deskiop y © Chart 4 b
2616 SNMF A
», 12.49 DHCP 1.206 W ARP
L \\ 1.15G [l pHCP
| [ 26208k (13 \ mons
| 2.83% E Email
/ 0815 Eicup
-___—— M
| [ MS-Networking
[ Remote-Desktop
o-908 O shmPe
[0 SSHTelnet
O unknown
M VoiceNideo
76.96% Bweb
1]
- g oo
| Current Selection: 11/20/2007 12:28:01 - 1
Grid
Notes 0.30G 289 421
| Current Selection: 11/20/2007 12:28:01 - 12:35:19 (7.30 m) & 10 secs - Total Wi
Pie chart
42 28M
3 9,22 0 Pa7 0. 0V SEHE IBE0 15,171 4684TK
g > el T g R
o S M P T e
F g T T ¥ PO
HNotes &
| Cument Selection: 11/20/2007 12:23.01 - 12.35:13 (7.30 m) @ 10 secs - Total Window. |
Bar chart

Bar charts and pie charts require a dimension field. (Without categories, bar charts would display a
single bar showing 100% of the data, and pie charts would display a single wedge showing 100% of
the data. Neither would provide any new insights about the data.)

Bar charts can also use an additional dimension to define a grouped or stacked bar chart.
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Strip charts and grids can be displayed without specifying a dimension field. In that case—that is,
no categories—you see aggregate numbers for all data packets per unit of time (in the case of a

strip chart) or for the entire sample interval (in the case of a grid).

View Editor [ © Mew Vieu] ar
Enter viewftitle == (_ ) ¥]
|0 Chart 4k
[Dm:tlmlﬁinn ¥
Statistic Name | Value |
[cm ] | |Bits over time 143G
Chart |z|
Bid =]
[mes Clear| |
Dimensions 3 (3 [ View Editor I?E:Newl ! z
T Enter viewtitle | : (w |
! ‘Q Chart 4 b
i [Dm:ml:ﬂlm ¥ ]
i Drag di here oo
i
| [crors ]
i
| Chart
e & 6.00M
Strip chart |z|
Metrics Q n
Bits overt [0 Mo default TimeAv[F,dd, |
| | 5.00M
Dimensiors 3 (5 1
T i
. i 4.00M
i
i Pl e
Properties ' Dirag dimensions here i I%
\ 1
H 1
i | 3.00m
! 1
Updated E . i N
. . . Metic: 5 2.00M
Gr'd view W|th no Bits overt [0 Mo default Time Avg |z| @
dimension field
1.00M
[Pmpeﬂiﬁ & | o
LI\E 12:28:01 12:30:01 12:32:01 12:24:01
Updated Done Notes
| Current Sel 11/20/2007 12:28:01 - 12:35:19 (7.30 m) @ 10 secs - Total Winde Y

Strip chart view with no
dimension field
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Strip charts and grids can also display multiple metrics. These are displayed as multiple traces on a
strip chart and as multiple rows on a grid.

View Editor [© Mew View] ar
Enter viewtitle [ Fitirs ) ¥]
(@ Chat q4p
[Dm:tlmtﬂinn ¥
Statistic Name Value
[cm ] | [Max Bits 2112
|| Average Bits 1,492,142 728
Chat = || [ win s 336
Girid i
| Fetds View Editor [© Mew View] 4r
; Di . % g n Enter view title [[Fillers ¢ ) ¥]
__________________________ (@ Chart 4 b
] [Dol:llmrﬁmn ¥
: 13.00K [ &verage Bits
] o B M Bits
! Drag dimensions here [cm ] P | E'Min Bits
i g —_—
i Chart E|
ettt & 2 11.00K
Metrics E ﬁ :
10.00K
Max Bts [0 MNodefault  |Max [FM ]
Average E [0 Mo default Lvg o - % Q ﬁ ] 900K
Min Bits  |[0| Mo default Min r """""""""""""""""""" H B.00K
: |
i Drag dimensions here i o
i | BlE
i 1]
i : 6.00K
Properties | ————— ‘
Metrics s n s
[Upeea | [ B MexBro [0 Nodehh [Mex  [F] E] ook
Average E [0 Mo default Avg E @
. . . 2.00K
Grid view with three | wngts 1 Nodetsut  Min [ (8]
. e 2.00K
metric fields
1.00K
| Prers | :
12:28:01 12:30:01 12:32:01 12:34:01
Updated Done Motes
| Current Sel 1172002007 12:28:01 - 12:35:19 (7.30 m) @ 10 secs - Total Wind Y

Strip chart view with three

metric fields
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Bar charts can show up to two dimensions. If you have a bar chart with a single dimension and you
drag a second field to the Dimensions panel and then update the view, the single bar chart switches

to a stacked bar chart.

View Editor [© INew View] exe
Enter viewtitle [ Fitters (None) ¥
|0 Chart ab
[Docllneﬂﬂion ¥ .
35.00K: 343TK @ Incoming
harts -n:l M Internal
[c ] [l Cutgoing
Chart |z|
Bar chart |z|
26 25k
| i |
Dimensions - (3 ﬁ
Traffic Type @ 21.04K
Data Directi
a Direction @ .
IE 17.50K:
13.44K
T
Blsovertme [0 MNo default Time fvg |Z| @ & 75K
261K
432.00
Pro|erties rs [i] A
— | p # & S & &
i
< < Teffic Type
(o] ; i .
L— | Current S 14:10:21 - 14:10:39 (18 5) @ 1 sec - Tolal Window: 4/27 14:10:21 - 14:10:39 Y
T &

Two dimensions Stacked bars

You can change the chart to a grouped bar chart by selecting the Bar Chart Type property in the
Properties panel (described below) and choosing “Grouped”.

View Editor

[N Vi

o=

([crne

Bar chart =

i Fialds
| Dmraeces B B G
Trathe Tyo

[t Dmenon

Bl incaming
W rtecnal
B Sutgoing

20K

13 44K

1908

Grouped bars

;ff

\e

Trafmic Type
Hates.

g}"

..ﬁ’

2 | Curent Selection 477 14:1021 - 147093 (18.2] @ 1 sec - Total Window 437 141021 - 14103
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In addition, grid views can display multiple dimensions.

Enter viewtitle

View Editor

—

® @ E IIIIIIEL

Metrics s n

Total IPB [ Mo default Sum

k()

Properties

O [New View] q4p
| Filters (None) ¥
[ © Chart ", 4B
Drag a column header here to group by that column.

ooy | UDP Bits | Length ‘ o

| - ot - ot - ot e
16,056,320 2480 526
|| 1943712 544 u
|| 37088 4512 520
137,632 736 58
| | 100864 512 0
26,400 480 2%
| | maem 576 8
| | enam 500 21
|| empes 504 29
| | e77se 524 39
| elom 436 22
|| seae0 520 31
|| s2418 1248 12
| | 50840 1240 17
|| atp0se 3736 433
| | 2z400 1220 126
| | 3520 592 )
|| 320 320 76
|| 3a1s 304 354
EEF 516 23
|| 32240 3224 369
R 3392 265
I 1224 118
21 CAN AR E21

NE £

[ Current 11202007 12:28:01 - 12:35:19 (7.30m) @ 10 secs - Total %
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Note that all dimensions have to be computed for a given packet if that packet is to be included in
the data set. So, for instance, a view that attempted to use both TCP bits and UDP bits as dimensions
would have no data, since TCP and UDP packets are mutually exclusive and no single packet has
both TCP and UDP bits.

View Editor | © [New View] ar
Enter viewtitle [Filters (None) ¥]
|© Chart q b
[Docllnemﬁion ¥ ]
[cm Add ]
Chart E|
Grid El
|'F|elds Clear| |
f lusi Dimensions T (3 E
Mutua .y exclusive == uor e )
fields yield no data. \
TCP Bits (%) NO DATAAVAILABLE

Q

Metrics 25 E
Toral IPB [ Nodefault  |Sum =] (8]
Properties & |
Updated Done Motes 2|
| Cument ion: 11/20/2007 12:28:01 - 12:35:19 (7.30 m) & 10 secs - Toial Window: % |
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Metrics behave in a similar way: all metrics must be calculated for a given packet if that packet is to
be included in the data set. So, as in the case with dimensions above, a view that attempted to use
TCP bits and UDP bits as metrics would display no data, since no packet could have both TCP and

UDP bits.
View Editor & [New View] 4 I
Enter view title [E= ) ¥]
@ Chart 4 [
[Docurﬂiﬂim ¥
[Cha'ls (pad ||
Chart |z|
Strip chart |z|
Ficlds [Clear| |
Dimensions 3 (3 n
2 :
i o
! 1 NO DATAAVAILAELE
1
i Dirag dimensions here i
] : d
! ]
! 1
] 1
e !
Mutually exclusive \Metrics T
fields \ TCP Bits ¢ No default Time Avg =] |§|
UDP Bits: [0 Nodefault  |Timedvg =] (8]
Properties ES |
Updated | | Done ‘ Motes #|
| Current Selection: 11/20/2007 12:28:01 - 12:35:13 (7.20 m) @ 10 secs - Total Window: % |

But metrics provide a way around this problem that is not available with dimensions: you can
specify a default value for a metric. Just check the box in the line for the field (next to the “No

default” legend that is there until you have specified a default value) and specify a default value for
that field. That allows a metric to be calculated for the field, which allows the packet to be included

in the data set.

Metrics 5 u

TCP Bits ¢ A O

Time fvg |E| |§|
Time &g |Z| |§|

Mo default

Check the boxes and provide default values.
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In our example, zero would be a reasonable default value for both TCP bits and UDP bits, since a
TCP packet would have zero UDP bits and a UDP packet would have zero TCP bits. By providing
default values, the TCP and UDP packets fulfill the requirement that all metrics can be calculated for
each packet, so they are included in the data set. The strip chart for our example now looks like this:

View Editor O [New \View] s
Enter view title [ Filters (Nonc) ¥
€ Chart 4 b
[Docllnedﬁion ¥ .
LION B TCP Bits over...
[cm | Add |] B'UDP Bits over..
Chart
E 6.00M
Strip chart El
Fields |C|Bar| | 5.00M
Dimensions - 3 n
P
i 4.00M

TCP Bits

3.00M
Metrics g u 2.00M l

TCP Btsc [ O Time Avg El ‘zl

UDP Bts: [@ 0 Time Ava [-] (88
1.00M

Properties P e e
12:28:01 12:30:01 12:32:01 12:34:01
Motes % |
|| Current ion: 11/20/2007 12:28:01 - 12:35:19 (7.30 m) @ 10 secs - Total Window: % |

" Fields with default values allow calculations
for packets where values would otherwise
be missing. Including these values in the data
set makes it possible to plot the metrics.

Not all combinations of dimensions and metrics will give you useful results. Consider what network
information you need, and explore the Fields panel to see what fields you might use to assemble
that information. The standard views that are built into Cascade Pilot can provide you with good
examples for useful views.
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Properties

The Properties panel lets you change the appearance of the view, primarily through labeling. Click
the arrows to open the panel, and click the entries in the panel to change the values there or enter
new values.

J
| Properties k”}b Click the arrows to open the panel.
| Properties v |

E Base chart
Poeel from bottom 15
Show Legend Tue
Bl Strip chart H Click an item to enter
Shawe Min/Maz False or change its value.
Show ¥-=ds Label  False
Show Y-=ds Label  True
Stacked mode False
H-adis Label
-ais Label TCP Bits
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Documentation and Labeling

To label the charts and provide documentation for the view’s tooltip, fill in the entries in the
Documentation panel. The view title is transferred to the view’s tab in the main window, and the
chart title is transferred to the selected chart. (The view shown here includes three charts. The
chart with the yellow highlight is the active chart.)

View title ' 1
H Vicis 2= === S © [P Potoool Ackiy 44
I'I11P Protocol Activity [Filters { ) 9
D ioti ’f_:__ ﬂ@lPPrMBi‘IstTlme q D\
escription \”DM . i 2
/= EcmP
ll (P protocol activity, and breakdnwnwl{TCP and UDP =EEFF:
U
Usage information —,.N)plyihlstoacapiureflleforagr[dovemewof P é !
activity m
M I = \
Dont lose track of ICMP. just ,’acause TCP and UDP \
are much bigger.
," Notes ¥
Ti [Cha'ls 1 Add ] Activity of each of the IP subprotocals in the sample
1ps F d
l_\F Protocol Bits Over Time |z|
Strip chart |z|
. Fields TCP Protocol Ty q b UDP Protocol Ty 4
Chart title fo ik & vpes
Dimensions ?u Q E - D nttp [0 Unknawn
Protocal ,/ E ssh = p
y Unknown other
||‘ |l other A !
| 7 i i
\\ //'
Metrics (5 I \\'\-__. -
IP Bits ove Mo default Time Avg
Motes ¥ | Motes b
Distribution of TCP protocals in the sample Distribution of UDP protocols in the sample |
-
e i
I Updated —
| Currerz =—Zeefion: 11/20/2007 12:28.01 - 12:35:19 (7.30 m) @ 10 secs - Total Window:
IP Protocol Activity on noon.cap a ﬁp Protocol Bits Over Time

View notes

When you are applying a view to a source, the documentation and notes also show up in the tooltips
that you see when you hover the mouse over one of the view icons in the Views panel. The
following diagram shows which items in the View Editor show up in which places in the tooltips.
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'>/0verall IP protocol activity,

> IP Protocol Activity

and breakdowns of TCP and UDP

<

.;@ Activity of each of the IP sub-protocols in the sample
5 @ Distribution of TCP protocols in the sample
@ Distribution of UDP protocols in the sample ‘S‘l:
~

Usage Information

ile for a good overview of IP activity.

Tips

P, just because TCP and UDP are much higger.

Time: Day

\
\
\
\
\
\
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1

1
1
1
1
1
1
F 1
| © IP Protocol Activity 4 :
~
" IP Protocol Activiy 1 L Filtrs (Nane) _ I
! [© 1P Protacol Bits Over Time: ae) 1|
umentation \ Y
\\ | [DM— L—] EicmP :
S~ |IP protocal activity, and breat s of “‘ZE and UDP :E([;)z ]
~ | [}
S~ Apply this to a capture file for 1 good over‘\"e‘w of IP % ]
activity 1 [\’ ol 1
= 1 v T 1
S~ Dot lose track of ICMP, just tll zuse TCP a¥d UDP 1
are much bigger. 1 \\ :
0\
|‘ N S MNotes ¥ :
[Cln'ls |[ Add ] ! Activity of each of the IP sub-protocaols in the sample 1
) I
IP Protacal Bits Over Time [} |z| 1
1 1
Strip chart 1 [=] 1
1 I
1% I
[ Fields \"., ] | © TCP Protocol Types 4 b [© UDP Protocol Types . q 'l
Di o g n “-.. @ hitp O unknown "
Protocal A} @ ssh Hrip H
A\ O Unknown W other 1
\ W other I
\ 1
N ]
R 1
Metrics E n \\ 1
SN /
IPBitsov [ Nodefault | Time Avg [=] %
& ;:]N MNates ¥ Notes I'
i Distribution of TCP protocals in the sample Distribution of UDP protocols in the sample ™
[Pmperliﬂ * ]
| Current 1172002007 12:28:01 - 12:35:19 (7.30 m) & 10 secs - Tolal

IP Protocol Activity on noen.cap at 2:27 PM

~ Selected Chart: IP Protocol Bits Over Time
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Saving a View and Exiting the View Editor

When you have created a view that you want to apply to other capture files, you can save it by
clicking the Save button in the View section of the Home tab. The view will be saved in the Custom
folder of the Views panel, using the view title as the name of the view.

If you exit the View Editor without saving your view, the view will be lost.

Click the Done button at the bottom of the View Editor to exit.

Click to save view.

View title
[f)j@@@_ﬁ:r_‘-ltiﬁl -
Home /}f Time Conirel_ Woiches/Everts|  eporfing.  Remole 9
@ 3/ 86 Folder @ 0 @ Update Sources /'\ (SN
- &/ Elear List D (e Q@ Close Al Tabs | e
race Channals ion
Fila = (3 Getting Started o -
| Tref gFiles Remote General \Wireless
View Editor || © IP protocal aver ime 10 | » Fields
oy — | Fiters (None) ¥] Start Search
[ ] [© Chan ab g
Documentation ¥ 1 G cifs
— i =$$;P o | & citrix
1Cluh &” T.00M muor E 1 G dhep
3 = It | o @adns
et :' ¥ G
Strip chart [=] 6.00M — b & G genedic
1 G hitp
| Clear| P& icmp
Fickie e | 5.00M b Gaip
Dimensions % m Ii i g & Gl mac
Protocl & 12 | o Gmessage
= o 4.00M i W, 2 multi_segment
2% | b @ peoip
E o & rios
3.00M — b
& G sip
r— - > Ga sl
meics @ = 200m 2 rQw
IP Bits aver time Nodefault  Time Avg [=] |88 LE 1 &g udp
o USvoip
1.00M — T T - 1 G vclan
t- G wian_link
( 1 &3 wian
| Properbes " | 0 P & G Wireshark
12:26:01 12:30:01 12:32:01 12:34:01
o |
\ | Current Seloction: 117202007 122801 - 123518 (730 m) © 10 secs - Total Window: 4
IP protocol over time on noon.cap at 2228 PM -~ Ses! !I_Chart Chart

Click to exit.
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Applying Views

Apply a view that you have created or edited in the View Editor in the same way you apply a
standard view that is built into Cascade Pilot: drag the view onto a source in the Devices or Files

panel.

@ eBdY<cEB Cascade Pilot -
Time Contrel ww-egm Reporiing  Remole <}
@ €3 Add Folder @ 0 @ Update Sources R [ . ¥ Save @ ES (’9 U
& Clear List € Close All Tabs 44 Resiors .
Add Trace ) Channels Decryption Create Sendto.  Send Send  Drill Down Copy
| File E‘a(‘.mmsmad . o + M Detsch | Wireshak 1o ATX to File -
| Trace Files Remaote General \Wireless View Selection |
Devices Files I ] inrm:nlumﬁm qp lZI
Ftest_http_mysql_2_filtered pcap « ||| Filters (None) v |
@ TH2Maka2 peap
v 5 TH2Make2alt peap @ ] =‘T°c“;p
[} [IP protocel over time (317 FM) (1a - 1d) 5,00 Wuoe
@ wly | 2
ew t" i= B.ODK — E
o wite download_clean cap & v
v [T 2ppResil pse Xpert with Shark Module (SM) as 2dmin o
g Files [ sared with Admiristrators 7.00K
1&g Files ' ared with InsightUsers
g Files g hared with RestrictedUsers i,
-d F|I|:-l red with StandardUsers i g
T - J " B g
= 1 . B 500K — | i
| = |
o | ot
l & a0k l
Start Searc]]| | F
v % Custom]] = 300K —
[ =P over ime (1s - 1d)/ .
i &3 Recently Used I
[ Bandwidth Over Time (15 - 1) | 2.00K —
[§ Network Usage by Traffic Type (1= - 1d)
[ P Conversations (15 - 14 1.00K |
[ Protocol Distribution - Bits (15 - 1d)
[§ Protocol Distribution - Bytes (15 - 1d
[ Protocol Distribution - Packets (15 - 1d 4
b QG“pﬁ 14:10.21 141031
G 802.11 = Notes -
et AN LET v
« ; e i ] Current Selechion: 4/27/2012 14:10:21 - 14:10:33 (18 5) @ 1 sec - Total Window: 427/2012 14:10.21 - 14:70:33
IP protocol mmmTHZMaMMchap at 31T PM  ~ Selected Chart: Chart

Though you can’t use the View Editor to create a view using a live device—the View Editor operates
only on files—you can apply a view that you have created in the View Editor to a live device.
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Multi-Chart Views

You can build views that contain multiple charts. Add a chart by clicking the Add button in the
Charts panel of an existing chart.

Click to add a new chart.

View Editor /’IF‘prdnul: 41 | * Fields

IP protocols / =T 5l Start Search &l
S IPp over time 4 b 1> G arp
Documentsiion ifs
{ oc @‘ i BIcuP g
< e @ | & citrix
[crm: | Add 7.00m EUoP & | v dhep
I di
| IP protocols aver time g : g ﬁ:s
. Strip chart El 5001 1> 3] generic
il > 3 hitp
i (Gl | s
| J @ ip
|| Dimensions § 35 n LAl % 1> &3 mac
Il Protocol s8] S | b message
fl oy 3 multi_segment
4.00M i > 3 pooip
I L 1> € rios
= H E
[} i G rip
& @ sip
3.00M
& & sql
| g & & fep
Metrics (3 n L% > G udp
IP Bits overtime [ Mo default Time fvg Izl @ oo < © & voip
Gy vxlan
> g wilan_link
1.00M > G wlan
Properties e | 0 I
) 12:28:01 12:30:01 12:32:01 12:34:01
! Updated Done flete 2
| Cument 1172072007 12:28:01 - 12:35:19 (7.30 m) @ 10 secs - Total Window: =
[Mew View] on noon.cap at 10:46 AM  ~  Selected Chart: Chart
— e
—_—

A new blank view appears and you can create a new chart by specifying all of its parameters:
dimension, metric, chart title, notes, and so on.
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You can keep adding charts to the view until you have all the charts you want. By default, each chart
occupies the whole view and you switch between charts by clicking on the tab of the chart you want

to see.
Click a tab to switch to a different chart.
View Editor [© IP protocols /’ / / 1v | » Fields
IP protocols [ Filters (None) " ’J - ’J ¥] Start Search B:l
[glp, aver time fompmamwﬂounwm&mm q b - g arp
[Dm: . M O Unknown bﬁc!&
Hrp o ° 1 citrix
[Cln'ls ] [ other £ &> & dhep
UDP protocol distribution E ué i E ::s
|
Pie chart E [ & generic
(| P
> & hitt
| Fe | a \\‘\ e
| // ™, > G&@ip
ll Dincrsiors ¢ @ / Lo
| Protocol / S | b &3 message
i @ 5.16% e, 3 multi_segment
%] o & peoip
[ 1.79% 1> £ rics
| | > &g rtp
i l'\ [ & sip
E 53.04% \ / > G sql
f X /’f B ot
Metrics Iy \\ / -E &>t udp
Toid UDF Bis [ Nodefault  [Suom  [=] (8] b : < & voip
g / > & vdan
. . - 1> & wian_link
e 1> 1 wilan
[ Properiies E |
| Updated Done o=
| Cument Sek 1172002007 12:28:01 - 12:35:19 (7.30 m) @ 10 secs - Tolal Window: *
IP protocols on noon.cap at12:10 PM ~  Selected Chart: UDP protocol distribution
= e
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You can rearrange the charts so that you can see all of them at the same time.

For example, assume your view includes a strip chart and two pie charts, and that you want the
final view to show the strip chart across the top of the view with the two pie charts side-by-side
beneath it. Start by clicking the tab for the strip chart and dragging it toward the center of the view.
As you drag the tab, the docking control appears. When you drag the tab over the docking control,
the blue shading on the chart shows where the chart will appear in the view.

Drag tab into view and drop on docking control.

Shading shows where
chart will be placed.

o — ‘ —— i
3.00M I
] L
N Docking control
2.00M

1.00M

(1] —W-ﬁ.ﬁ
12:28:01 12:20:01 12:32:01 12:34:01

Motes %

Current Selection: 11/20/2007 12:28:01 - 12:35:13 (7.30m) @ 10 - Total Window:
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When you have the chart placed where you want it, release the mouse button to drop the tab and
rearrange the view. Repeat the process until you have all the charts in the right locations.

© IP protocols - 4|
[ Filters (None) v
© IP protocols over time 4 b
ﬁ |l
7.00M =:TCP
: upP
5.00M ’-\\ \.AL[
5.00M
AU
E 3.00M | {
T 20mm \
1.00M
o =TT =TT I s s =T 1
12:28:01 12:30:01 12:32:01 12:34:01

N

[ http
dssh
15.65% O Unknown
W other

I

Current Selection: 11/20/2007 12:28:01 - 12:35:13 (7.30 m) @ 10 secs - Total Window:
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When you have the charts the way you want them, save the view.

Click to save view.

/

e B ¥cEbk@) Cas ffde pilot =
| Home | TimeControl lwatchesiEvents Reporting  Remots
suee ) = R B W DR @ O
& Clear List Q) Close Al Tabs . 4 Restore :
Add Trace Probes Search X Channels Decryption || Create ndto  Send Send Drill Down Copy
File . (3 Getting Started . . . 4 Detach || Wireshak 1o ATX to File . .
| Trace Files ||_Remote || General 11 Wireless | View | Selection |
View Editor | €3 IP protocol over time 40 | » Fields
|P protocol aver time [[Filters { ) = vl Start Search
| @ P protocol over time" 4 b - CaEm
i ¥
[Dm:mnrlﬂmn E] i &icwe [Py c\fs.
ETcP w o> &3 citrix
[c'“" ] Taom WuoP & | @ dhep
i
TCP Protocol Types Ll ? Ll; g ::s
Fie chart E s.aom - 3] generic
ﬁ 4.00M 1 a1 hitp
[kals ] E 3.00M 1> 3 iemp
o > &@ip
D T £
Protocol [E 1.00M E > 3] message
0 W b & multi_segment
< .
12:28:01 12:30:01 12:32:01 12:34:01 7 v S pooip
> &3 rios
Noes Al caw
. — - & sip
| @) TCP Protocol Types q B | & UDP Protocol Types 4 b e~
Metrics s n w
Ehttp [ Unknown o St
Total TCP Bits [ Nodefault  Sum [+ (] Hssh Brp b G udp
O unknown W other 1> 1531 voip
M other i
> &3 vxlan
> &3 wilan_link
P 3 a ] 1> & wlan
| Properties J b g Wireshark
Updated Done Notes & Notes 2
| Current 11/20/2007 12:28:01 - 12:35:19 (7.30 m) @ 10 secs - Total Window: #
IP protocol over time on noon.cap at 8:55 AM  ~  Selected Chart: TCP Protocol Types
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You can then apply the view to any of your devices or files.

e B EsEb@) Cascade Pilot - 0= x
| Home | TimeControl \Watches/Events  Reporting Remote (5}
3 Add Folder @ & Q) Update Sources (R) & % Save ] % @ D
"
A Clear List Q Close All Tabs . ) Restore :
Add Trace Probes Search X Channels Decryption =~ Create Sendto  Send Send DrillDown Copy
File . [3 Getting Started . . . & Detach || Wireshark 1o ATX 1o File . .
| TraceFiles ||__Remote || General Il ‘wireless Il View 11 Selection
Devices Files | @ IP protocol over fime 4b | *
< fix_just_fix.pcap » ||| Filters (None) ¥
@ hitp.cap [P protocol aver fime . 4p
< local system to web.pcap
¥ multi-segment ¥ E] i =TCP A
uDP
< noon.cap 300.00K
< noon_filtered_for_ARP.pcap i
< noon_filtered_for_IP.pcap EZa ?
éslngle_short_call_pletrn_maroe\\c.pc:ap 200.00K —_—
<@ test_http_mysql_2_filtered pcap %
v <% TH2Mzke2 peap Iﬁ 150.00K
= 1714 =T o
[5)[IP protocol aver time (3:41 AM) (1s - 1d) S o000k .
50.00K E
A A ;i
m
o L = can
14:08:47 14:08:57 14:09:07 14:09:17 14:08:27 14:08:37 14:09:4
Notes B
|TCF' Protocol Types 4 I |UDP Protocol Types q B
i+ a1 Recently Used O https Ossdp
[ Bandwidth Over Time (1s - 1d) O unknown M netbios-ns
B Network Usage by Traffic Type (15 - 1d) [ steelhead-in-path O uUnknown
. N @ steelhead-out-... O netbios-dam
[ IP Conversations (1s - 1d) Wt Hioap
[ Protecal Distribution - Bits (1= - 1d) v ] B other EMDNS
[ Protocal Distribution - Bytes (1s - 1d) J EIDNS
[ Protocal Distribution - Packets (1 - 1d) . 4
1 £ Generic o
& &a 802.11 il Notes ES Notes
o A AN e Mlered — —
< n o | Cumrent 472712012 14:08:47 - 14:09:48 (615) @ 1sec - Total Window: 4/27/2012 14:08:47 - 14:09:48 %
IP protocol over time on TH2Mako2.pcap at 9:41 AM ~  Selected Chart: IP protocol over time
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Microflow Indexing

Indexing a Trace File

Indexing a trace file can improve the performance of several views by a factor of 100x to 1000x.
Creating a Microflow Index does not take much more time than loading a single view, thus it is often
more efficient to create an index on a large file and then apply multiple views on the indexed file.

Microflow Indexes can be applied to all types of trace files except Wi-Fi capture files. When an index
is successfully created, the indexed file shows a small yellow lightning icon on it. If, for any reason,
the index is not completely loaded, a red lighting arrow appears on the top of the trace file icon.
When an indexed file is selected in the source panel, all the views supporting that index show a
small yellow lighting icon on the top of them.

Apply an Index to a Trace File

A Microflow Index can be applied to a trace file using the Add Microflow Index button in the trace
file context menu option.

Context Menu

Add Microflow Index

[§ Create view The context menu for a Trace File without index shows:

sendto ’ Add Microflow Index
The Add Microflow Index menu option creates a Microflow
% Add Microflow Index Index on the selected file.
ﬁ Calculate Checksum
&1 Browse Containing Folder
Edit »
%@ Remove from List
6 Delete from Disk

m Rename

Add Microflow Index
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Interrupt Microflow Index

509 QDE\L}V:

@ Create View

Send to 4
Create Multi-Segment Source
Create Merged Source
Interrupt Microflow Index
Calculate Checksum

Browse Containing Folder

Edit 4
Remave from List

Delete from Disk

Rename

Add Trace Index context

Interrupt Indexing

menu

Remove Microflow Index

§

0% Layyd!

Create View

Send to 4
Create Multi-Segment Source
Create Merged Source

Remove Microflow Index
Calculate Checksum

Browse Containing Folder

Edit 4
Remave from List

Delete from Disk

Rename

Remove an Index context

menu

Remove Microflow Index

The context menu while the index on a Trace File is created shows:

Interrupt Indexing
The Interrupt Microflow Index menu option interrupts the
creation of an Index while it is being created

The context menu for a Trace File with an index applied on it
shows:

Remove Microflow Index
The Remove Microflow Index menu option removes the
current Index from the selected file.

Cascade Pilot Reference Manual 172



Index Icons on Trace Files

Index Applied means that the index has been applied successfully and thus
; many views will be accelerated.
Index Applied
Index Broken means that either the file does not support indexing (e.g. a Wi-Fi
file) or the index was interrupted before completion. To show the cause of the
broken index, text in gray appears on the right of the trace file containing
either:
Index Broken
e Indices not supported on wireless sources
e [ndex not complete
Tooltips
The Indexed File tooltip shows the full path of trace file that the
} mouse is hovering over along with the three metrics:
Microflow Data and Packets available

Indexed File Tooltip Indicates that the index has been applied and both
accelerated microflow data and detailed packet data are
available for this trace file.

Trace File
The name of the file.

Created On

The date the trace file was created.
Size

The size of the trace file in kilobytes.

Link Type
The link type of the trace file. This is important because not
all views can be applied on all files. In particular, if the Link
type is PPI, then the index cannot be created.

Drag and Drop Cursors for Indexed Trace Files

When dragging and dropping a view that supports indexed files, the Drag
6 and Drop cursor includes a yellow lightning bolt when dragged over an
indexed file to indicate that the index will be used
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Search Text Box

The Search box has an Indexed Only option to include only
Voip i Views that support indexing.

| Search View Name

w| Search Description
Search Chart Notes
Indexed Only

View Panel Search
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Main Workspace

The Main Workspace uses tabbed windows that are usually referred to as “views” or the more
general term “tabs.” A View consists of a number of Charts - for example, the View depicted below
consists of a strip chart, a bar chart, and a conversation ring. In general, the specific analyses
supported by a View are displayed in the Charts that make up the View.

View title
£ Metwork Usage by Traffic Type * q b
| Filters (None) ¥
{ Bits Over Time 4
i ET2RP
v som EoHCR
B EDNS
£.00M FEmail
&'cumP
2.00M
% : &
g =2om | MS-Metworking | P
Tabs EE
1.00M E'SSHITelnet
E’Unknown
v Ef'Voicelvideo
12:28:01 12:30:01 12:32:01 12:34:01 &web
Notes % |
{ Total Bits 4 I | Relative Network Usage 4 b Charts
1.206—115G Oweb
s ESSHT....
" 0.30G | T 19.40% O Unknown
E { W other
= 0.60G | )
% | 24 |
= e 285.42M e 0 A
0 42300 22011 031827 463 0009 6385 3080.01H1.46H6.4TK
R I SR - S S R e )
&3 \S‘éﬁ < F a‘.\‘b & o LS & o 5.96%
& F ‘,c_f“
Motes # | Motes ] | i
| Current Selection: 11/20/2007 12:28:01 - 12:35:19 (7:18) @ 10 secs - Total Window: 11/20/2007 12:28:01 - 12:35:19 = |
Current Selection Total Window

A View in the Main Workspace

Each View has a main tab that contains the View Title. Each of the Charts that make up a View has its
own tab.

The Time Control window along the bottom edge of the View displays two time intervals: the
Current Selection interval and the Total Window interval.
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e (Current Selection: The Charts that comprise the View display metrics are computed over the
Current Selection interval. The duration following the “@” sign has two different potential
meanings. For a live View, the interval indicates the time interval between updates to the View
metrics. Alternatively, if one to the Charts in the View is a strip chart, then the value is the
subsampling interval for the points in the strip chart. For all other Chart types, this value is not
used.

e Total Window: For a live source, the Total Window is the time duration from when the View was
first applied until the current time. For a trace file, the Total Window is the interval of time over
which the trace file was captured.

Context Menus

- Each chart has a context menu that is specific to
" that chart. However, with few exceptions, all
charts share certain options in their context
y menus:
L Common ) )
Operations e Export and Drill Down Operations
< Add Watch e Search for strings within a Chart or
& Search Charts
o U e Add Watch (only for Strip Charts and
¥ Fity ads Bar Charts)
Lines D . .
celect , Chart-Specific e Chart-Specific Operations
~— , Operations e General Chart and Selection Operations
& Settings .
Chart Context Menu Overview
Tooltips

Since some of the methods of data display afford solely qualitative comparison, tooltips are
available on some charts to give a quantitative representation of what is graphically displayed.

Notes
= o~ Every chart has a section that can be used to
place notes that are included in a generated
® - - s L report and if applicable, saved in a custom
= : view.
- S5 For example, in the view on the left, all the

note areas are expanded.

View With Collapsed Notes
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& \dég | NonlIP | 0@‘9 <

Notes # |

View Notes Toggle Button

& Each chart has a long horizontal bar with a small arrow
on the right bottom border.

Total Bits (10 secs) 4P

4500 4450

Total Bts

543,51
g 100.35M 19.58K 9.73K 3.38K 528 612

> > Q g o> <
@v‘ﬁ o p & & & - & @\(\e &
.x?é s & e"}\

Notes ¥

Total network usage for the different types of network traffic, during the visuslized time interval.

Current Selection: 02/24 10:1748 - 10:17:58 (10 secs) @ 10secs - Total Window : 02/24 10:17:48 - 10:17.58

View With Expanded Notes

When clicked, a text area will appear under the
associated graph for text. There is a default
description for each graph provided. The text in
the notes section is included in generated
reports and the notes are saved in a custom
view.

Selection
Rt AR e A chart can be selected by clicking on it, and the currently
54900 selected chart can be identified when there is an orange border
around it, as depicted to the left. In any view, there is at most
720 one chart selected at any given time.
Chart Selected

Signal Average vs, Packet

-61.00

Chart Not Selected
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Undocking Views

By default, a view is docked in the main window. You can undock a view so that it occupies a
separate floating window. As with other windows, you can resize the window by dragging on the
borders, and you can relocate it anywhere on the screen, even on a different monitor.

@ eS8 uabl @) Cascade Pilot = X

Home | TimeControl \watches/Events Reporting Remote 9

@ GaMdFdda @ ‘ Qums::: ?\ (Y . %Save a @ D

.AcHTm:e Channels Dﬂ:yphm Sendto  Send  Send  Drill Down Cupy
‘ File ‘ ‘ Ca.emngsmmd ‘ ‘ ‘er-hark to ATX 1o File
Trace Files Wireless

L4 ﬁmeLﬁx pcap
< hitp.cap
< local system to web.pcap
S8 multi-segment ¥
¥ % noon . cap
E[ Network Usage by Traffic Type (9:52 AM) ||
< noon_filtered_for_ARP.pcap

Bits Over Time "

< noon_filtered_for_IP.pcap B 4RP
@S single_short_call_pietro_marcello.pcap N I\VA\ BoHCP
Sies . mped 2 Weredpore — ey o
@ TH2Maka2 peap El | A\ 4 \ o Ecwe
5 TH2Maka2alt peap L 'f A 'l\ ClEm
< wil.cap { EMs-Metworking
4 n — \
[ Views | Notes 2
| Start Search Tatal Bits 4 b [Relative Network Usage ', 4k
w ¢ Custom - Dweb
[3)  IP protocel over time (1s - 1d] D ssHTelnet
1> & Recently Used O unknown
[ Bandwidth Over Time (1s - 14) M other
[&[Network Usage by Traffic Type (15 - 1d)
[ IP Conversations (1s - 1d)
I Protooo! Distibufion -Bis (1= - 10) 22819 221109807, 45630008 696 9B0.0146.17K1, 4616.47K
[§ Protocal Distribution - Bytes (1s - 1d] B A A
[ Protocel Distribution - Packets (1s - 1d) s 2 o= 2
b €3 Generic Current Selection; 11/20/2007 12:26:01 - 12:35:19 (7.30 m) @ 10 secs - Total Window: 112072007 122801 - 1235:19 ¥
v I I s I I s A e =
- 3 LAN and Network - [ ]
E| n ] »
- . [ 730m |
Network Usage by Traffic Type on noon.cap at 9:52 AM  ~ Selected Chart: Bits

Typical undocked view
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Undocking a View

There are three ways to undock a view:

e Drag the view’s tab.
_.Qld-tlh'hrl'-nﬁ:TyE " 3.0
Filtexs { Hone) b \ ¥|
[Bxts Cive Time 4 p
Cw Gue
) e DS
oo el
g 2006 | E"“
1.008 — 1 [ W5-Hetwarking
3 =

12:28:01

| Toral Hits (7116) |

12001186

12:30-1

1Zaz:m

L m I‘i‘

12301

4 B | Aetative Network Lsage (T1E) 4 B

e Double-click the view’s tab

|/
<] mmm@ém- 4P
' Filiers { Nane) L% ¥|
| Bits Over Time 4B

1008 |

a
1EIE0

|T0u| Bits [7:18)

|
12:3001
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e Right-click the applied view in the Devices/Files panel and select Undock from the context

|€3 MNetwork Usage by Traffic Type
Filters (None)

BT

| Bits Over Time

BW

11/20 12:29:26 700 12:25-28 500

menu.
~ [Devices [ _Files ]
% 2 noon_filtered_for_ARP -
% 3: noon_filtered_for_IP
¥ % noon.cap
[RINY k | lsans by Traffic Tune (124 ﬂ
%[5} Generate Report E|
<
4 b Edit
: f{l, Create Interactive View
« A -
| Attach
ol b
& Detach
Dock i
st Undock B
b ¥ Cl 1 -
> @ Ry @ Rrename
s} Bg
BN 52.’ Save
B1P Q| Close
N E

Docking a View

o
<
E 2om
1.00M
¢ TEO =
12:28:01 12:30:01 12:32:01
MNotes
L=
| Total Bits 4 |Rel
1206-1.15G
w 090G
=
o

0.60G

There are three ways to dock an undocked view:

e Right-click the applied view in the Devices/Files panel and select Dock from the context

menu.

-

HMW«&M

[ Devices |

Files |

= 2: noon_filtered_for_ARP
® 3: noon_filkered_for_IP

noon.cap

-

2] [Network Usage by Traffic Type (1243 Pl

& iy Cus
- &3 Req
[5] Ban
[ Net
L 1P d

Siart 5q

51 Pro

[a-], Generate Report

Edit

Attach
Detach

Dock

W
Eg, Create Interactive View
-

Undock
Rename
Save

exa

Close

1
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¢ Double-click the main bar of the floating window.

Matwek | bage by Trafhic Type *

Total Bits (7:18) A B veNetwork Usage (T:18) | 4 b

Drag the floating window onto the Cascade Pilot main window. When the mouse cursor hovers
over the docking control, the main window turns blue and you can drop the floating window
onto it.

.00 —

a
fz2Em 150

T
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If the main window is empty, the floating window will dock and fill the entire main window.
If another view occupies the main window, the result depends on interaction between the
mouse cursor and the docking control.

Docking control

If the mouse cursor hovers over the center icon of the docking control, the entire main
window turns blue. When you click the mouse, the floating window drops into the main
window and replaces the view that was there. (The previous view is still available. Click its
tab to bring it to the front of the main window.)

Metwork Uzage (7:18) 4 &

Docking into the entire main window
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If the mouse cursor hovers over one of the outside icons of the docking control, a portion of
the main window turns blue. When you click the mouse, the floating window drops into that
portion of the main window and shares the main window with the view that was there.

For example, in the illustration below, the mouse cursor is hovering over the bottom icon of
the docking control, and the bottom half of the main window is shaded blue.

YT 40 | » Fllters

[Firs (Noo) ] Start Search

Enc Point Bytes > G 802.11
141.6™M b G MAC

v &g P

v & TCPUDP

> G Web

v &g SaL

b G Vol

b G FIX

1 & Other Applicaty

e

£

i
« Filters

“elative Network Usage (7:18)

Blue shading
indicates drop area.

Docking into a portion of the main window
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When the mouse cursor is clicked, the floating window drops into the bottom half of the
main window.

> Previous view

> Newly docked view
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Conversation Ring

In the Conversation Ring, “conversation” endpoints are placed around an ellipse. The Conversation
Ring is used for situations in which “stations,” represented by the endpoints, communicate (i.e. have
a conversation) with each other. The endpoints are depicted as circles, and a line connecting a pair
of endpoints signifying that two endpoints are communicating with each other. The size of the
endpoint and the size of the line are proportional to the amount of traffic sent to/from the
endpoints over the selected time period.

237.00

Default
serema= || Along with the “Sampling Time” and
“Data Retention Time” options
. ® previously described, the
‘ cnmmmsws | | CONversation Ring is customizable in
S / : S o the following ways:

e Magnification with the scroll
wheel

e Endpoint color

e Name resolution

e Bytes or packets to signify
endpoint and connection
size

207.46.18.254 76.226.172.203

192.168.77.10— | [ § 63.147.82.74

o (

~192.168.77.39

207.68.178.61 TT-74.125.19.104

204.160.122.124 128.121.48.81

There are three distinct mouse
72.14.255.104 P 209.85.141.57 based Operatlons for the
1 conversation ring:

e Scroll Wheel
e o e Hover
Conversation Ring e Selection

207.46.183.254

Cascade Pilot Reference Manual 185



Size Legends

End Point Bytes
FE3.28K

- 50.29K
237.00
Conversation Bytes
22T7.19K
3050k
237.00

Size Legends in a Conversation
Ring

Scroll Wheel

In the upper right corner of the view are two size legends
that depict the maximum, average and the minimum traffic
in all displayed endnotes and conversations. An example is
shown in the Figure.

The mouse scroll wheel is used to change the magnification level of the conversation ring. This is
useful when the endpoints are densely packed and can’t be individually identified.

Hover with Tooltip

A hover highlights all the connections associated with an endpoint or all the endpoints associated
with a connection. The hover operation causes a tooltip to pop up (described later) giving
quantitative information describing the connection or endpoint, and causes the Size Legend to
display the values for the endpoint or conversation in red.

63.147.82.80

212.175.236 89 - 74.58 13211

192.168.77.10

63.88.212.184 192.168.77.250

207.46.18.254—__ _-76226.172.203

53.147.82.74
192168 77.33

207.68.178.61— —74.125.19.104

End Point Bytes
— 563.28K

- 70.35K

(¢ 5029k

237.00
Conversation Bytes

227.18K

30.50K
237.00

204.160.122.124

3

72.14.255.104 o

207.46.193.254 Bt

128.121.48.81

4 17.83K (17.833)

70.35K (70.351)
52.52K (52.518)
100

42
52

0 bytes (0 packets)
5K bytes (100 packets)

8/22/2007 12.02:18 PM

Notes

2

Conversation Ring Hover
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Selected

62.147.82.80

212.179.23658 - 74.58.13.211
63.82.212.184 192.168.77.260
207.46.18.254__ 76.226.172.203
192.168.77.10 63.147.82.74

— -
~152.168.77.38
o &
207.68.178.61- 74.125.19.104
204.160.122.124 128.121.48.81
72.14.255.104 - 203.85.141.57

207.46.193.254

Notes

End Point Bytes
563.28K

¢ 50.29K
237.00

Conversation Bytes
227 18K

30,50k
237.00

2

Conversation Ring Selection

Top Conversations

Top 53 Conversations (¥9.77% of Total Bytes) Q {;'

Conversation Ring Top Conversations
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Clicking on a connection selects the connection
and the associated endpoints. Clicking on an
endpoint selects all the connections that
include the endpoint as well as all the
associated endpoints that are on the other side
of the connections.

Clicking with Control key pressed is supported
for multiple endpoint or connection based
selections (which can be mixed).

When there is not enough space to display all
of the conversations clearly in a single ring,
Cascade Pilot automatically includes data by
relevance. A small label displaying the number
of conversations and the percentage of the
underlying data that are visible appears at the
bottom of the view. The number of endpoints
in the view can be increased or decreased
using the two small yellow + and - buttons.
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Context Menu

& Send to Wireshark
Y

A Send to AppTransaction Xpert
EA Send to File

@

S

@ Drill Down v
Q copy

? Create Filter
& Search

% Resolve Selected

Select 4
Data 4
Settings 4

@

Conversation Ring
(Selection)

Create Filter

& Search
Q Resolve All
Select v
Data 4
@ Settings ’

Conversation Ring (No
Selection)

The context menu for the Conversation Ring is as follows:

Send to Wireshark
The Send to Wireshark menu option sends the traffic from the
selected endpoint(s) and connection(s) to Wireshark for
analysis.

Send to AppTransaction Xpert
The Send to AppTransaction Xpert menu option sends the
traffic from the selected endpoint(s) and connection(s) to
AppTransaction Xpert for analysis.

Send to File
The Send to File menu option sends the traffic from the
selected endpoint(s) or connection(s) to a user-specified trace
file which will appear, after completion, in the Files panel.

Drill Down
The Drill Down menu option applies the user-specified view to
the selected endpoint(s) or connection(s) and opens a new
view tab in the main workspace.

Copy
The Copy menu option copies a table of data values
corresponding to the current selection to the clipboard. These
are copied in the order that the hosts were discovered in the
conversation ring. The only exception to this rule is that the
“Last Seen” value is not included in what is copied to the
clipboard.

Create Filter
The Create Filter menu option creates a filter based on the
current selection and adds the filter to the Filter List.

Search
The Search menu option opens a search dialog window that
can be used to find data in the charts. The search context
consists of the labels of the items in a chart which can be
selected. For instance, an IP address, MAC address, or
hostname can all be searched. The Search Dialog is described
in its own section later on.

Resolve Selected/Resolve All
The Resolve Selected/Resolve All menu option tries to identify
the unresolved IP addresses, ports, or MAC addresses from the
selected endpoints and/or conversations.

Cascade Pilot Reference Manual 188



Select. . vl @ et Al
6 Select Inverse

Select

Data Mz Bytes
Packets
Conversation Ring
Data

& settings *|Theme Colors
@ EEEaES

||II||||||
Standard Colors
L 1] EEEER

% More Colors.

Conversation Ring
Settings

Select
The Select menu option has two submenu options to either
select all the connection(s) and endpoint(s) in the
Conversation Ring, or to invert the current selection of the
endpoint(s) and connection(s).

Data
The endpoint(s) and connection(s) are sized proportional to
either the number of bytes or the number of packets received
in the given time period. This submenu enables changing
which metric is used. It is shown below.

Settings
The Settings menu option opens up a submenu with specific
color choices to change the color of the endpoints for the
chart. It is shown below.
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Tooltips

The conversation ring has two kinds of tooltips:

e Connection Based

e Endpoint Based

Endpoint

192.168.77.87
Bytes 2
= T ol

Hecaived

Hecelved

1.22K

Sent 124K (1,
Int 0 bytes (0 packets)
Ext 24 73K bytes (2 46K packets)

Last Seen  3/31/2009 12:459:27 PM

Conversation Ring
Endpoint

Cascade Pilot Reference Manual

When hovering over an endpoint, a tooltip pops up with the following
fields:

Address

The Address refers to the associated MAC or IP address (as
applicable) of the endpoint.

Bytes
The Bytes value refers to the total number of bytes that have
been either sent from or received at that endpoint, i.e. the sum
of Received and Sent bytes.

Received
The Received value refers to the total number of bytes
received at that endpoint over a given sample period, i.e.
the sum of the packet size of all packets where the
endpoint was the destination field in the packet.

Sent
The Sent value refers to the total number of bytes sent
from that endpoint over a given sample period, i.e. the sum
of the packet size of all packets where the endpoint was
the source field in the packet.

Packets
The Packets value refers to the total number of packets that
have been either sent from or received at that endpoint, i.e. the
sum of Received and Sent packets

Received
The Received value refers to the total number of packets
received at that endpoint over a given sample period, i.e.
the count of all packets where the endpoint was the
destination field in the packet.

Sent

The Sent value refers to the total number of packets sent at
that endpoint over a given sample period, i.e. the count of
all packets where the endpoint was the source field in the
packet.

Int

Int refers to bytes and packets that are sent from the host to
itself (i.e. the IP source is the same as the destination).
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Ext
Ext refers to bytes and packets that are sent to or received
from other hosts.

Last Seen

The Last Seen value refers to the last time a packet with either
the source or the destination field of the endpoint was seen.

Conversation

PR e PR e When hovering over a connection, a tooltip pops up with the following

Hns fields:

B-24 257.B1K (297 )
e K (21 Address(A)

S 1A The Address(A) refers to the source address in the first packet
Last Seen 331/2009 12:45:27 PM for that connection.

Conversation Ring Address(B)

Conversation The Address(B) refers to the destination address in the first
packet for that connection.
Total Bytes

The Total Bytes value refers to the total number of bytes sent
between the source and destination addresses over the given
sample period and is the sum of A->B and B->A.

A->B
The A->B value refers to the total number of bytes sent

from the source address to the destination address over
the view’s sample period.

B->A
The B->A value refers to the total number of bytes sent

from the destination address to the source address over
the view’s sample period.

TotalPackets
The TotalPackets value refers to the total number of packets
sent between the source and destination addresses over the
given sample period and is the sum of A->B and B->A.

A->B
The A->B value refers to the total number of packets sent
from the source address to the destination address over
the view’s sample period.

B->A
The B-A> value refers to the total number of packets sent
from the destination address to the source address over
the view’s sample period.

Last Seen

Last Seen refers to the last time a packet was seen with the
source and destination field as the endpoints of the
connection.
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Sequence Diagram

The sequence diagram presents a sequential analysis of transactions and messages between hosts.
The chart represents hosts as vertical lines arranged over the X axis, and messages as arrows
between the hosts. The vertical axis represents time proceeding downward, which can be either
relative (default) or absolute.

Layers

The chart can display data in one of two layers. The Transport layer displays each packet in the
trace as a separate message in the sequence diagram. The Application layer decodes the packets for
supported protocols and displays the protocol-specific messages. The user can toggle between
these layers to gain different understandings of the underlying network transaction(s).

For example, the figures below show both the transport layer view and the application layer view
for an HTTP download transaction. In the transport layer, separate message arrows show the three
way TCP handshake to establish the connection, and then each data and acknowledgement packet
in the exchange. In the application layer, on the other hand, only three messages are shown - one to
establish the TCP connection, one to represent the HTTP GET request, and one to represent the
HTTP response.

12B82.18 204182184 19,582 454 EETRT AT TR

ey 040

Transport Layer View Application Layer View
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Multi-Segment Sequence Diagram

When a multi-segment sequence diagram view is applied to a multi-segment source, the resulting
sequence diagram shows traffic between nodes across multiple segments in a network. In the
following diagram, hosts are indicated by half-circles and capture points in the network are

indicated by console icons

£ Sequence Diagram

b

[ Filters (None)

100 ms

200 ms

300 ms

400 ms

500 ms

600 ms

632 ms

46%

192.168.77.12

377z

372

3772

TCP (SYN) Seq: 0
0 Byles

TCP {ACK} Seq; 1, Ack: 1
0 Byles

)

}@M

TCP (SYN) Seq: 0
0 Bytes

TCP (ACK) Seq: 1, Ack: 595

194.87.149.73

=]

g

Pel

o

AT =
<P S

0 Bytes

b

hotes

Mode

@® Protocal
O QoS

¥ Nodes

(4192.168.77.12
] 194.97.149.73

¥ Capture Points

@ 1: hop1
W2 hop2
03 hop3

¥ Message Colors

I TCP Data

[ TCP Duplicate Acks
B TCP Lost Segments
B TCP Mo Data

O TCP OpeniClose
B TCP Out of Order
[l TCP Retransmits

2|

| Cument Selection: 11/20/2007 12:31:18 - 12:31:44 (26 secs) @ 1 sec - Total Window: 11/20/2007 12:31:18 - 12:31:44

For additional information on multi-segment analysis, refer to the section on Multi-Segment
Analysis, page 274.

Cascade Pilot Reference Manual

194



Node

192.168.77.39 T2.14 255104

192.168.77.250

Sequence Diagram nodes

Nodes are visualized over the X axis and
separated by columns of different shades of
grey to emphasize the space among them.

A node is represented by three graphic
objects:

Head
Half circles with a color for each host.
Using the node head, it is possible to
select, highlight and drag the node
itself;

Body
Gray vertical line where messages
arrive and leave; the body also allows
selecting and highlighting the node
itself;

Label
Node name, which is typically the IP
address of the host or its resolved
DNS name.

The node depiction varies based on selection and highlighting:

192.168.77.10

O ms

Selected node

192.168.77.10 192.168 280

o ms

Highlighted node
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If a node or message is selected (i.e. clicked), then the label is bolded
and is given a background color. The label, head and body of all other
nodes are grayed out.

If a node is highlighted (i.e. by hovering the mouse on it), its label is
bolded, and all other nodes are grayed out.
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L . o When dragging a node, it is represented as a transparent full
w < ) . 2 e
circle head with no label. The node also stays in its original place
until the drag is complete.
1 Dragged node

Node Layout

The Sequence Diagram has a minimum column width which constrains the total number of nodes
that can be shown to ensure they can be displayed properly. When a view is applied, the graph
selects a default initial column width, and using the horizontal scroll bar, the user can scroll and
zoom to change the set of displayed nodes.

By default, the chart arranges the nodes from left to right based on the timestamp of the first
message sent or received by the node. Users can override this ordering by dragging nodes and/or
hiding nodes to reduce the number in the display.

Selection

When selecting a node, the selection includes all messages sent or received by the specific host. If
multiple nodes are selected (by pressing Control key), the selection includes only messages
between the set of selected nodes.

When holding the Shift key and selecting a node, the selection toggles among:

o All messages sent or received by the specific host;
e All messages sent by the selected host;
e All messages received by in the selected host.

Highlight

When highlighting (hovering over) a single node, the chart highlights all messages sent or received
by the highlighted host. If multiple selection is enabled (by pressing the Control key) and at least
one other node has been selected, the chart highlights only messages between the selected host(s)
and the highlighted one.
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Also, when highlighting a host, the “Hide” button is shown to
192 168.77.38 allow the user to hide the node itself, only if the column width is
w x large enough to display it without overlapping the adjacent nodes.
Hide button

Drag

As mentioned previously, users can manually arrange the order of the nodes by dragging hosts in
different positions.

Additionally, the user can use the selection to define a filter by dragging the selected node(s) over
the Filter panel or the Filter Bar. This action creates a Cascade Pilot filter for the selected host(s)
and can then be used for additional views.
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Node Context Menu

ﬁ Send to Wireshark
Send to File

Copy

Create Filter
Search

Resolve Selected

Ruler Mode
Fit Selection

<b QR (OCPF

Drill Down 4

Select ’
Nodes v

Data ’

@& Settings v

Node context menu
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With one or more nodes selected, the context menu provides the following
options:

Send to Wireshark
The Send to Wireshark menu option sends the traffic from the
selected host(s) to Wireshark for analysis.

Send to AppTransaction Xpert
The Send to AppTransaction Xpert menu option sends the traffic
from the selected host(s) to AppTransaction Xpert for analysis.

Send to File
The Send to File menu option sends the traffic from the selected
host(s) to a user-specified trace file that will appear, after
completion, in the Files panel for immediate analysis.

Drill Down
The Drill Down menu option applies the user-specified view to the
selected host(s) and opens a new view tab in the main workspace.

Copy
The Copy menu option copies a tabular form of the selected data to
the system clipboard.

Create Filter
The Create Filter menu option creates a filter based on the current
selection and adds the filter to the Filter List.

Search
The Search menu option opens a search dialog window that can be
used to find data in the charts.

Resolve Selected
The Resolve Selected menu option resolves the IP addresses of the
selected nodes.

Ruler Mode
Ruler Mode displays detailed timing information about one or
more messages. For more information, see the description of
Ruler Mode on page 208.

Fit Selection

The Fit Selection menu option arranges the horizontal range to fit
the selected nodes.

Select
The Select menu option allows user to control which messages are
selected based on the set of selected hosts. If only one host is
selected, options include selecting all messages from or to the
node, all messages from the node or all messages to the node.
If two nodes have been selected, options include selecting
conversations between the selected nodes, all messages from the
first node to the second or all messages from the second node to
the first.
If more than two nodes are selected, the only option is to select all
messages between the selected nodes.
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Nodes
The Node menu provides options to control which nodes are
hidden or shown.

Show All
Shows all hidden nodes.

Show Selected Only
Hides all nodes but the selected one(s).

Show All But Selected
Hide the selected nodes and show all others. Note that at least two
nodes must be visible at all times.

Inverse:
Inverts the hidden node set, by showing all hidden nodes and
hiding all visible ones.

Data
Time Hints
Time Hints enable the sequence diagram to visually represent
the network delay between nodes. For more information, see
the description of Time Hints on page 209.

Absolute Time
Absolute Time displays the actual time of covered by the file.

Relative Time
Relative Time displays the time that has elapsed since the
beginning time of the file.

Settings
The Settings menu allows you to set two parameters that affect
the sequence diagram display.

‘ Show Legend
‘&1 Settings '_‘ Show Labels
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Tooltip

132 168.77.10

Messages | 764
In: 124 [First 0 ms - Last 23.400]
Out : 140 [First 0 ms - Last 25 600

Node tooltip

Message

UDP (Unknown) |
- 5EEDT

50344 >
39 Bytes - 1 pkt

Sequence message
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The node tooltip shows data about the node itself.

Node label
IP address of the highlighted node.

Messages
Statistics about the number of messages to and from
the highlighted node, as well as timing information
about the messages.

A message is displayed as an arrow from the source
host line to the destination host line.

The arrow itself is graphically composed by:

Shaft
Represents the body of the message as a line
between source and destination nodes.

Head
Represents the arrival of the message as a
triangle pointing at the destination node.

Tail
Represents the source of the message as a

square at the source node (only in “Ruler
Mode”).

Labels
Shows text information about the message,
including the protocol, packet and byte
count, etc.
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Filtered messages

Watch 132.168.77.10 - 132.168.77.250

Number of hidden messages : 1

ik Source Port - 1032
Destination Port : 53

Group message tooltip

Message and node status
80 HTTF 200 ok
252 KE].-'rus -3 phts

Highlighted message

Not focused message
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Compression
The diagram applies a compression algorithm over the
set of messages to maximize performance and clarify the
display. The algorithm can both reduce the number of
displayed messages and change the message layout.

First, message labels are not displayed if there is not enough room
to show them. Second, overlapping messages are combined into a
group messsage. A group message uses a special head and tail to
inform the user that it represents more than one message. A
highlighted or selected group message does not show Top,
Bottom and Main labels.

If all messages in the group have the same orientation, then the
arrow is shown in one direction. Otherwise it is shown with head
and tail in both directions.

When all messages in a group have the same source and
destination ports, then they are shown. Otherwise, they are not.
The group message tooltip shows the number of hidden messages.

If a message is selected or highlighted, it is brought to the
foreground, increasing the likelihood that the label will be
displayed.

Messages that are not selected or highlighted are greyed
out to emphasize the selected ones.
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Selection

Selecting one or more messages also selects the nodes that are the source or destination for one or
more of the messages.

Highlight

Highlighting a single message causes the chart to highlight the source and destination nodes.

Double click

Double clicking on a message toggles between the layers and zooms the display to fit the message in
the time range.

Context Menu

By selecting one or more messages, the following actions can be performed through the context
menu.
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i Send to Wireshark Send to Wireshark
) _ The Send to Wireshark menu option sends the traffic from the
selected message(s) to Wireshark for analysis.

& f=idinFls Send to AppTransaction Xpert
The Send to AppTransaction Xpert menu option sends the
traffic from the selected host(s) to AppTransaction Xpert for

The Drill Down menu option applies the user-specified view to

W
E] Copy analysis.
‘;i? Create Filter Send to File . _ .
The Send to File menu option sends the traffic from the
& Search selected message(s) to a user-specified trace file that will
appear, after completion, in the Files panel for immediate
% Reschve Selected analysis.
é]_ Ruler Mede Drill Down

Fit selection the selected message(s) and opens a new view tab in the main
Select Conversation workspace.
MNedes » Copy ) .
The Copy menu option copies a tabular form of the selected
Data 3 data to the system clipboard.
@ Settings 5 Create Filter

The Create Filter menu option creates a filter based on the
current selection within the Sequence Diagram and adds the
Message context menu filter to the Filter List. The filter comprises the core message
attributes: source and destination address, source and
destination port numbers, start and end time.

Search
The Search menu option opens a search dialog window that can
be used to find data in the charts.

Resolve Selected
The Resolve Selected menu option resolves the IP addresses of
the selected source and destination nodes.

Ruler Mode
Ruler Mode displays detailed timing information about one
or more messages. For more information, see the
description of Ruler Mode on page 208.

Fit Selection
The Fit Selection menu option sets the horizontal range to fit
the source and destination nodes and the vertical range to fit the
start and end times of the selected message. If more than one
message is selected then the minimum start time and maximum
end time are used.

Select Conversation
The Select Conversation selects all messages with the same
source and destination IP addresses and source and destination
ports as the selected message.
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Tooltip

Nodes
The Node menu provides options to control which nodes are
hidden or shown.

Show All
Shows all hidden nodes.

Show Selected Only
Hides all nodes but the selected one(s).

Show All But Selected
Hide the selected nodes and show all others. Note that at least
two nodes must be visible at all times.

Inverse
Inverts the hidden node set, by showing all hidden nodes and
hiding all visible ones.

Data

Time Hints
Time Hints enable the sequence diagram to visually
represent the network delay between nodes. For more
information, see the description of Time Hints on page
2009.

Absolute Time

Absolute Time displays the actual time of covered by the
file.

Relative Time
Relative Time displays the time that has elapsed since
the beginning time of the file.

Settings
The Settings menu allows you to set two parameters that
affect the sequence diagram display.

Show Legend
@ settings »I Show Labels

192 16877111 => 195210230 46
(This message hides 3 messages)

Source Port B4226
Deshnabion Port 40282

Packet Descripion UDP (Unknown)

The message tooltip shows information about
the message itself

Tooltip header

Comprises the source and destination
I[P addresses.

Transfer Info 34 Bytes - 1 pkt
Start 3:28.658003 (11/20/2007 12:31:30.377745) Tooltip body
End 3:28 658003 (12:31:30.377745) Displays the port numberS, a
Hange 0 . .
description of the message, and its
Message tooltip sizing information.
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Tooltip footer

Shows statistics about the start and
end time in both absolute and relative
terms.

Legend area

The Legend area always occupies the right side of the chart. It contains a set of legends that show
information about the displayed diagram and enable interaction with the chart. The legend can be
resized by dragging the handle, or collapsed and expanded by double clicking the handle.

The legend area contains the following legends:

Layer

Layer
gipplin:ﬂtir?n Shows the currently selected layer and enables switching
ranspo between layers.
Mod
¥ Nodes Nodes
| E 3’25‘.?1 ;4;3255?; ?g Checkbox list of nodes in the current sequence diagram.

Enables selecting one or more hosts, highlighting a single
host and hiding or showing a host by clicking the label

O http icon.
[l TCP

¥ Message Colors

Message Colors

List of colors used by messages in the current sequence
layers and their meaning. Clicking on a color highlights all
messages having the highlighted color.

Sequence legend area

Both the Message Colors and the Nodes legends can be expanded or collapsed by clicking the header.

Scroll bar
Scroll bars enable interaction with both the X and Y axis. In
addition to panning left and right and up and down by
272 dragging the scroll thumb, you can expand or contract the
™ 4p i ] view by dragging the ends of the thumb.
Scroll bar
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Time Filter

By selecting a vertical region, the user selects a time range. All messages starting within the time

range are displayed as selected. In the time selection area is possible to perform the following
actions:

< O (OCPFEH

&

Send to Wireshark

Send to AppTransaction Xpert
Send to File

Drill Down

Copy

Create Filter

Search

Resolve Selected

Ruler Mcde

Fit Selection

MNeodes
Data

Settings

Time Filter Context Menu
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Context Menu

Send to Wireshark

The Send to Wireshark menu option sends all the traffic within
the selected time range to Wireshark.

Send to AppTransaction Xpert
The Send to AppTransaction Xpert menu option sends the traffic

within the selected time range to AppTransaction Xpert for
analysis.

Send to File
The Send to File menu option sends all the traffic within the
selected time range to a user-specified trace file that will

appear, after completion, in the Files panel for immediate
analysis.

Drill Down
The Drill Down menu option applies the user-specified view to

the selected time range and opens a new view tab in the main
workspace.

Copy
The Copy to Clipboard menu option copies a tabular form of
the data within the selected time range to the system
clipboard.

Create Filter

The Create Filter menu option creates a time filter based on
the current time selection.

Search

The Search menu option opens a search dialog window that can
be used to find data in the charts.

Resolve Selected

The Resolve Selected menu option resolves the IP addresses of the
selected nodes.

Ruler Mode
Ruler Mode displays detailed timing information about one or
more messages. For more information, see the description of
Ruler Mode on page 208.

Fit Selection

The Fit Selection menu option arranges the horizontal range to fit
the selected nodes.

Select
The Select menu option allows user to control which messages are
selected based on the set of selected hosts. If only one host is
selected, options include selecting all messages from or to the
node, all messages from the node or all messages to the node.
If two nodes have been selected, options include selecting
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conversations between the selected nodes, all messages from the
first node to the second or all messages from the second node to
the first.

If more than two nodes are selected, the only option is to select all
messages between the selected nodes.

Nodes
The Node menu provides options to control which nodes are
hidden or shown.

Show All
Shows all hidden nodes.

Show Selected Only
Hides all nodes but the selected one(s).

Show All But Selected
Hide the selected nodes and show all others. Note that at least two
nodes must be visible at all times.

Inverse
Inverts the hidden node set, by showing all hidden nodes and
hiding all visible ones.

Data
Time Hints
Time Hints enable the sequence diagram to visually represent
the network delay between nodes. For more information, see
the description of Time Hints on page 209.

Absolute Time
Absolute Time displays the actual time of covered by the file.

Relative Time
Relative Time displays the time that has elapsed since the
beginning time of the file.

Settings
The Settings menu allows you to set two parameters that
affect the sequence diagram display.

Show Legend
s Settings 8 ‘ Show Labels

Double Click
Double click expands the current time range to reflect the time filter range.

Dragging
The time selection can be used to create a time filter by dragging it on the Filter panel or the Filter

Bar. Also, dragging the time selection onto a different Sequence Diagram or Strip Chart highlights
the messages in the other chart that fall within the selected time range.

A time selection can be removed by clicking on the area outside the hosts grid or, after a double-
click, by clicking over the area itself.
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Ruler Mode

Ruler mode displays detailed timing information about one or more messages. It is activated by
clicking the mode icon.

486 wmp 4B

Ruler Mode Icon

The system shows timing information in two modes:

Node Mode
When a message is selected or a time range is
created, the diagram shows the start time, end
time and delta value between the first and the
last message in the range.

192.168.77.10 74.125.19.104

215,957 ms e i
s -G00gle.comyin,, [222 446 ms)

985 Bytes . 1 pkt o
HTTP 304 Not Madilled Igm
A7RA a

BERFERGE | 102 Byles- 1P

Node ruler mode

192.168.77.10 74.125.19.104 Message Mode

w w When a first message terminator (head or tail) is
clicked, followed a second terminator, the system
shows the timing of the two messages as well as the

GET www goagie comyim. interval between them.
EMI 965 Bytes 1 pia | °

L A04 Mot Modilied a0
EEERED | — s 1900 | If a third terminator is selected, the initial selection is retained,
and the system updates to show the timing information between
the first message terminator and the newly clicked one. Selecting
Global ruler mode another message or clicking in the background will clear the

original selection.
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Time Hints

Time hints enable the sequence diagram to visually represent the network delay between nodes.
The feature is activated or deactivated using the icon in the upper-left corner of the chart.

40z = 4@

Time Hints Icon

GET www.google.com/i...
3754
985 Byles - 1 pkt
HTTF 304 Mot Modified
754

102 Byles - 1 pkt

Time without hints

G
a7s4 ET wwrw foogle. comyin._
965 Bytes - 1 piy 80

HTTPR 304 Mot Madified a0

ars4 | 102 Bytas - 1 pht

Time with hints
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When time hints are disabled, all messages are shown as
horizontal lines, where the Y axis value represents the message
timestamp as recorded in the trace file.

When time hints are enabled, the
network delay is inferred from the TCP
calculations, and the message lines are
drawn with a slope that illustrates the
network delay.
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Message Labels

Message labels show information about the message: protocol, byte count, and so on. The feature is
activated or deactivated using the icon in the upper-left corner of the chart.

4% = 4R

Message Label Icon

1892 168.77.184 192 168.77.127
0 B20B5 1

1 ms

2 ms

3 ms

Typical message labels
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Strip Chart

The Strip Chart displays quantitative data with respect to time.

Diagram
The Strip Chart diagram has the following elements:

e Time Control Area
e Legend

e Dataarea

e Min/Max

Current Selection Interval

This is an example of a View containing a Strip Chart:

| © Network Usage by Traffic Type qp
| Fikters (None) ¥ |
|Bits Over Time q b
@|i A ARP
A DHCP
$50m | @DNs
o S . A Email
E - | B ICMP
b 2.00M H m M
1.00M [ M3-Metworking
o = F [ sNMP
12:28:01 12:30:01 12:32:01 12:34:01
Iotes F
| Total Bits (7:18) 4 b |Relative Network Usage (7:18) q b
118G
289 42M
2-30M 2211 091827 4563 083 5383 SBO.01K1 46465 47K
Motes # Motes &
| Current Selechon: 11/2002007 122201 - 12:35:19 (7:18) @ 10 secs - Total Window: 11/20/2007 12:28:01 - 12:25:19 £

Strip Chart

Note: The Current Selection bar (at the bottom of the View) simultaneously

applies to all of the Charts contained in a View.
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The View above shows 3 charts, namely a strip chart, a bar chart, and a pie chart. This section
discusses the strip chart (the top-most chart).

Current Selection: The data points displayed in the strip chart correspond to the View metric (Bits
per Second) computed over the Current Selection Interval.

Total Window: The Total Window interval shows the total duration of the source trace file or, for a
live source, the total duration of the capture or the Data Retention Time, whichever is smaller.

£) Network Usage by Trafhic Type * q Pk
| Filters (None) ¥ |
Bits Over Time 4 b
i @ ARP
4.50M Clo=ce
4.00M DDNS_
[&A Email
w  300M LA ICMP
= [ 1
5 2.00M [ M=3-Metwarking
[d sHmp
LU 7l SSHiTelnet
0 e e [ Unknown
s 2Ty e i b voiceivideo
12:28:01 12:30:01 12:32:01 12:34:01 [ Web
Notes 2|
Total Bits (7:18) 4 [ |Relative Network Usage (7:18) 4 Pk
1.15G —
I '\_\
E A\
288.42M
| [#2.30M8 2201081827 486300695388 3080.01H1.45H5. 47K
Motes & | Motes & |
Cument Selection: 11/20/2007 12:28:01 - 12:35:13 (7:18) @ 10 secs - Total Window: 11/202007 12:28:01 - 12:35:19 ¥
12:28.01 12:29:01 12:30:01 12:31:01 12:32:01 12:33:01 12:34:01 12:3{12:35:19)
718
P 7.18 0

Figure 44. Strip Chart with Horizontal Zoom

Figure 44 shows the strip chart “zoomed” horizontally using the Selection bar in the Time Window.
The Time Control Ribbon can also be used to set the duration and location of the Current Selection.
The minimum and maximum values in the Current Selection are displayed (unless they are obvious
from the context).

The Selection Bar (upper bar) controls the portion of the data (trace file or live capture) that is
displayed in the charts. Move the triangular markers above the ends of the Selection Bar to trim the
time interval that is displayed.

The Time Scroll Bar (lower bar) controls the resolution of the upper bar. As you bring the ends of
the bar in toward the center, the time scale in the upper bar expands, allowing you to make finer
selections of time intervals using the upper bar.
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Along with the “Sampling Time” and “Data Retention Time” options as previously described (on
page 125), the Strip Chart can be customized by:

Display Modes

Toggling display mode (line chart or stacked area chart)
Selecting data sources to be displayed

Changing the stacking order (stacked area mode only)
Toggling legend visibility
Displaying Min and Max values
Rescaling Y Axis

There are two display modes for strip charts: normal (line) mode and stacked area mode. Normal

mode is the default.

Bits Over Time q b
i & ARP
4 50M E DHGP
S [ DNS
4 .00M L EEmﬂil
& Icme
3.00M
] | 1M
% T | [ M3-Metwarking
[ sHmP
1.00M | B 2=HTelnet
— ] — [ Unknown
0 A VoiceNiden
12:28:01 12:30:01 12:32:01 12:34:01 Dkﬂ.'eb
Mates #
Normal strip chart
Bits Over Time q b
i & ARP
- A DHCP
7.00M DDNS
6.00M b A Email
5.00M & ichmp
2 so0mm - | [
E 2.00M {| [ M3-Metworking
- oM = [ sHMP
A | [ S5HITelnet
U [ Unknown
a A Voiceideo
12:28:01 12:30:01 12:32:01 12:34:01 |:|'l.“.'eb
Motes *
Stacked area strip chart
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In the normal (line) chart, each data point’s value at a given time is plotted relative to zero. In the
stacked area chart, each data point’s value at a given time is plotted relative to the value of the data
in the layer below.

To switch from one mode to the other, click one of the display mode buttons in the upper left corner
of the strip chart:

Bits Ower Time

i <€——— display mode buttons

4. 50M

A Dnka

Alternatively, you can choose the display mode from the context menu (described below).

To display a strip chart in stacked area mode by default, set the view to stacked area mode and
save it as a custom view. (Click the Save button in the View section of the Home tab.) When you
drag the custom view onto your data of interest, the strip chart displays in stacked area mode.

Data Display

You can show or hide lines or areas of data by checking or unchecking the boxes in the legend area
to the right of the data area.

7 ARP

4 DHCP
FONS

[A Email

i icmp

ml

] MS-Metworking
[ sHmP

7] SSHTelnet
[ Unknown
A voicevideo
[ Web

3 .
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Stacking Order

You can change the stacking order of areas in a stacked area chart by dragging the labels up or
down in the legend area to the right of the data area.

7 ARP

B DHCP

1 DMS

A Email

& cme

7 It

] MS-Metwarking
[ SHMP

2 SSHTelnet
EUnknown
(A voicevideo
[ wWeb

A
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Custom sampling interval

By default, the sampling interval for a strip chart is

calculated automatically by Cascade Pilot.

|F'ackets per Second q B
1.80K B Packets
1.60K
1.40K
w
& 1.20K
2 100K
é 0.80K
& 060K
0.40K
020K
o
12:28:01 12:30:01 12:32:01 12:34:01
Notes |
Current Selection: 11/20/2007 12:28:01 - 12:35:13 (7.30 m) @ 10 secs —ammssens > Automatically calculated
[1/20 12:28.012:29:01  12:30:01  12:31:01  12:32:01  12:33:01  12:34:01  12{12,35.19 Lo
—5 sampling interval
730m
q 730m |

A context menu in the time control bar shows the current sampling interval and allows you to select

a different one. The allowed sampling intervals are

calculated based on display considerations.

| Cument Selection: 11/20/2007 12:28:01 - 12:35:19 (7.30 m) @ 10 secs - Total Window:

¥

11/20 12:28:012:29:01 12:20:01 12:31:01 12:32:01 12:33:01 12:34:01

12{12:35.13)

7.20m

4

>

i - Sampling Time
elected Chart: Bits per Second

E Automatic (10 secs)

Cne Second
Ten Seconds [}
Cne Minute

The strip chart is recalculated using the new sampling interval.

Packets per Second q [
400K [ Packets
3 50K
PR
@ 250K
B o0k
2 1m0k
& ook
0.50K
—
0
12:28:01 12:30:41 12:33:21
Motes % |
[ Current Selection: 11/20/2007 12.28:01 - 12:35:19 (7.30m) @ 1 sec. —swmwmmmm—meeeses——— Manually selected
TU2012:28012:29:01  12:30:01 123101 123201 123301 123401 120023519 sampling interval
730m
[l 7.30m L4
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Selection

The Strip Chart supports two types of selection:

e Time-based
e Line- or area-based

Time-Based Selection

A Time-Based Selection can be applied to any Strip Chart and is performed by clicking and dragging

the mouse over a time period. An example result is shown below:

i EARP
12:30:46 12:33:15 EoHoP
4 50M E’DNS
4.00M [ Email
B icmp
3.50M B
' MS-Metworking
soom & shp
& 250M | B SSHTelnet
g ! E’Unknown
Lo &b B voicenvideo
1.50M E&'web
1.00M
0.50M
0 = e
12:28:01 12:28:01 12:30:01 12:31:01 ‘15335?‘1 12:33:01 12:34:01 12:35:01
Motes *
Strip Chart Selection (Time)
Note that multiple selection cannot be performed using time-based selection.
Line- or Area-Based Selection
A Line- or Area-Based Selection can be applied to Strip Charts where more than one metric is being
displayed, for example in the case of multiple protocols over time:
CwW =
WoHCP
4.50M g Eons
4.00M (] B Email
[ (o]
3.50M B
3.00M %L[E”r:;t orking
& 250M | [ SSHTelnet
ﬂ i E’Unknc- N
m  z.o00M WVoicelideo
1.50M
1.00M
0.50M
0 N
12:28:01 12:259:01 12:30:01 12:31:01 12:32:01 12:33:01 12:34:01 12:35:01
Notes *

Strip Chart Selection (Element)
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Individual lines or areas are selected by clicking either on the line or area itself, or on its
representation in the legend. Multiple lines or areas can be selected by clicking with the Control key
pressed.
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Context Menu

The context menu for a strip chart has the following options:

ﬁ Send to Wireshark

Send to File
Crill Down
Copy
Create Filter
Add Watch

Search

Fit ¥ Axis

©<cOLHAL (@ F

Lines

Select

@ Seftings

Send to AppTransaction Xpert

Context menu
(selection)

Add Watch

Search

@&

» Fit Axis
Lines

Select

@ Settings

Context menu
(no selection)

Send to Wireshark
Sends traffic from the selected time slice or lines/areas to Wireshark for analysis.

Send to AppTransaction Xpert
Sends traffic from the selected time slice or lines/areas to AppTransaction Xpert for
analysis.

Send to File

Sends traffic from the selected time slice or lines/areas to a user-specified
trace file that will appear, after completion, in the Files panel, for
immediate analysis.

Drill Down
Applies the user-specified view to the selected time slice or lines/areas and
opens a new view tab in the main workspace.

Copy
Copies a tabular form of the selected data to the system clipboard.

Create Filter
Creates a filter based on the current selection and adds the filter to the
Filter List.

Add watch

Opens the Watch Editor dialog window. The Trigger Condition is based on
the currently selected strip chart. The Data Filter, if any, is based on the line
selection within the strip chart.

Search
Opens a search dialog window that can be used to find data in the charts.

Resolve Selected / Resolve All
Resolves the port name, IP address, or MAC address of all elements in the
strip chart that were not automatically resolved.

Fit Y Axis
Scales the vertical height of the strip chart to fit within the chart.

Lines
The Lines submenu allows you to choose what lines are displayed.

Show All
Shows all hidden lines.

Show Selected Only
Hides all lines but the selected one(s).

Show All But Selected
Hide the selected line(s) and show all others. Note that at least two
lines must be visible at all times.

Inverse
Inverts the hidden line set, by showing all hidden lines and hiding all
visible ones.
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Select
Brings up two submenu options:

Select All
Selects all lines or areas.
Select Inverse
Selects all lines or areas that are not currently selected (and
deselects those that are currently selected).
Settings
Brings up three submenu options:

Show Legend
Shows the legend area to the right of the strip chart, indicating which
data sets correspond to which lines or areas.

Show Min/ Max
Shows a minimum point and a maximum point for each data set on

the chart:
Eit Cheen Tormer
L. e
. [ hie
Fu E:E
i P i Zrmai
“ [ e
s =L
, . ] ve-Mwierin
o O s
1= 2 | EE. E
& 1 A
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Tooltips

Setup Y Axis

Brings up the dialog for setting up the Y axis. You can set the
upper and lower bounds of the Y axis, or choose Auto Size to let
Cascade Pilot choose the bounds automatically. And you can
specify the number of increments displayed on the Y axis, or
choose Auto Number of Rows to let Cascade Pilot choose the
number of rows automatically.

Set ¥ Awis Bounds @

Upper Bound 4500000

Lower Bound

Auto Size

Number Of Rows |3

Auto Number Of Rows

[ ok || apply || Cancel

The tooltips for the Strip Chart show the full quantitative value of a specific sample point of the
element in the data area. Hover your mouse over a sample point to see its value.

fr %?{mi\: 3]
T e

12:30:01 [MEs31-01 12:32:0MIN | 12:33:01
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Bar Chart

This chart displays quantitative metrics in a graphical bar based chart. It is used when there is a
known domain for a metric and division of the domain is useful. Quantities are graphically
represented and restricted to a linear scale.

There are three types of Bar Charts:

e Single Bars
e Stacked Bar Chart
e Grouped Bars

Single Bar Chart

Single Bar Charts are the most basic form of Bar Charts. Each column is a single valued bar. The
colors of the bars match the labels in the legend.

Along with the “Sampling Time” and “Date Retention Time” options as previously described, the
Single Bar Chart is customizable in the following ways:

e Reorder Bars
e Rescale Y-Axis
o Toggle legend visibility
o Toggle label visibility above individual bars
o Select value or percentage as label
Default

This is an example of the default view for a Single Bar Chart:

80.00K 79.73K

66.71K

i
|
i ‘
13.81K 11.83K
875K BT1K
0 ‘ | S [ B S 230K 1980 1.46K _T4BK 1.08K 912 736
2 2y T = 1 > b o} b el 2 S N % N o
7 o o A 47 o oF A o o o o i W o 4
) = ) L A Y I A
& S A & & i o 2 » N & ; : s » &
o @fbb ok 2 0 v i & ¥ s o o & & W &
K E; & K K & & 3 B &g 4 &
Single Bar Chart
.
Selection

A bar in a Single Bar Chart is selected by clicking on the bar itself, its column, or its representation
in the legend. Clicking with the Control key pressed is supported for multiple selection.
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50.00K TI.TIK

66.71K

Bits

Bar Chart Multiple Selection

Stacked Bar Chart

A Stacked Bar Chart is similar to a Single Bar Chart except that each column is subdivided into
predetermined constituents. These constituent components can be selected and analyzed
individually or collectively.

Along with the “Sampling Time” and “Data Retention Time” options previously described, the
Stacked Bar Chart is customizable in the following ways:

Sort Bars

Rescale of Y-Axis

Toggle of legend visibility

Toggle of label visibility above individual bars
Select value or percentage as label

Default

This is an example of the default view for a Stacked Bar Chart:

4.60M 4.51M [ Internal
O Received
M sent
" 2.43M
fo
i}
. 1.12M
562 31K
0 | ‘ I | | J223%K | 886K | 544K | 3451K | 2410k | 17.97K | 1473K | 493K 2.46K 190K
o P PO o FCRNC PO & 5 & | O
& AN & a ~ v v o o o W @ & o
3% o oF o ¥ @@ e o” " 4 & @ o 3
2 < ® ¥ & + K o i e s
Stacked Bar Chart
Selection

Abar in a Stacked Bar Chart is selected by clicking on the bar itself, its column, or its representation
in the legend. Clicking with the Control key pressed is supported for multiple selection.

Grouped Bar Chart

A Grouped Bar Chart is similar to a Single Bar Chart except that each column is subdivided into two
or more sub columns.
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Along with the “Sampling Time” and “Data Retention Time” options previously described, the
Grouped Bar Chart is customizable in the following ways:

e SortBars
e Rescale Y-Axis
e Toggle legend visibility
o Toggle label visibility above individual bars
e Select value or percentage as label
Default

This is an example of the default view for a Grouped Bar Chart:

7.00 O AF
W sTA

525

3.50

Modes

1 1
0
>

c@@\ g§=\ <) 5
& ¢ @
& & &
> g &
qu-\ '1,"‘ Wb‘
Grouped Bar Chart

Selection

Selection of the Grouped Bar Chart can happen three ways:

e Selection of a column.
e Selection of one of the components of a column.
e Selection of all instances of a certain subcomponent across all columns.

Column

A column based selection selects all data corresponding to the column. This method of selection is
achieved by selecting the area around the bar with respect to the desired column inside the chart,
but not the bar itself.

7.00 EAP
M sTA

525

Modes

3.50

1 1 1
" th s o
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Grouped Bar Chart Selection (Column)

Component Instance
A component instance based selection selects a subset of the data in a particular column. This
method of selection is achieved by clicking on the component.

7.00 W AP
525

3.50

Modes

QQ’\\ @n} @6\
*b& *bg *bg
= =
¥ & &
nF i &
q’bn q’h q’h
Grouped Bar Chart Selection (Component Instance)
Component

A component based selection selects data in all columns for a particular component subset. This
method of selection is achieved by clicking on the representation of the component in the legend.

7.00 mar
HsTA

525

3.50

Modas

Grouped Bar Chart Selection (Component)
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Navigation Through Data

1-200f 9631 Bars (0 O QO @

Bar chart Top Bars

Cascade Pilot Reference Manual

When there is not enough space to display clearly all
the bars in a single chart, the system automatically
ranks and displays data by relevance, based on the
selected sorting option.

By default, the columns are sorted from high to low
(usually by value). A small label displaying the total
number of bars and the current interval is shown at
the bottom of the view. One can navigate through data
using the four buttons in the label. + and - buttons
increase or decrease the length of the interval shown,
while the arrows (<< and >>) shift the interval inside
the data.
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Context Menu

All three types of Bar Charts; Single, Stacked, and Grouped, share the same context menu (with a
single exception noted below).

Gl send to Wirechark
Transacti

@) Settings

Bar Chart
(Selection)

S§| Add Waich
& Search
Select

Data

&) Settings

Bar Chart (No
Selection)

Send to Wireshark

The Send to Wireshark menu option sends the traffic from the selected
bar(s) or component(s) to Wireshark for analysis.

Send to AppTransaction Xpert
The Send to AppTransaction Xpert menu option sends the traffic from the
selected bar(s) or component(s) to AppTransaction Xpert for analysis.

Send to File

The Send to File menu option sends the traffic from the selected bar(s) or
component(s) to a user-specified trace file that will appear, after
completion, in the Files panel for immediate analysis.

Drill Down
The Drill Down menu option applies the user-specified view to the selected
bar(s) or components(s) and opens a new view tab in the main workspace.

Copy
The Copy menu option copies a tabular form of the selected data to the
system clipboard.

Create Filter

The Create Filter menu option creates a filter based on the current
selection within the bar and adds the filter to the Filter List.

Add Watch
The Add Watch menu option opens up the Watch Editor dialog window.
The Trigger Condition is based on the currently selected bar chart. The
Data Filter, if any, is based on the bars selected within the bar chart (if any).

Search

The Search menu option opens a search dialog window that can be used to
find data in the charts.

Resolve Selected/Resolve All
The Resolve Selected/Resolve All menu option resolves the Port Name, IP
Address, or Mac Address of the bar(s) in the Bar Chart but only when that
to be resolved is not selected for automatic resolution in the Name
Resolution submenu available in the Home Ribbon.

Select
The Select menu option provides the option to select the bar(s) and
component(s) of the Bar Chart. Itis described below

Settings
The Settings menu option opens up a submenu with specific settings for the
chart. It is described below.
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Context Sub-Menus

The Bar Charts have three contextual submenus:

e Select
e Data
e Settings

|
Select r @ Select All
0 Select Inverse

Select Submenu

Data v Percentage
Value

Sort By Label
Sort By Value
Descending

Ascending

Show Previous/Mext Bars

Data Submenu

Cascade Pilot Reference Manual

The Select submenu for the Bar Chart context menu
has two options:

Select All
Select All selects all bars in the chart.

Select Inverse
Select Inverse deselects the currently selected
bar(S) and selects all other bars.

The Data submenu for the Bar Chart context menu has
several items:

Percentage

The Percentage option sorts the bars
numerically by their percentage of the total
traffic.

Value
The Value option sorts the bars numerically by
their quantitative values.

Default
The Default option reverts to the original
sorting order.

Sort By Label
The Sort By Label menu option sorts the bars
alphabetically by their labeled column names.

Sort By Value
The Sort By Value menu option sorts the bars
numerically by their quantitative values.

Descending

The Descending menu option sorts the bars
sequentially from left to right, either by name
or value, as specified by the first group.

Ascending

The Ascending menu option sorts the bars
sequentially from right to left, either by name
or value, as specified in the first group.

Show Previous/Next Bars
When there are more bars than will fit in the
display area, selecting this option displays a
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Previous bar and/or a Next bar. These bars
show cumulative totals for all bars that come
before and/or after the bars displayed in the
current view.

l Settings 2

Show Legend The Settings submenu for the Bar Chart context menu
Show Labels has two items:

Settings Submenu

Show Legend
The Show Legend menu option toggles off or on
the Bar Chart legend.

Show Labels
The Show Labels menu option toggles off or on
the labels on each bar on a Bar Chart.

Tooltips
The tooltips for the Bar Chart display the label of the bar over which the mouse is hovering.

110.00K: 106 214

82.50K

T3.4

40-79
% Value 73.43K Packets (73.426)
X  55.00K Percent 28.40%
5 LastSeen 11/20/2007 12:28:01 PM
27.50K {h_T)
5.47H 8.36K
0 0 0 0
0
) ) o o ° Y ) o
’ 4 ! & & EA &
o o ]

Frame Size range
Motes
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Scatter Plot

The Scatter Plot is a versatile and flexible chart that can display complex relationships between
values using three dimensions:

o Y Axis
o X Axis
e Size of the circles, referred to as points

Each of these dimensions can be assigned to one of a predefined set of metrics. For instance, the
user may specify that the Y-Axis represents either 802.11 Channel usage or average frame size.

Scatter Plots are most useful when there is expected to be a correlation between metrics, such as
the total number of packets and the total bytes sent out by a host. For example, if the Y Axis is
“Packet Count” and the X Axis is “Byte Count,” then there is typically a diagonal line of points from
the origin to the top right. An anomaly would then be visually evident if this relationship did not
hold for certain situations.

Default
. I . - »”n “"
. o T —————— Along \-Nlth t_he "Sampllng Tlm_e and Data}
' r I Microsoft_e5:1d:43 Retention Time” options previously described,
5763 \ o [l DellPcbaTe_8d:80:4e . N . .
o ~C EI Dell_sd:1d:43 the scatter plot is customizable in the following
7225 S M Cisco-Link_6a:29:58 .
® - O IntelCorpo_2&:0%:1f ways:
2 7688 SI' O O GemtekTech_%k:ba:f0 . i i
g [ GemtekTech_cd.74:7b e Assignment of the dot size relation
81,50 b5 Il Cisco-Link_0c:08:78 . .
T o [ Cisco-Link_dc:a4:63 e Assignment of X-Axis
= B6.13——= Buffalo_&f.03:c7 3 1
@ Eln“t;_;;m° e Assignment of Y-Axis

W 3com_3d:d&:cT
[ 2wire_d2:27:c1
Total Bits

-100.00 ——@
98.08K

100 2375 4650 69.25 92.00
Total Packets £ 24.88K
Motes ]

Scatter Plot
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Selection

oY [ Microsoft_4c:06:73
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Scatter Diagram Multiple Selection

Scatter Plot Multiple Selection

Cascade Pilot Reference Manual

Selection in a Scatter Plot is done by one of
four ways:

Search operation

Selection from the legend

Drawing a box around the points
Clicking on the Points to be selected

Clicking with the Control key pressed for
multiple selection is supported for point based
and legend based selection.
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Context Menu

Bl send to Wireshark The context menu for the Scatter Plot is as follows:
Send to AppTransaction Xpert Send to Wireshark
B senotorie The Send to Wireshark menu option sends the traffic from the
@ il Down selected point(s) to Wireshark for analysis.
O corr Send to AppTransaction Xpert
Y| Cresteiter The Send to AppTransaction Xpert menu option sends the traffic
& search from the selected point(s) to Send to AppTransaction Xpert for
analysis.
@ Ftxand v Axes Send to File
Select The Send to File menu option sends the traffic from the selected
Dot point(s) to a user-specified trace file that will appear, after
@ sctings completion, in the Files panel for immediate analysis.
Drill Down
Scatter_Plot The Drill Down menu option applies the user-specified view to
(Selection) the selected point(s) and opens a new view tab in the main
workspace.
&l s Copy
- The Copy menu option copies a tabular form of the selected data
to the system clipboard.
@ Create Filter
The Create Filter menu option creates a filter based on the
current selection within the scatter plot and adds the filter to
the Filter List.
&F | Search
. Search
@ Fexana e The Search menu option opens a search dialog window that can
. be used to find data in the charts.
. Resolve Selected/Resolve All
@/ seincs The Resolve Selected/Resolve All menu option resolves the Port
Name, [P Address, or MAC Address of the point(s) in the Scatter
Scatter Plot (No Plot. This option is available only when the fields are not
Selection) automatically resolved (see the Name Resolution submenu
available in the Home Ribbon).
— H@ e Fit X and Y Axes
Q) e irve The Fit X and Y Axes menu option resizes the X and Y scales of
the Scatter Chart so that all values fit within the chart.
Scatter Plot Select Select
The Select menu option has two submenu options to either
select all the point(s) in the Scatter Plot, or inverts the selection
of point(s).
Data
The Data menu option is described below.
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Settings
The Settings menu option opens up a sub-menu with specific
settings for the chart. It is described below.

Context Sub-Menus

The Scatter Plot has three contextual submenus:

e Select (shown above)
e Data
e Settings

Data

The Data submenu for the Scatter Plot context menu has
four items:

Data 3

Size X Axis

Advanced.. The X Axis menu option presents all possible
choices for the metric of the X-Axis. Some charts
Scatter Plot Data Submenu may only have one option, while others may have
multiple; for instance, “Bits/s” versus “Bytes/s”
or “Packets/s.”

Y Axis
The Y Axis menu option presents all possible
choices for the metric of the Y-Axis. Some charts
may only have one option, while others may have
multiple; for instance, “Bits/s” versus “Bytes/s”
or “Packets/s.”

Size
The Size menu option has a submenu where the
dot size of the points can be enabled and
associated with a metric or disabled by selecting
“Nothing.”

ri-.d*,-anced Dimension Mapping Advanced

The Advanced menu option opens up a separate
dialog box where drop-done lists provide
options for a chart’s format.

J

Xhwis:  Total Packets

Yhxis:  Channel

Size : Total Bits

O E © = E

oK || Apply || Cancel |
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Settings
I@ Settings

Show Legend

Show Lakels

The settings submenu for the Scatter Plot context menu
has three items:

-

Autosize

Show Legend
The Show Legend check box menu option toggles
off or on the Scatter Plot legend.

Show Labels
The Show Labels menu option toggles off and on
the point labels, which can otherwise be viewed
via a tooltip.

Scatter Plot Settings

Autosize
The Autosize menu option toggles off and on
whether the area will automatically resize based
on maximum values.

Tooltips

o | A tooltip is shown when hovering over a point. It has the following values:
X:9861
Y2977

Size: 2206 K Name

The Name of the point being charted, such as an IP address or an

Scatter Plot 802.11 wireless channel.

The X value refers to the position the point currently occupies on
the X axis and the significance of this with respect to the units for
the X axis.

The Y value refers to the position the point currently occupies on
the Y axis and the significance of this with respect to the units for
the Y axis.

Size
The Size value refers to the dot size of the point and the significance
of this with respect to the units for the dot size.
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Pie Chart

The Pie Chart shows quantitative values as a percentage of a whole. Pie Charts are useful for
instance, when looking at local versus non-local traffic, or finding out what percentage of total
traffic is constituted by a particular host. The elements of a Pie Chart are referred to as slices.

Default
@ Web
19.40% O z=HTelnet
O Unknown
I other
i
76.95%
Pie Chart
Selection
D Web
19:40% [ ssHTelnet
. her
784
76.96%

Pie Chart Selection

Cascade Pilot Reference Manual

Along with the “Sampling Time” and “Data
Retention Time” options previously described,
the Pie Chartis customizable in the following
ways:

e Toggle of percentage or quantitative
value to be displayed for the time slices.
o Toggle of legend visibility.

The Pie Chart can be zoomed in and out using the
scroll wheel on the mouse.

Selection in a Pie Chart is done either by clicking
on a slice in the Pie Chart or on its
representation in the legend. Clicking with the
Control key pressed for multiple selections is
supported.
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Context Menu

ﬁ Send to Wireshark

E Send to AppTransaction Xpert

EE Send to File

@ Drill Down 3

D Copy

— .

Y Create Filter

Q Search
Select 3
Data 3
Show Legend

Pie Chart (Selection)

5 sencto

¥ | Drill D 3

Q Search
Selec 3
Data 3
Show Legend
Pie Chart (No

Selection)

The context menu for the Pie Chart is as follows:

Send to Wireshark

The Send to Wireshark menu option sends the traffic from the
selected slice(s) to Wireshark for analysis.

Send to AppTransaction Xpert

The Send to AppTransaction Xpert menu option sends the traffic
from the selected slice(s) to Send to AppTransaction Xpert for
analysis.

Send to File

The Send to File menu option sends the traffic from the selected
slice(s) to a user-specified trace file that will appear, after
completion, in the Files panel for immediate analysis.

Drill Down
The Drill Down menu option applies the user-specified view to

the selected slice(s) and opens a new view tab in the main
workspace.

Copy
The Copy menu option copies a tabular form of the data to the
system clipboard.

Create Filter

The Create Filter menu option creates a filter based on the
current selection within the Pie Chart and adds the filter to the
Filter List.

Search

The Search menu option opens a search dialog window that can
be used to find data in the charts.

Resolve Selected/Resolve All
The Resolve Selected/Resolve All menu option resolves, when
applicable, the Port Name, IP Address, or MAC Address of the
slice(s) in the Pie Chart.

Select

The Select menu option has two submenu options, described
below.

Data
The Data menu option is described below.

Show Legend

The Show Legend check box menu option toggles off or on the
Pie Chart legend.
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Context Sub-Menus

The Pie Chart has two contextual submenus:

e Select
e Settings
Select

Select » @ Select All

Pie Chart Select

Data b Percentage
Value

Pie Chart Data

Cascade Pilot Reference Manual

The Select submenu for the Pie Chart context menu has
two items:

Select All
The Select All menu option selects all slices in
the pie chart.

Select Inverse
The Select Inverse menu option deselects the
currently selected slice(s) and selects all
others.

The Data submenu for the Pie Chart context menu has
two items:

Percentage
The Percentage toggle labels the slice value(s)
as a percentage of the whole pie.

Value
The Value toggle labels the slice value(s) with
their quantitative equivalents.
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Tooltips

Local
Value: 4123
Percent 28.327%
Last Seen: 3/14/2008 11:05:26 AM

Pie Chart Tooltip

A tooltip comes up when hovering over a slice. It has the following
values:

Value

The Value refers to the quantitative value associated with that
slice.

Percent
The Percent refers to the percentage that the slice constitutes of
the whole.

Last Seen
The Last Seen refers to the last time that element of the slice was
seen in traffic. This can give an idea as to what percentage in the
time domain the slice refers to.
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Data Grid

The Data Grid chart shows quantitative information pertaining to a number of metrics in a
hierarchically arranged grid. The grid has rows and columns.

The columns can be:

e Rearranged in any order
e Resized
e Hidden and shown

The rows can be:

Hierarchically arranged

Collapsed and expanded

Filtered and hidden by a variety of different means

Sorted by any column or multiple columns simultaneously

For illustration, the figure below shows an example grid with a number of features enabled and
some conventions modified for clarity.

Grouping Bar Hierarchy Filter Bar Columns Heads
s | , Expanded /\
. . B Vi
[CaliD_«] [CallerlP a| [RecewerlP =] / \
Hierarchy (Call-ID/Caller IP/Receiver IP) | Start Time | Call Duration | Caller Number
i - LI - LI - [
= |Call-ID: 250e387a-1ed4azaf3-35d3d25c@1sz.1 4/21 /2009 12: 7 PM 588.153ms [1]
- |caller IP: 192.168.77.31 4/21,/2009 12: 7 PM EBE.153ms [1]
+ Receiver IP: 192.168.77.27 4/21 /2009 12: 7 OPM 5 E8.153ms [1]
+ Call-ID: 27dfd242-24414bca-4brferbd@isz. 1 4/21 /2009 11: AM 2m 4s [1]
+ Call-ID: 3cda2ail402c4Tb553dE5a35d6955af78 4/21 /2009 12: P 10s B7Zms [1]
+ Call-ID: 2dbenebe-2absazo7-fTeas0f2z08192.1 4/20/2009 5: P 30s 427ms [1]
+ Call-ID: 407e30a317b34baric4e3be30CcE3a642 4/20/2009 3: P 3m 535 [1]
+ Call-ID: 4164FFFe70f72c29278e100ba9fcr2ed 4/21/2009 9: AM 75 287ms [1]
+ Call-ID: 42826c-6758F9165-6735e93a@152.1658 4/20,/2009 5: P 125 61ims [1]
+ Call-ID: 467f8573-8145afba~bsorisedaisz.1 4/20/2009 3: P 55 467ms [1]
+ Call-ID: 47270054-bS6ae77T-Tdabbbeai13az.16 4/21,/2009 12: P 165 7z20ms [1]
+ Call-ID: 4abenlad4-2ocozdbd-beb24s3z@isz.1 4/20/2009 5: P 1s &09ms [1]
+ Call-ID: 53566372-Tb0o25287-3dfa0s74@192.1 4/20,/2009 5: P 2m [1]
+ Call-ID: S4Fandz466521e3adbeddbazzeczfcrs 4/20/2009 5: P Zis Soms [1]
+ Call-ID: 571ff9735d39e1993dsac8snibzioasc 4/21/2009 2: P 215 &3ms [1]
+ Call-ID: 57391798-CcB8706963-bbc3c0sa@i1sz. 1 4/21/2009 2: P 8m 28s [1]
+ Call-ID: 5d83as8d-78facs1lc-743dbSb7@192.1 4/20,/2009 4: P 1im 14s [1]
+ Call-ID: &5df44e7071c429408825e2T15b42eac 4/21/2009 1: P 2m 20s [1]
+ Call-ID: e6blb040720981ck13ba5e375C9C3986 4/21,/2009 11: AM im 44= [1]
+ Call-ID: &a9289cz33eddeasrzef33s3zzfaczass 4/20/2009 3 P 285 112ms [1]
+ Call-ID: 73955478-efec34b3-695T183a@192.1 4/20/2009 4 P 2m 18s [1]
+ Call-ID: 743c60345a39bang8496429b074d401e2 4/20/2009 3: P 4395 S3Ioms [1]
+ Call-ID: 75al3sfd-ad2ccb4c-30edrdar@lsz. 1 4/20/2009 4 P im 4= [1]
+ Call-ID: 7e03a6es524759d0TE366370ae6ba3c4ca 4/20/2009 3 P 455 G42Zms [1]
+ Call-ID: 87edegsec-Seabzas4r-1cfzafae@isz.1 4/21,/2009 11: AM 21s 327ms [1]
+ Call-ID: 8e344cce-acodfsiF-3o0fforzoeisz.1 4/20/2009 5: P 475 903ms [1]

Grid
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Grouping Bar

The elements of the Grouping Bar, called groups, determine the row hierarchy. In the above
example, the root level contains the VOIP call ID. Each call can be expanded to show the caller IP,
which can in turn be expanded to show the receiver IP.

CalldD | [CallerlP o] |RecsiverlP | | Each element of the Grouping Bar also has an arrow after the
name that specifies the sorting order of that level of the hierarchy.

Grid Grouping Bar The order can be toggled by clicking on the group itself.

Additionally, groups can be rearranged by dragging the elements in a different order, and elements
can be removed from the hierarchy by dragging them out of the sequence.

Column Headers

The Column Headers refers to columns which can be turned on and off thru the context menu. Rows
can be sorted via one or more columns. The first, left-most column header contains the hierarchy
specified in the Grouping Bar.

Filter Bar

The Data Grid Filter Bar enables filtering the data rows by column. Two types of filtering are
supported:

e Selection Based
e Advanced
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Selection Based

(A1)

CUSTOM. ..

[

4/24,/2009
4/24,/2009
4/24,/2009
4/24,/2009
4/24,/2009
4/24,/2009

| Start Time J
Izl [
-~

m

9:09:03 AM
116143 AM
9:147:53 AM
10:06:19 Ab
10:14:27 Ab
11:20:23 Ab

22:53 PM
12:23 PM

4/24/2009 1:
4/24/2009 Z2:
4/24/2009 2:16:57 PM
4/24/2009 4:32:00 PM
4/24/2009 4:53:09 PM
442772009 12:17:58
4/26/2009 3:17:47
4/24/2009 9:09:03
4/27 /2009 7:23:10
4/24/2009 9:16:43
442772009 12:23:00
442772009 11:19:16

1

HEIEEHEIE

Selection Based Grid
Filtering Drop Down

Hierarchy (call-ID) |

caller IP

sl

Selection Based filtering is activated by clicking the down arrow to
the right of a column’s filters. A drop down list opens that lists the
unique entries of the associated column. After an entry is selected,
the rows not satisfying the selected filter are hidden.

Additionally the icon on the left hand side of the filter box changes,
as can be seen in Figure 45. Clicking on the icon removes the filter
and shows the hidden rows.

Receiver IP

| caller Number \Rece'iver Number |

Os

caller Name

Figure 45 Selection Based Grid Filtering Enabled

Advanced

| start Time |

| -
4/28/2009 12:33:35
4/27/2009 11:03:26 AM
4/27/2009 10:06:53
4/27/2009 1:31:58 M T
4/28/2009 10:08:08 AM <
4/27,/2009 9:12:03 AM :=
4/24/2009 4:32:00 PM =
4/24/2009 5:05:16 PM
4/28/2009 11:16:25 AM

Endswith
Contains
AM RegExp

[r] - (L[]
] startswith |

Advanced Grid Filtering

Hierarchy

'.'Efm

| rReceiver name | vore Protoco

Advanced filtering is available by clicking on the ellipses
(...) on the right of one of the column’s filters, which opens
a drop down menu that lists a number of string and value
manipulations and comparisons.

After an expression is entered, the rows that do not satisfy
the expression are hidden.

As with the selection based filtering, the icon on the left
hand side of the filter box changes, as can be seen in Figure
45. Clicking on the icon removes the filter and shows the
hidden rows.

The data grid rows can be organized in a multi-tiered tree via the grouping bar. They can be fully
expanded and collapsed through the context menu.
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Selection

Multiple-selection in the Data Grid can only be done at the same hierarchical level. For instance, a
child and a parent cannot be simultaneously selected. However, a child and its siblings can.

Context Menu

Send to AppTransaction Xpert
Send to File

Drill Down 4
Copy

Create Filter

Search

R A= Xdol )

Fit Content

Columns »

Expand All

Collapse All

Select »
@ Settings 4

Grid (Selection)

Cascade Pilot Reference Manual

Send to Wireshark The context menu for the Data Grid is as follows:

Send to Wireshark

The Send to Wireshark menu option sends the traffic from
the selected row(s) to Wireshark for analysis.

Send to AppTransaction Xpert
The Send to AppTransaction Xpert menu option sends the
traffic from the selected row(s) to AppTransaction Xpert
for analysis.

Send to File
The Send to File menu option sends the traffic from the
selected row(s) to a user-specified trace file that will
appear, after completion, in the Files panel for immediate
analysis.

Drill Down
The Drill Down menu option applies the user-specified
view to the selected row(s) and opens a new view tab in
the main workspace.

Copy
The Copy menu option copies a tabular form of the
selected data to the system clipboard.

Create Filter

The Create Filter menu option creates a filter based on the
current selection within the Grid and adds the filter to the
Filter List.

Search

The Search menu option opens a search dialog window
that can be used to find data in the charts.

Resolve All
The Resolve All menu option is always disabled for the grid
and is included in the context menu in order to be
consistent with the other charts.

Fit Content
The Fit Content menu option resizes the columns, making
all of the column data visible.

Columns
The Columns menu option expands to a submenu that is
used to show and hide columns in the grid. The submenu
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Search

ox

>

Fit Content
Columns k
Expand All
Collapse All

Select »

®© 80

Settings 3

Grid (No Selection)
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is described below.

Expand All
The Expand All menu option expands the ordered
hierarchy of the rows.

Collapse All
The Collapse All menu option collapses the ordered
hierarchy of the rows.

Select
The Select menu option has two submenu options,
described below.

Settings
The Settings menu option opens up a submenu with
specific settings for the chart. It is described below.
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Context Sub-Menus

The Data Grid has three contextual submenus:

e Columns

e Select
e Settings
Columns
T cowmn: e The Columns submenu of the Data Grid context menu shows a
~ | CallerIP . . e .
B Ficcontent — variable number of check boxes, depending on the specific data in
@ Expanaan Caller Nurnber the grid. Toggling the various options will either show or hide the
= =2 Receiver Number .
@ cotzpee s Caller Maree corresponding columns.
ETiiE Receiver Name
Select N Start Time
End Time
@) sestings 4 Call duration
Post Dialing Delay
R-Factor
MOS

Grid Columns

Select

Select

The settings submenu for the Data Grid context menu has one
0 Select Inverse ltem:

Grid Select Select All
The Select All menu option selects all slices in the pie chart.

Select Inverse

The Select Inverse menu option selects the inverse of the
current selection in the grid.

Settings

Sy settings S s e Bar The Settings submenu of the Data Grid context menu has the
Sk S following options:

Grid Settings Show Filter Bar

The Show Filter Bar menu option shows or hides the filter
bar on the Data Grid Chart.

Show Grouping Bar
The Show Grouping Bar menu option shows or hides the
Grouping Bar on the Data Grid Chart.
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Channels Button

A Cascade Pilot provides 802.11 wireless analysis on live traffic using the Riverbed Technology
AirPcap adapters for wireless interfaces.

4{ Devices | Files ]7
¥ ™ Local System
"1 &irPeap Wireless Capture Device (1 channel)

~# Google, Inc.

=# Intel(R) 82577LM Gigahit Network Connection
=# Juniper Network Connect Virtual Adapter

=@ Microsoft (2)

=@ Microsoft

=@ “VMware Virtual Ethernet Adapter (2)

= VMware Virtual Ethernet Adapter

Figure 46 Wireless Interface in Sources Panel

Regardless of the number of AirPcap devices connected to the system, they are shown as a single
aggregated capture device, where the number of channels, in parentheses, corresponds to the
actual number of AirPcap capture devices (see Figure 46). The AirPcap adapters are aggregated
into a single capture device for convenience in dealing with hopping or scan sequences, where the
adapters are sequenced through multiple channels using the Channel Management Panel.

Note: Although it is possible to use different types of AirPcap adapters at the
same time, in some cases there may be conflicts in the capabilities
available on different adapters.

The Channels button in the Home Ribbon brings up the Channel Management Panel. The Channel
Management Panel selects which channels to capture for a particular time interval. The Channel
Management Panel is available in the Home Ribbon and is shown below.
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2
Channels
p - - ~N
All Channels o G Lacked Channels (Maximum: 2) @®O
Search Channel Frequency Type [«
(A (66 L mmaned | —— Locked
Channel Frequency Type 5
1 2412 BG & Channels
2 2417 BG
3 2422 BG .\3
5 2427 BG = =
5 2432 BG Scan Sequence @0
& 2437 BG )
Duration (ms) |1000
7 e () (000
5 2447 BG Channel Frequency Duration — Type ‘ {8
All 9 2452 BG 1 2412 1000 BG
10 2457 BG 2 2417 1000 BG
Cha nn eIS 11 2462 BG 3 2422 1000 BG
12 2467 BG 4 1000
13 2472 BG S 1000 (
14 2484 BG 7 1000  BG Scan
240 4920 A 1000 3G S e qu ence
241 4925 A =
242 4930 A 10 2457 1000 BG
243 4935 A 12 2467 1000 BG
244 4940 A 13 2472 1000 BG
245 4945 A 14 2484 1000 BG
246 4950 A
297 4955 A
248 4960 A
\ 249 4965 A 3 [+ /

Channel Management Panel

Note: To close the Channel Management Panel, click the Channels button again
or click somewhere outside of the submenu. All changes take place
immediately hence there is no need for confirmation buttons.

There are three main sections of the Channel Management Panel as shown in the above image:

e All Channels
e Locked Channels
e Scan Sequence
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All Channels

(Al Channels @60 For the purpose of this document, a channel corresponds to a
Somch [ | center frequency, bandwidth, and type of 802.11 frames that can
A TEe T v be received. The types of frames are:
Channel Frequency Type | & BG-802.11bor 802.11g
11 2462 N
11 2462 NHigh A-802.11a
E ;:E; génw B N - 802.11n without an extension channel
12 =487 N NHigh - 802.11n with an extension channel above the center
12 2467 NHigh f
12 2467 NLow requency
ii jﬁi 35 Nlow - 802.11n with an extension channel below the center
13 2472 NHigh frequency
E ;:;i ';;”"" The available channels depend on the specific AirPcap devices
12 434 N attached to the system.
14 2484 NHigh
. 2484 NLaw 2.4GHz Center Frequencies:
2490 4920 A
240 |4am M AirPcap Classic/Tx - 20 MHz bandwidth, 802.11b,g (BG)
240 4920 NHigh
2 cEEL NEow AirPcap Ex - 20 MHz bandwidth, and 802.11b,g (BG)
241 4925 A
242 4930 A AirPcap Nx - 20 MHz bandwidth, and 802.11b,g,n (BG or N)
243 40935 A
744 4940 A AirPcap Nx - 40 MHz bandwidth, and 802.11b,g,n (BG or N or
244 4940 N E NHigh or Nlow)

All Channels .
5GHz Center Frequencies:

AirPcap Ex - 20 MHz bandwidth, and 802.11a (A)
AirPcap Nx - 20 MHz bandwidth, and 802.11a,n (A or N)

AirPcap Nx - 40 MHz bandwidth, and 802.11a,n (A or N or NHigh
or NLow)

For example, the AirPcap Ex adapter at 2.437 GHz center
frequency will capture BG frames. At 5.260 GHz, the AirPcap Ex
adapter will capture A frames.

The AirPcap Nx adapter at 2.437 GHz center frequency and 20
MHz bandwidth will capture BG, A, and N frames. At 5.260 GHz
center frequency and 40 MHz bandwidth (NHigh), the AirPcap Nx
adapter will capture A, N, and NHigh frames.

Channel Names

Channels are generally identified with a by a number and a
frequency band. For example, channel 13 in the 2.4 GHz band
corresponds to center frequency 2.472 GHz. Not every available
channel will have an assigned number. This is indicated by N/A
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for the channel name.

All Channels Panel

The All Channels panel includes the following:

e A list of all of the available channels. This list depends on
the available AirPcap adapters. The list columns include
the channel name, the center frequency, and the type of
frame that can be received.

e A search bar that automatically matches any field in the
channel list.

e Four filter buttons to quickly hide or show the A, BG, N,
and Unnamed channels.

e Alternating color rows so that different ways to interpret
a channel at the same frequency are visually broken up.

e Selection control buttons.

This view enables a traditional flat list of channels that can be
quickly navigated and selected without concern for the
complexities of the standards.

However, there are some very important restrictions that must
be taken into consideration when using multiple classes of
AirPcap adapters at once:

N and BG channels are mutually exclusive. If there is one N
adapter and one BG adapter, then only the N adapter can scan the
2.4 GHz BGN range.

For the purpose of documentation, the control has been broken
into the following components:

e Channel List
e Search and Filter Bar
e Selection Controls
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Channel List

249

2412
247
2422
2427
2432
2437
2442
2447
2452
2457
2462
2467
2472
2454
4920
4925
4930
4935
4940
4945
4950
4955
4960
4965

Channel Freguency Type |

-

Channel List

The Channel List is a scrollable list of all channels supported by all connected
AirPcap Adapters. This list automatically changes when the number of
adapters changes (which is updated by clicking the Update Sources button,
described in the Home Panel section).

The colors in the list are to provide contrast for easy navigation. The only rule
they follow is that they are alternated based on frequency.

The Channel List has three columns:

Channel
The canonical name for a channel. This is how the channel is usually
referred to, such as Channel 6. Not all available frequencies have a
canonical name.

Frequency
The actual center frequency of the row in MHz.

Type
The type of Channel; one of the following: BG, A, N, NHigh, NLow.

Selection Controls

O

Select No
Channels

The Select None button deselects all channel(s) in the channel list, if applicable.

Q

Invert
Selection

The Select Inverse button inverts the channel list selection(s).

Q

Select All
Channels

The Select All button selects all of the channel(s) in the channel list.

Search and Filter Bar

The search text box can be edited at any given time and gives the results in real time.

The filter bar contains four buttons, each corresponding to a set of channel types. Since there may
be times when not all classes of AirPcap Adapters are plugged in, some of the filter buttons will be
disabled. For instance, in the example, since there is no 802.11n wireless adapter plugged in, the N
button is grayed out.
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Locked Channels

Locked Chamrels (oimum) @ \"“’ The Locked Channels is a list of channels that are used to assign
e mmsmm—mmm | | a wireless adapter dedicated to a channel. It contains four
i B | | elements:

3 [~ e Title

e Selection controls
Locked Channels e Transfer controls
e Channel list
The following is saved in the global configuration file:
e Locked channels
Title

The Title specifies how many channels can be locked. This number is equal to the number of
AirPcap adapters recognized by Cascade Pilot. If you plug more AirPcap Adapters in, or take some
out, then you must click the Update Sources button in the Home Ribbon in order for your changes to
be reflected in the maximum channel tally.

Selection Controls

¢

Select No
Channels

The Select None button deselects all channel(s) in the channel list, if
applicable.

@

Invert Selection

The Select Inverse button inverts the channel list selection(s).

@

Select All
Channels

Transfer Controls

Transfer

Channels

The Select All button selects all channel(s) in the channel list.

The Right Arrow button adds the selected channel(s) to the lock list.
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3

Remove
Channels

Scan Sequence

-
Scan Seguence

@00

~

Duration { Duration (ms)

2412

247

Channel Frequency Duration

1000
1000

Type

-

The Remove button removes the selected channel(s) from the lock list. The
lock list can legally have zero elements.

The Scan Sequence is a list of channels that the wireless
adapter(s) will listen on occasionally. It contains four
elements:

1

5 2422 1000  BG e Duration

- — e Selection controls

7 1000 B e Transfer controls

8 1000 3G .

aster T e Channel list

10 2457 1000 BG . . . . . .

12 2467 1000 BG The following is saved in the global configuration file:

13 2472 1000 BG

14 284 1000 BG e Scan sequence elements

e Duration for each element
\| % ]
Scan Sequence
Note: The scan sequence is determined by the number of AirPcap adapters and
their individual capabilities. For consistent results that are independent
of the specific scan sequence, it is advisable to have only on type of
AirPcap adapter in the system, e.g., either all AirPcap Ex adapters or all
AirPcap Nx adapters. Having both AirPcap Ex and AirPcap Classic/Tx
adapters works well in the 2.4 GHz band, but not in the 5 GHz band.
Duration

Duration (ms) |1000

47 Channel

Duration

Selection Controls

O

Select No
Channels

The Duration edit box sets how long each selected channel will be locked
before moving on to the next available channel in the scan sequence.

The Select None button deselects all channel(s) in the channel list, if applicable.
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@ The Select Inverse button inverts the channel list selection(s).

Icon

Invert
Selection

@ The Select All button selects all channel(s) in the channel list.

Select All
Channels

Transfer Controls

The Right Arrow button adds the selected channel(s) to the scan sequence
with a duration of 1000 ms each. Durations of previous, deleted channel(s)
are not saved if they are retransferred.

Transfer

Channels
The Remove button removes the selected channel(s) from the scan list. The
scan list can legally have 0 elements.

Remove

Channels

Scan Sequence

The Scan Sequence is a frequently updated color-coded list of scanned channels. The scan sequence
is updated a few times per second to reflect which channels are currently being scanned.
Additionally, the channel list in the Scan Sequence has one extra column, named “Duration,” which
refers to how long that entry will be scanned before moving on to the next. Each entry can have a
different duration value.
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Decryption

Cascade Pilot supports three different types of Wireless decryption:

o  WEP (“Wireless Encryption Protocol” or more properly, Wired Equivalent Privacy)
o WPA 1 (Wi-Fi Protected Access with CCMP as specified in [EEE 802.111i)
o  WPA 2 (Wi-Fi Protected Access with TKIP as specified in IEEE 802.11i)

Decryption is done through the Wireless Decryption Keys Manager. The decryption keys are global
and saved in the configuration file. Note that an exported configuration file will contain the
decryption keys so care should be taken.

Wireless Decryption Keys Manager

(9 Decryption Keys = The Wireless Decryption Keys Manager is available in the Home
‘E,%;. e K Ribbon.
T ———T When clicked, a submenu appears with the following options:
Y\ PANIPAZ Decryption
‘ Disable All Decryption Add Key
) The Add Key button, described below, is used to add a
Decryption Keys new decryption key to be used for future analysis.

Use Injection to Speed Up WPA/WPA2 Decryption
The Use Injection to Speed Up WPA/WPAZ Decryption
check box, described below in the section entitled “WPA
related packet injection” is only enabled if all plugged in
AirPcap adapters are Ex. Please note that there are a
number of important considerations when using this
feature, as discussed below.

Disable All Decryption
The Disable All Decryption check box is used to
completely turn off decryption. This may decrease the
time required to process a packet if trying to mitigate
packet loss on an extremely busy network. It can also be
used to confirm that a network is encrypted.

Note: To close the Wireless Decryption Keys Manager, click the button again or
click somewhere outside of the submenu. All changes take place
immediately hence there is no need for confirmation buttons.
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Adding a Key

I U Decryption Keys -

% Add Key

Co Key 0 —

Use Injection to Speed Up
L \iPANP,
Disable All Decryption

Decryption Keys with Key
|t Decryption Keys +
E,% Add Key
| o Key 0 Name Key

Type WPAMPAZ Passphrase -
SSID
Key Show

G Delete Key

Decryption Keys with Key
(Detail)
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To add a key, click on the Add Key button. The submenu will
change to show a scrollable list with one decryption key, and
as many decryption keys can be added as desired. Note that
there is no need to associate a particular decryption key
with a trace file or wireless adapter, as the appropriate
decryption key will be automatically matched with its
specific context.

After a decryption key has been added, its parameters need
to be set by clicking on the key. A submenu opens to the
right of the key title with seven controls:

Name
The Name field refers to the canonical name of the
decryption key. This is used for management of
decryption keys, as it is what will appear as the name
in the key gallery, but does not affect decryption.
These names need not be unique.

Type
The Type combo box is used to specify the type of
decryption key to be added. This is a crucial option
as different types will map to entirely different
decryption algorithms.

SSID
The SSID field is required for WPA related
decryption keys, but is disabled for WEP decryption
keys because the SSID is not needed to decrypt WEP
traffic.

Key
The Key field is used to specify the shared decryption
key needed for a wireless network to be decrypted.
Hexadecimal values can be placed here as a single
string when appropriate and are not case sensitive.
Additionally, 104-bit and 40-bit WEP decryption
keys are detected automatically from the Key field
input length. For instance, if the type is set to WEP
and “A05B06c07d” was put into the Key field, it will
be detected as a 40-bit WEP key.

Show
The Show check box shows or hides the text in the
Key field. By default the Key field uses substitution
characters for obfuscation. However, this can be
disabled and the field can be seen in plain text by
toggling on the Show check box.

Disable Key
The Disable Key check box disallows a decryption
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key from being considered when decrypting traffic.

This can be useful for two reasons:

e To confirm that traffic is encrypted.

e To speed up decryption. By disabling a
decryption key, fewer decryption keys will be
considered as candidates for decryption and so
therefore, decryption will speed up.

Delete Key
The Delete Key button immediately and irreversibly
removes a decryption key from the Key list.

WPA Related Packet Injection

Wireless networks secured using the WPA protocol cannot be decrypted as easily as their WEP
counterparts. This is because unlike with WEP, simply having a decryption key is not enough to
view the traffic of other stations on a network. The access point establishes a different, temporary,
ostensibly unique trusted link with each station on the network.

In order to successfully decrypt WPA traffic then, even with a valid decryption key, the setup of this
link needs to be captured. However, because stations may not authenticate for hours or possibly
longer, in order to view traffic without waiting a long time, the hosts need to re-associate with their
access point.

This can be achieved by sending out a de-authentication request which asks the stations to re-
associate with their access point.

Note: WPA packet injection only works if all the plugged in AirPcap adapters
are EX class. If not all of the plugged in adapters are AirPcap EX, then the
checkbox will be disabled.

Note: Although it ultimately depends on the wireless adapter of the station, it
is very probable that this action will temporarily drop the connection
between a station and its access point.

In Wireshark, the deauthentication frame will look similar to the figure below:
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Wireshark analyzing a Cascade Pilot generated Deauthentication frame
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Drill Down

The Drill Down feature is one of the most powerful features of Cascade Pilot. Drill Down enables
data to be analyzed at various levels of detail by iteratively applying views to visually selected
subsets of the data.

More specifically, any information, computation, or meta information in the system can be the basis
for a drill down, such as bytes over time or all traffic on TCP port 80. Views can be applied both on
devices or files, or on the resulting data itself. Thus a view that is generated from the data can in
turn, have another view applied on itself and so on. To do so, every chart has a means of selecting
data subsets to enable execution of the drill down operation.

How to

The Drill Down functionality of Cascade Pilot is accessible in three ways:

e The Home Ribbon contains Drill Down button available in the Selection Section.

e The Context menu has a Drill Down option available on any chart.

e Dragging a view from the Views Panel over the chart (with a current selection) to be drilled
down.

Note: No drill down can be done on views on live interfaces.

Example

For examples of Drill Down sequences and operations, please refer to the tutorial videos.
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Filtering

Cascade Pilot offers several ways to apply user-defined filters on large data sets to help focus the
analysis the data of interest.

Filter panel

The Filter panel, located on the right side of the Cascade Pilot user interface in the tabbed
navigation panel, displays and organizes the set of filters. The panel is composed of three elements.

| » Filters
Stert Search 7| | Filter Search Box
v G MAC w7

a0, Traffic toffrom MAC address

i, Traffic from MAC source address

= Filters

i Traffic to MAC destination address
i, Broadcast traffic

@y, Unicast traffic

m

o, ARP traffic

Events

- Filter Library

1 3 802.11
&g IP

1 & TCR/UDP
1 €1 Web

- @3 SaL

& & VolP

1 &3 FIX

- &3 CIFS

1 & Citrix

1> &3 PColP

1> 3 VXLAN -
[ | Details

Name ARP traffic

¢

Type i Shark Filter [-]

- Filter Editor

Filter String | mac protocoel_type_name="ARP"
& (4]

Filter panel

g -

Filter Search Box
The Filter Search Box is used to locate specific filters among the list. The search will match any filter
that has the search string in either the filter name or the filter string.

Filter Library

The Filter Library displays the collection of pre-packaged and user customized filters. Filters can be
selected, edited, moved, added and removed through the buttons on the bottom of the library, or
through the context menu.

Filter Editor
The Filter Editor section has three elements:

Name
The name of the filter to be modified.
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Type

The language the filter is to be written in. There are four languages available:

e BPF7
e Wireshark Display Filter 8
e Time Interval

Filter String

Cascade Pilot Filter

The code for the filter associated with the description as specified above.

Apply

Q

Prepare

Selected

Not Selected

... and selected

... and not selected
... or selected

... or not selected

The Apply button is used to apply selected filters to the current view. It provides
the user with a list of options that can be used in applying the selected filter based
on the operator. This set matches that of Wireshark’s context menu for filters:

Selected filters are applied in place of applied
filter of the same type.

Selected filters are applied to the currently
applied filter of the same type and the new
filter value depends on the chosen operator.

If more than one filter is selected, filters of the same type are aggregated using OR,
while filters of different types are aggregated using AND.

The Prepare button sets up the selected filters for editing in the Filter Bar
(described below) without applying them. See the Apply button for options.

7 BPF was published in USENIX 93 and can be seen here: http://www.tcpdump.org/papers/bpf-
usenix93.pdf

& See http://www.wireshark.org/docs/dfref/
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Edit

Delete

Duplicate

Move to Top

The Edit button moves focus to the Filter Editor at the bottom of the Filter panel to
edit the selected filter. If no view is currently applied, the same behavior is
performed by pressing the Enter key.

The Delete button removes the selected filters from the collection after prompting
the user for confirmation. The same behavior is performed by pressing the Del key.

The Duplicate button creates a copy of the selected filter. The new copy has the
same filter type and value as the original, but has a unique name, constructed by
appending a counter to the original name.

The Move to Top button moves the selected filter to the top of the hierarchy level in
which the filter is located, to give it more visibility.

New Filter/Folder

The New Filter button creates a new filter and adds it to the collection. If clicked
from the context menu or in the Filter Editor when something is selected, the
behavior is similar to Duplicate button (except for the name). Otherwise a new
default BPF filter is created.

The New Folder button creates a new empty folder as subfolder of the selected one.
If none is selected a new folder is added to the root level.
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Sort

A The Sort button sorts the collection elements based on one of the following options:
..-_ Default (order defined in the Cascade Pilot configuration file), Name or Type.

Reset Filters

The Reset Filters button restores the factory-defined filter list. If the configuration
file was imported from an older version of Cascade Pilot, there is an option to
merge the filters defined by the new version into the factory list.

Drag & Drop
Filters can be easily dragged in and out of the panel to create, organize or apply filters.
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Dragging and dropping filters

Inside Filter panel

o Within the Filter panel itself, filters can be dragged around to change their position inside
their folder, or to move them from one folder to another. If the Control key is held during
drag, a copy is performed instead of a move.

e Folders cannot be copied or moved. It is only possible to change their position by dragging
them within the same hierarchy level.
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From Filter panel

o Filters can be dragged over an unapplied standard view in the Views panel, creating a
filtered view in the Custom Views folder. If a filter is dragged onto a custom view, that view
is modified to add the filter.

e Filters can be dragged onto the Filter Bar or onto an applied view chart, which will apply the
view to the open view. Multiple selection is supported:

0 Two or more filters of the same type will be applied as a single filter item in the
Filter Bar in OR.

0 Two or more filters of different type will be set on as many filter items in the Filter
Bar as the number of different filter types in the multiple selection. Filters of the
same type are in OR, otherwise in AND

e When afilter is dragged onto the filter bar and a previous one of the same type is already
set, the new one replaces the old one. A new filter can be applied using OR or AND with the
previous one by holding, respectively, Control and Alt keys while dropping.

e Atime filter can be dragged over the master controller to apply it. It can be dragged over a
Strip Chart or Sequence Diagram to perform a time selection or over the Filter Bar to apply
it to the view.

To Filter panel

e Any filter can be dragged from the Filter Bar onto the filter panel to create a new item in the
list. Also, time filters can be created by dragging a time selection from the Strip Chart,
Sequence Diagram or Master Controller onto the Filter panel.

Shortcuts
Some of the operations can be performed by keyboard shortcuts:

e Double-Click / Enter:
0 Folder list item: expands the folder in the Filter panel to show its name and moves
focus to it.
o Filter list item
» Ifno view is applied, expands the Filter panel editor showing the filter
details and moves focus to the editor.
= Ifaview is applied, adds the filter to the view and updates it instantly.
o F2: expands Filter Editor details and gives focus to it.
e F3:gives focus to search box.
e Del: removes selected item.
e Typing a filter name performs a search and first occurrence is selected.

Filter Bar

The Filter Bar is a visual component on the top of an open view that shows the currently applied
filters and/or the filters being edited. It is the Cascade Pilot equivalent of Wireshark’s “display filter
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input” and provides the user with a graphical interface to disable, edit, save, remove and apply
filters. Whenever a filter is applied or modified, the view is updated to show the new filtered data.

Filter - ARP traffic #*

/| ARP traffic |Z|'—"'Lc mac protocol_type_name="ARP" |Z| |@ |§| | @ || G || a |

Filter bar

The bar displays the filter parameters and a check box on the left shows if a filter item is currently
applied to the view. Checking or unchecking that item performs an instant view update.

Save
The Save button saves the filter, adding it to the root folder in the Filter panel.
Delete
The Delete button removes the applied filter and updates the view. If the filter isn’t
applied, all the fields are simply cleared.
Apply
The Apply button applies the filter changes and updates the view. This behavior
can also be performed by pressing the Enter key.
Prepare

The Prepare button creates a new empty row and adds it to the filter bar so that a
new filter can be edited and applied.
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Delete All

The Delete All button removes all the filters from the Filter Bar and updates the
view accordingly.

Note: It is NOT possible to have two or more filter rows with the same filter
type because each filter item specifies one and only filter type. Different
types are defined on different rows and are combined using AND.

Drag & Drop behavior
Filters in the Filter panel can interact with the Filter Bar through Drag & Drop or by means of the
context menu.

o iy = Hiwsw

2, e
o Rk, 103007 % T - 11 3 10 17 118 0 M8 e - W . 1O M0 R0 AR & Q-0 Ta u

Filter panel - Filter bar interaction

As mentioned above, any filter can be dragged over the Filter Bar to instantly apply it. See the
previous section for a description of the various options for applying filters using drag & drop.

Shortcuts
Some operations can be performed using keyboard shortcuts:

o Enter: Apply the filter, if modified.

e Control+Z: Undo changes in the filter value combo box in order to show the history of the
applied filters.

e Control+Y: Redo changes in the filter value combo box.
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Filter Dialog

4 Filter Editor

=)

specify the filtering string

Select the type of filter you want to apply to open the Trace File noon.cap’ with Wireshark, and

ey Traffic toffrom MAC address

e, Traffic from MAC source address
@iy Traffic to MAC destination address
@i Broadeast traffic

@i Unicast traffic

e [ARP traffic

v € 80211
[~ Details

m

Name ARP traffic
Type “ Shark Filter

Filter String  mac.protocel_type_name="ARP"

0K

Cancel

Filter Dialog

Cascade Pilot Reference Manual

The Filter Dialog appears every time an
operation with a filter is requested; for
example, after selecting any option to send
traffic with a filter either to file or to
Wireshark.

The Filter Dialog implements the same
graphical interface shown in the Filter
panel, but it is not possible to apply filters,
drag them out of the control, delete or reset
them.
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Search Dialog

Search x

The Search dialog can be activated either by clicking on
Seeyrn the binocular icon labeled Search in the Main Ribbon or

by context clicking on a chart and choosing the “Search”
option. There are two search features:

Look in:
Current Chart

e Search Context
e Search Style

{Find Options |
Match case
Match whole word
Inverse selection

Use Regular Expressions

Cancel |

Search Dialog

Search Context

Using the Look in drop down selection, searches can be executed over the following three scopes:
Current Chart

The Current Chart drop down menu option refers to the currently selected chart, identified
with an orange border.

Current View

The Current View drop down menu option refers to the foremost tab and all associated
charts.

All Open Views

The All Open Views drop down menu option refers to all open views with a tab in the main
workspace

Search Style

Different types of searches can be executed based on what is selected in the Find Option subsection
of the Search dialog. There are four checkboxes:

Match case

The Match Case check box toggles case sensitivity for alphabetic characters [A-Z].
Match whole word
By default, search looks for substrings. For example, if a hostname is “www.riverbed.com”

and “river” is searched, then “www.riverbed.com” would still be matched. When Match
whole word is checked, then only entering the full “www.riverbed.com” string will match.

Inverse Selection

The Inverse Selection check box toggles whether the results that match the search term
should be selected, or their respective inverse.
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Use Regular Expressions
Cascade Pilot supports POSIX regular expressions for advanced searching, which are well
documented elsewhere. The basic syntax includes:

A Match the beginning of a label.
“7{” would match “intel” but not “cisco”.

$ Match the end of a label.
“1$” would match “intel” but not “airlink”.

Any single character.
“i.t” would match “intel” or “virtech” but not “cisco”.

? Zero or one of the previous character.

“i.2t” would match “intel” and “itech” but not the word “inert”.

* Zero or more of the previous character.
“i.*e” would match “intel” and “virtech” but not “cisco”.

+ One or more of the previous character.
“i.*n” would match “intel” but “i.+n” would not.

| Multiplicity operator
“intel|cisco” will match either “intel” or “cisco” but not “virtech”. The parenthesis can be
used to encapsulate an expression. For instance “(el|co0)$”

\ The escape character.

In order to find a dot, “.” will not suffice since it will select any character. Specifying “\.”
overrides the default operation of the dot.

{#,#} A certain count of the previous character.

The “{“ operator specifies a range. At least one is required.

“i.{2}e” would match “intel” since there are 2 characters between the [ and e.
“{2}” or “{2,}” can be read as “only 1 character”.

“{1,4}” can be read as “between 1 and 4 characters”.

[range] A range of characters.

Ranges can be either an enumerated list of characters, such as “[abde]” or a hyphenated list
such as “[A-Z]” or “[0-9]”. For instance “1[0-3]{2}” would match “103” and “121” but not
“140” or “152”.

Additionally, ranges support the * operator for inversion. For instance, “*[*i]” would select
say “airlink” and “netgear” but not “intel”.
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Regular Expression Example

All local IPv4 networks

The [Pv4 address ranges 10.0.0.0/8, 192.168.0.0/16, and 172.16.0.0/16 are reserved for
local networks. A regular expression that matches all of them would be as follows:

A(192\.168|10\.|172\.16)
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Multi-Segment Analysis (MSA)

Multi-segment analysis (MSA), added in version 9.5, allows you to combine traffic data captured
over the same time period from different locations on the network so you can view and analyze the
traffic flows.

Client

Capture
Point 2

Capture
Point 5

Server

Typical network path using multiple segments between hosts
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Typical multi-segment sequence diagram showing
traffic flows through capture points between hosts
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General approach

Review timestamp settings at the packet source

Accurate timestamps at the packet source and capture points are critical when performing multi-
segment analysis. Inaccurate timestamps are very difficult to adjust automatically or manually, and
frequently result in a failed MSA view.

Do the following to minimize timestamp issues when doing MSA analysis:

o If possible, use hardware taps to provide timestamps. Such devices can coordinate timestamps
across network locations and help ensure accurate timestamps.

o Use NTP or other highly-accurate time references. Be sure that all capture devices reference the
same time source.

e When using a hardware tap, make sure that your Cascade Shark specifies the correct tap type
when configuring the capture interface on the Shark.

If your multi-segment source name indicates a problem “Some invalid timestamps found” follow the
steps under “Adjust time skews (if necessary)” to correct the problem. If your attempt to correct the
problem fails, you need to check your timestamps and create new capture files.

Assemble the data

Put all your source data in one place. Cascade Pilot requires that all of the source capture files or
trace clips that you use be in one location—either on a single Cascade Shark appliance or on the
computer that runs Cascade Pilot.

All the data processing for multi-segment analysis occurs locally on the Cascade Shark appliance or
Cascade Pilot local system where the data sources are stored. If that processing takes place on a
Cascade Shark appliance, only the results are sent across the network for Cascade Pilot to display.

Use small source files. If your capture files are large and you know that the time interval of
interest is small, use trace clips that cover that interval. When sending files across the network to a
central location, smaller files use less network bandwidth.

You may be able to use high-level views, even if not multi-segment views (such as network usage by
traffic type) to narrow down the interval of interest. Then you can drill down with multi-segment
views.

Make a multi-segment source

1. Inthe Files section of the Sources panel, select two or more sources that you will combine
into a multi-segment source. (Use a click and multiple control-clicks, or a click and a shift-
click.)

2. Right-click one of the sources to bring up a context menu. Click Create Multi-Segment
Source.
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Cascade Pilot builds a multi-segment source and lists it in the Files panel. One of the
segments is designated as the primary segment and shown in bold type. The primary
segment is generally used when a single-segment view is applied to the multi-segment
source.

————{ Dovees s ] ———
w il Tesi Net -
W multi-segment & @ Tire skews unchanged
% 1: routerd
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Adjust time skews (if necessary)

Cascade Pilot automatically adjusts the time skews between capture points, so in most cases you
won't need to do anything. If the adjustment succeeds, the Files panel shows the multi-segment
source with a green check-mark icon.

| Devices | Files |————
w 3 lento -

BB multi-segment ¥ @ Time skews unchanged

< router() pcap L4
< router pcap

< router? pcap

< routerd.pcap

o routerd pcap -

If the adjustment fails, the check-mark icon is yellow and has a brief explanation of why it failed.

BB multi-segment ¥ @) Review time skews (some packets duplicated) |

A multi-segment ¥ @) Feview time skews (Some invalid timestamps found)

You can run the time skew adjustment by right-clicking the multi-segment file and selecting
Estimate Time Skews from the context menu that appears. The initial time skew estimate made
when the multi-segment file is first created samples 1000 packets. When you right-click and select
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Estimate Time Skews the computation uses all the packets in the sample. This should be somewhat
more accurate, though it may take more time to compute.

You can enter your own time skew values by right-clicking the multi-segment file and selecting
Properties. The individual source files are listed, and each one has a time skew value that you can
adjust manually.

Properties _— Iﬁ
# MName Time Skew (ms)
1 emai-1 peap 0.00
2 emai-? pcap 0.00
Reset oK || pply || Cancel

You may find it difficult to arrive at time skew values that improve on the automatic adjustments
made by Cascade Pilot. As an alternative, make sure that the timing values that go into your source
data are as accurate as they can be:

o The Cascade Shark software (version 9.5 and later) supports taps that can add more
accurate timestamps to packets. Hardware tap vendors can also ensure that captures taken
at different locations can be coordinated by GPS or CDMA signals. Make sure that you
specify the correct tap type when configuring the NIC interfaces on your Cascade Shark
appliance.

e Use NTP or better time sources as your time reference, and make sure that all of your
capture devices are referenced to the same source.
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When timestamping is perfectly synchronized among Cascade Shark appliances capturing trace
files for multi-segment analysis, you should expect the time skew to equal 0.

Apply views

There are several views designed specifically for multi-segment analysis. You can easily find them
by using the Search box (at the top of the Views panel) to search for “segment” or “MSA”.

v (0 Multi-Segment Analysis (MSL)
%MS& Transaction Analysis by TCP Connection (1= - 14
[gk MSA Sequence Diagram (1= - 1d
[gk MSA Segment Delay Overview (1s - 1d

[gk MSA Segment TCP Errors (15 - 1d
[gk MSA Segment TCP RTT Overview (1s - 14
[gk MSA Segment Dropped Packets Overview (15 - 14

[gk MSA Segment Frame Size Distribution (1= - 1d
[gk MSA Segment Frame Size Overview (1= - 1d
[igk MSA QoS Distribution (1= - 1d

[gk MSA QoS Marking Changes (1s - 1d

[gk MSA Fragmentation Distribution (1= - 1d

[gk MSA TCP Connections Summary (1= - 1d

Once you have applied a view you can select an area of interest and drill down (apply additional
views). But note that:

* You can’t apply a multi-segment view to a normal (single-segment) trace file.

e Ifyou apply a single-segment view to a multi-segment file, the view uses one trace. But if
you drill down further with a multi-segment view, it uses all of the traces of the multi-
segment file.

e When you can see all capture points in a multi-segment view, if you drill down further you
can choose which capture points to include.

If you right-click a selection in a multi-segment view and choose “Send to Wireshark” from the
context menu, a pop-up dialog lets you choose which capture points to use. For each capture point
you choose, the packets in the selection are sent to a separate instance of Wireshark.
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Send to Wireshark ) - |E|

Select which Capture Points you want to send to Wireshark

| router(.pcap

| router1.pcap
| router? pcap
/| router3.pcap

| routerd. pcap

Cancel || oK

If you right-click a selection in a multi-segment view and choose “Send to File” from the context
menu, a pop-up dialog lets you choose which capture points to use as sources for the new multi-
segment file that corresponds to the selection.

Send to File =]

Select the path and name of the new Multi-Segment source that will be created by the Send
to File operation

Path * =

Select which Capture Points you want toinclude in the new Multi-Segment source

| router(.pcap

| router]. pcap
| router?. pcap
| router3.pcap

/| routerd. pcap

Cancel || 0K
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Navigating a multi-segment sequence diagram

There are several different ways to view the information in a sequence diagram. Choose the
combination that works best for you.

Select and zoom

e C(lick and drag in the view to select a time interval to examine more closely. Then double-
click the selection to zoom in.

| © MSA Sequence Diagram q b
| Filters (None) ¥ |
4B=
192 16B.77.12 1 2 19497 149.73 @® Protacal
[@]e1.3:]
e d ¥ Modes
4} —— A 192.168.77.12
— [ 194.97.149.73
e Teh = = = = v Capture Points
O 1: hopt
0 2: hop2
; A A ; ] M 3: hop3
3.250¢ 1 | { } ¥ Message Colors
ez [% W TCP Data
! [l TCP Duplicate Acks
| I TCP Lost Segments
- =| || B TCP No Data
A § E TCP OpeniClose
14 secs ETCP Out of Order
B TGP Retransmits
20 secs
24 secs 772 - . + 1:I't':l"'\'l'—'h.. ACH) Seq: B5. . e
0 Byles
W=ecs i i ar
Notes Ed
| Current Selection: 11/20/2007 12:31:18 - 12:31:44 (26 secs) @ 1 sec - Total Window: 11/2002007 12:21:18 - 12:31:44 EY

e To deselect, click anywhere inside the main window.
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Use the slider

e Drag the time slider up or down to move backward or forward in time.
e Drag the end of the slider in or out to zoom in or out.
e Double-click the middle of the slider to view the full time interval (unzoomed).

Mode
2 194.97.148.73 @® Frotocol

- ", Oaos Drag the slider up or down to move

— BIN ¥ Nodes forward or backward in time
| A 192.168.77.12
D1B49714573
. . Drag the end of the slider

to zoom in or out

W TCP Lost Segme

9 | =] o Data . .
e E— Bl 7C Oponitios Double-click the slider

B TCP Out of Orde

TGP Refransmit: to zoom all the way out

Use the mouse wheel or the up- and down-arrow keys

Click anywhere inside the main window. Then:

e Hold down the CTRL key and scroll—using the mouse wheel or the up- and down-arrow
keys— to zoom in or out. Zooming is centered on the cursor. (That is, the area around the
cursor stays in place while the rest of the window moves in or out.)

o Release the CTRL key and scroll to move forward or backward along the time line.

With a little practice, you will find that you can navigate the sequence diagram very quickly by
scrolling and alternately holding or releasing the CTRL key.
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Mode

2 3 194.97.149.73 {® Protoc
(5 OQos
. w Modes
BA 192 16
B 194.97
w Captur
O1: hop Scroll to move along
E2: hop the time line, using
=| L @3 hop the mouse wheel or
|f ¥ Messa the up- and down-
! ‘;_‘. — | W TcPD arrow keys
B TCPD
WTCPL CTRL+scroll to zoom
‘e | ETCRN in and out
ETCPO
ETcrRO
TP R

View delays and round-trip times

Click the Ruler Mode button to enter ruler mode. Then click a message line to see the delay for that
message (the time it takes to go from the source node to the destination node). Note that the timing
for capture points is precise, but that timing for end points is estimated.
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[Ei MSA Sequence Diagram

| Filters (None)
Ruler Mode ; % re
~5 A1

button 400 A

TCP (...
Delay >
Message
line 86.005 m2

200 ms
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Or click a start point and an end point to see the time difference between any two time points on
the sequence diagram.

O Square dots represent the source of a message.
> Triangular dots represent the destination of a message.
o Circular dots represent capture points along the path of a message through the network.

Unselected points are open; when you click a point, it fills with the color of the message line.

|ausnseqmniagm-'.
[ Filters (None)

z % % wot? 2 3 A 5
Start MP{S-.Q— ﬂ ﬂ ﬂ ﬂ w

[

Delay > A 123 542 ms

End

300 ms

328 ms ﬂ III I:ELILI

Ruler mode also shows the time span covered by a selection.

A ¥
4% =
172.16.0.120 2 1 £4.18.2.95
2289068 =
22902 28R 1T (2 416 me] % I TCP Data (PEH-ACK).. -
| / T25 Byles J
25
2.232‘5‘4‘33 [ i i
| | I L -
2.293191
1 i In r
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Estimate network delays

Click the Time Hints button to generate an estimate of network delays. The delays are inferred from
the capture data and show up as sloped, rather than flat, timelines between the hosts and their
nearest capture points.

| € MSA Sequence Diagram
Filters (Mone)
Time Hints | (
disabled A & .
w0ty A 5 ke
1.848900
No inferred e
delay
1.950
| £ MSA Sequence Diagram
Filters {None)
Time Hints e [—
L
enabled @' %
1.842500
Inferred —
delay
1.950
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Label message lines

Click the Message Labels button to label the message lines with protocol information, byte counts,
and so on.

Message Labels button

MS5A Seqygpce Diagram

4%

172.16.0.120 al 2 64.18.6.12
w -] - w
169.4 ms T 1 t
a
TCF Data (PSH-ACK) Seq: 234, Ack: 36 g

42524 - 25

170 ms: 1 i 14 Bytes |
TCP Data (PSH-ACK) Seq: 36, Ack: 248

42624

108 Byles

TGP Data (PSH-ACK) Saq: 234, Ack: 36

25
\ 14 Bytes
| | » 25
-
171.744 m=
" Db M »

171 m= 42624 e

Simplify a sequence diagram

Sequence diagrams can get complicated. They are best used on small traces, or after drilling down
from a larger data set.

You may be able to simplify a sequence diagram if you know the TCP connections. For example,
here is a somewhat complicated sequence diagram created by the MSA Sequence Diagram view.
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© MSA Sequence Diagram :

[ Filters {None

4B R st RSttt Rttt R | eafifietinats

[ :
== — | =
— - 4 |
] ' |
|
|
30 e i_; 1
o a1-
== = —
. no
I —Fb |
1:30:00 s —— - -
: 1 H :
T
1 - 1=
e e S S e e o s R e ey e [E——
=== == ST S ST e I T T T = =27 =
F I |
|
(PSHACHK)S
e 4
3000 = - ZLl,
1 a0 | |
| 1 D)
" 1 1 i 1 ' i 1 1 4 " L L 1 1 I 1 =
L '’ - - . | ' . " ' " L " . ' g >
50057 i - o]

Mode

@ Protacal
QO 0es

¥ Nodes

@Assa15217
B8
@Bd.15223
BAsa18242
(D& 18248
H54.18.2.46
EAsa18261
mABa13262
BAS418263
[ABa 1284
FAB4.18.265
Hss18288
A 6415268
5415258
[Hea.18278
Ass15280
8418282
Msa.15283
[Ass18288
[Hsa.18288
[A54.18287
[Asa18288
AEa 15288
541828
[Asa.15203

v Caphure Points

If you know the TCP connection you want to see, you can apply the MSA Transaction Analysis by

TCP Connection view to the same data. Choose the connection you want from the data grid...

O MSATrmmemcton Arslpsi by TCP Coms L
1 TCP Connections ik
Dirag 2 column heades here o group by that columa.
“'"‘"{;‘“ -l Duration | Client |‘m| Server 1P |m’| protocal | Packets | Bytes | Bits |' é}’t!!“!"'_' B
2] - 3 - r: - B I ] - -3 - -3 =
B2:38. 422322 1.406596 172.16.0.122 37043 H.H.Gr;§|/ 25 saLp 35 7807 60,856
£2:37.103545 B9LE73 n% 172.16.0.120 50701  E4.18.6. 5 sty EL] &, 443 51,582 2 [
52139838174 12.102187 172.16.0.120 43524  GA.16.6.12 5 smtp a7 8,721 69,768 2
£7040.013846 11024338 172.16.0.120 34004 64.18.6.12 E satp £ 5,969 TR G @ OO -
Jiotes 2
2 MSA Sequence Diagram 4»
Make a salacon in TCP Connections
-
L3 ]

...and a simplified sequence diagram, showing only that TCP connection, is displayed in the lower

window.
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| ) MSATranss by TCF Connec 4k
|
1 TCP Connecions 48
Drag a column header hene 1o group by that column,
Relative Client Server ® C ure a
P ..| Duration | etent 12 SIS | server 10| SETMR | protacal | Packers | ByTes | Bits | R
JfE- - - 1 - - Sl - - 1 - - - x
52:35.422322 1.4065396 172.16.0.122 T3 64.18.86.12 a5 satp 35 7,807 60,856 1
$2:37.103545 891.673 ms 172.16.0.120 50701 64.18,.6.12 25 smtp £ 6,499 51,592 2 |
$2:09.8M174  12,103447 A72.16,0.220 42514  64.18.6.12 R§ 5 st 47 8,781 9,768 H
52:40,019446 11024938 172.16.0,120 34014  64.18.6,12 25 sam 59 9,969 TirsootestRon G @ O G -
________________ 22 =Erioninenaner — Shpiads Modee e e ZEel (oo o il R =
4 MSA Saquence Disgram L8]
4 % Y v Noges
1T2.16:0.120 =] 652812 | As418812
- 8 i @ 172180120
“ - a] | = Caplure Points
| B emait-1
200 H2 email-2
* Message Caolors
it B TCF Data
B TCF No Dats
" | [ TGP OpeniCicse
500 me i —— - EI TGP Reset Connacts
1 —
L
800 ms w—
| )
838 ma gl r - [i| be
Motes -
| Cavent Selechion 03732011 336 - 1235 (25824] @ 1 min - Tobl Window 02272011 335 - 1238 *|

You can then zoom in more easily and continue your analysis.

If you are trying to track down a problem but don’t know the TCP connection, you can quickly select
successive TCP connections from the data grid until a troublesome-looking one appears.

| © MSATransaction Analysis by TCP Connection ab
|1 TCP Connections 4 b
Drag a column header here to group by that column.
Relative i i Client Server N # Capture
Start Time A| Duration ‘ Client IP | Port ‘ Server IP ‘ Port | Protocol | Packets | Bytes ‘ Bits Points | é
1:32. 381019 1.683926 172.16.1.53 51080 172.16.0.120 25 smtp 17 6,901 §5,208 2
1:32.464180 1.604181 172.16.1.53 51081 172.16.0.120 25 smtp % 25 7,761 62,088 2
1:32.472660 1.591206 172.16.1.53 51082 172.16.0.120 25 smtp 25 7,778 62,224 2
1:32.578351 1.486545 172.16.1.53 51083 172.16.0.120 25 smtp 25 7,826 (3 "IG-\%}M'GBBHGV;SQ a G @ =
Notes ES
‘2 MSA Sequence Diagram 4 b
é g '{Q v Nodes
172.16.0.120 1 2 172.16.1.53 172160120
-2 A 172.16.1.53
o 5 = v Capture Points
- E1: email-1
O 2: email-2
500 ms
v Message Colors
3 W TCP Data
1 [l TCP Lost Segments
R [ TCF No Data
O TCP OpeniClose
2 TCP Prev. Segment Lost Seq: 170, Ack: 149
1.500 J‘
26 = ul;... d 5 -
1.750
b u i)
Notes ES
—
| Cumrent 09232011 9.36 - 12:35 (2:59:24) @ 1 min - Total Window: 09/23/2011 9.36 - 1235 =

Then you can zoom in, drill down, and diagnose the problem.
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Security Disclosures

Please carefully read the following important disclosures.

e Unlike with Wireshark, once a valid decryption key is defined, all relevant subsequent
traffic is automatically decrypted, and, if saved, will be stored decrypted to disk.

o Regardless of whether decryption keys are shown or hidden, they are stored on disk in
plain text. Exporting a configuration file will export the plain text decryption keys that have
been entered.
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Appendix A Chart Types

The names for the various chart types are as follows.

Bar Chart

TRIES

EESEEESEREICE

e L

I

Data Grid

Conversation Ring

[ web
EssHT .
[ Unknown
M other
283%
0.80%
Notes 2

Pie Chart

Strip Chart
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Appendix B Report Example Breakdown

Analyst/Client
Information

Report layout
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: MD5 Checksum

IP Conversations layout

Data as Table

IP Conversations Discovery layout
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